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Copyrights

© All rights reserved. This publication contains information that is protected by copyright. No part may be
reproduced, transmitted, transcribed, stored in a retrieval system, or translated into any language without
written permission from the copyright holders.

Trademarks

The following trademarks are used in this document:

( Microsoft is a registered trademark of Microsoft Corp.

(] Windows, Windows 8, 10 and Explorer are trademarks of Microsoft Corp.

® Apple and Mac OS are registered trademarks of Apple Inc.

° Other products may be trademarks or registered trademarks of their respective manufacturers.
Safety Instructions

L] Read the installation guide thoroughly before you set up the router.

(] The router is a complicated electronic unit that may be repaired only be authorized and qualified personnel.
Do not try to open or repair the router yourself.

L Do not place the router in a damp or humid place, e.g. a bathroom.
The router should be used in a sheltered area, within a temperature range of +5 to +40 Celsius.

Do not expose the router to direct sunlight or other heat sources. The housing and electronic components
may be damaged by direct sunlight or heat sources.

® Do not deploy the cable for LAN connection outdoor to prevent electronic shock hazards.
(] Keep the package out of reach of children.
( When you want to dispose of the router, please follow local regulations on conservation of the environment.

Warranty

@ We warrant to the original end user (purchaser) that the router will be free from any defects in workmanship
or materials for a period of two (2) years from the date of purchase from the dealer. Please keep your
purchase receipt in a safe place as it serves as proof of date of purchase. During the warranty period, and upon
proof of purchase, should the product have indications of failure due to faulty workmanship and/or materials,
we will, at our discretion, repair or replace the defective products or components, without charge for either
parts or labor, to whatever extent we deem necessary tore-store the product to proper operating condition.
Any replacement will consist of a new or re-manufactured functionally equivalent product of equal value, and
will be offered solely at our discretion. This warranty will not apply if the product is modified, misused,
tampered with, damaged by an act of God, or subjected to abnormal working conditions. The warranty does
not cover the bundled or licensed software of other vendors. Defects which do not significantly affect the
usability of the product will not be covered by the warranty. We reserve the right to revise the manual and
online documentation and to make changes from time to time in the contents hereof without obligation to
notify any person of such revision or changes.

Be a Registered Owner
@ \Web registration is preferred. You can register your Vigor router via http://www.DrayTek.com.
Firmware & Tools Updates

® Due to the continuous evolution of DrayTek technology, all routers will be regularly upgraded. Please consult
the DrayTek web site for more information on newest firmware, tools and documents.

http://www.DrayTek.com

Vigor2765 Series User’s Guide



Vigor2765 Series User’s Guide



Table of Contents

Part I INStallation ... 1
I 011 fe o 18 ox 1 (o] o I P PP PP P PP UPPPP 2
[-1-1 INdiCators and CONNECLONS ........ciciiturereiiiiiee ettt e st e e e et e s s e e s ssb et e e asbre e e e anbreeeeaans 3

[-2 Hardware INSTAIALION ..........eiiiiiiiiee ettt e e e 7
e R 1Sy = [T aTo YA T o] = {10 (= PR 7
[-2-2 Wall-Mounted INSTAlAtION .........ccuiiiieeiiee e 8
[-2-3 Installing USB Printer t0 Vigor ROULET ...........cuviiiiiie et e et e e e e s siaiaeee e e e e e e e nanes 9

[-3 ACCESSING WED PaAQE ...t e e e e e e e e e s n e e e e e s 16
[ N @4 g = o 1T TN = 111 Yo} o SRS 18
I = T o o T T (o OSSP 19
N YT (U T= U = T 1= PR 19
[-5-2 NAME WIth @ LINK ....coiiieeii e e e e e e e et e e e e e e s s s e aeeeeeeesnnnes 20
I-5-3 Quick Access for CommOoN USEd MENU .......uuuuuiiiiiiicccc s 21
R U] 1Y = T o TP 22
[-5-5 WED CONSOIE ..otttk ekt e st e e e aa e e e e st e e e e abr e e e e annneeeanes 23
R R @toTq) o [ 5= Tod (o ISP 24
[-5-7 Manual DOWNIOAM.........ccuiiiiiieiiie ettt sn e s snr e snn e e sane e 25
(LS Tt J Ie T o 11 | OSSP PPPPN 25
[-5-9 ONIINE SEALUS ....eeierieiiie ettt e e et nn e e s nn e e neennee s 26
[-5-9-1 Physical CONNECTION ... .cieii ettt ettt e e e e e eeeaeee e anan 26

[-5-9-2 Virtual WAN ...t 28

1-6 QUICK SEAMt WIZAI ....cceoiiiiiiieiee et e e e e s e e e e e e e e s et et a e e e e e e s saannnbreeeeeessnnnrennees 29
[-6-1 FOr WANL (ADSL) ..tetieiitiiee e itiiee sttt e ettt e sttt e e e st e e e e snte e e e e sntbe e e s anbbeeeeabbeeeeenbeeeeasseeeeennes 30
T2 o Y NN Do (1= =T PP 34
196-3 FOT WANS (USB) ...ttt ee et ee e e en s et esen e eeeneneneneens 44

I-7 Service ACHVAION WIZAIM .........cooviiiiiiecee e 46
[-8 REQISTEIING VIgOr ROULET ......ciiiiiiiiiii ittt ettt ettt sttt ettt e e s it e e e s sab b e e snnneee s 48
Part I CONNECTIVITY oo 51
L R N PRSPPI 52
WED USEI INTEITACE ...ttt ettt e sir e e s re e e snbeesnnee e 54

L R R 1= a1 =T IR T= (] o SRR 54
[1-1-2-1 WANZL (ADSL/VDSL) . .nueeiit ettt ettt et et e ettt e e e eaeeeaaas 55

11-1-1-2 WAN2 (EENEINEL) - ..o 56

L R e T N (2 ) 57

[1-1-2 INEEINET ACCESS ...ciiiiiiititee ettt e e s s e e e e e e e s s s re e e e e e snnene 58
[1-1-2-1 Details Page for PPPOE/PPPOA in WAN1 (Physical Mode: ADSL) .................. 60

[1-1-2-2 Details Page for MPoA/Static or Dynamic IP in WAN1 (Physical Mode: ADSL) .63

[1-1-2-3 Details Page for PPPOE in Etherenet WAN .......ccoiiiiiiiii i, 67

[I-1-2-4 Details Page for Static or Dynamic IP in Etherenet WAN.............ooooiiiiniis 70

[1-1-2-5 Details Page for PPTP/L2TP in Etherenet WAN ......ooiiiiiiiiii e, 73

[1-1-2-6 Details Page for 3G/4G USB Modem (PPP mode) in USB WAN .................... 75

[I-1-2-7 Details Page for 3G/4G USB Modem (DHCP mode) in USBWAN .................. 77

Vigor2765 Series User’s Guide



[I-1-2-8 Details Page for IPv6 - Offline in WANL/WAN2/WAN3.......ccoiiiiiiiiiiieennns 79

[1-1-2-9 Details Page for IPv6 - PPP in WANL/WAN2 ... eeeeeeeeee e 80
[1-1-2-10 Details Page for IPv6 - TSPC in WANL/WAN2/WAN3 ... .coiiiiiiiiiiiieenas 82
[1-1-2-11 Details Page for IPv6 - AICCU in WANLI/WAN2/WAN3 ......oiiiiiiiiiiiiinnanns 83
[1-1-2-12 Details Page for IPv6 - DHCPv6 Client in WANL/WAN2......cccvvviiiiiinnnnnn.. 85
[1-1-2-13 Details Page for IPv6 - Static IPv6 in in WANLI/WAN2 .......ccooiiiiiiiiiinnnnns 86
[I-1-2-14 Details Page for IPv6 - 6in4 Static Tunnel in WAN1 / WAN2 .................... 88
[1-1-2-15 Details Page for IPv6 - 6rd in WANL / WAN2.....coiiiiii i eceiieeene, 90

[1-1-3 MUII-PVC/VLAN ...ttt ettt e e sttt e e st e e e s snb et e e s snbeeeeesnbneennne 92
[1-1-4 WAN BUAGEL ...ceeiiiiiieeiieiee ettt sttt e ettt e e s sttt e e s snbe e e e e snnbeeeennneee s 100
R €= T oY oY = (1 o 100
L ] = 1 103

YN o] o] oz= 1x T g TN Vo) (=PRSS 104
A-1 How to configure IPv6 on WAN interface? .......coovvviiiiiiiiiiii i eaiieeeenn 104

L PRSP PRP 109
V=] OO LYo [ 0] 1= = Tt PSP PRER 111
[1-2-1 GENETAI SEEUP .ottt ettt e s e e e st e e e s bbb e e e s anneee s 111
[1-2-1-1 Details Page for LAN1 - Ethernet TCP/IP and DHCP Setup........cccvvvnnn.... 113
[1-2-1-2 Details Page for LANZ ...t e et e e e eaneeeas 115
[1-2-1-3 Details Page for IP Routed Subnet ... e 117
[1-2-1-4 Details Page for LAN1~ LAN2 - IPV6 SEtUP «...ueeneeiiiiiiai e 119
[1-2-1-5 DHCP Server Option ......ciiiii sttt et e e e e eeaneenn 122

[1-2-2 WLAN L.ttt ettt e e ettt e e s bttt e s hb et e e e Rt e e e en bt e e e e b bt e e e na e e e nnnreee s 124
[1-2-3 BN IP 10 MAC ...ttt st sttt ettt e s ebt e e s enat e e e s nnbte e e s snneeee s 127
[1-2-4 LAN POt MITTOF ... .eveiieisiiiee ettt sttt ettt e st e e e s bbbt e e s nnat e e e s nnbne e e e snneeee s 129
LR VYT =To IS0 2t RS RR 129
L A PSPPSR 131
V=] o O LYo 0] 1= = Tt = P PRERR 132
| A o T A = To |1 (= Tox 1o o DR PP UPPTSTTP 132
TR 1Y A T 1 APPSR 136
[1-3-3 OPBN POITS ..ottt e e et et e s e e et e e et e s e e e e e e aebbn e e e aaeeeeeraes 139
L =T o A I o o 1= 1 o USSR 141
1 Y I TR UTRRRR 143
LY o o o= 11T £ 144
WED USEI INEITACE ...t ettt e et e e st e e e sbaeenanes 146
L 9V = o Lol I N SR 146
[1-4-2 LAN DNS / DNS FOWAITING ....coeiiueeeieiiiiiieiiiiiee ettt e e 150
[1-4-3 DINS SECUNLY ...eeeeitriieeiiieie e sttt e s ettt e e et e e e st e e e staaeeesasbaeeessstaeeesasseaeaesnssseaesssaeeesanneeean 153
[1-4-3-1 GENEral SETUP . ... eeiee et et aaeea 153
[1-4-3-2 DOMAIN DIAQNOSE .ttt ee et et e e e et e et e e e e e e e e eaaaanneees 154

[1-4-4 SCREAUIB.......eeeeeee e ettt et e e s bt e e s nbe e e ennnreae s 155
[1-4-5 RADIUS ..ottt ettt e et e e sttt e e s e st e e e s aata e e e e asaaeeeesnsaeeeesnsaaeaesasaeaean 157
LR R U] = SR PT 160
[1=4=7 IGMP..... ettt e e e ettt e e e et e e e s bt eeestt e e e e e taa e e e s aaaaeeeeannteeeeanaaennnraee s 161
[1-4-7-1 General SEttiNg ..o e 161
[1-4-7-2 WOIKING GIOUD . .eeeete ettt ettt et e e e e e e e e e e e aanee e e aeaannees 162

Vigor2765 Series User’s Guide



[ VA = (o L T Y A A N 162

[1-4-9 SMS / M@l AlEIT SEIVICE ...cciiuiiiie ittt et e e e sbbeee e 163
e KSR =Y o 163

[1-4-9-2 Mail ALEIT ...ttt aaeens 164

L 0 1 = T 0T PR 166

F Y o] o] o= 11T TN N\ o) = PR 169
A-1 How to Configure Customized DDNS?. ... ..eeeeiiiii et v reeaeeeeas 169

[1-5 ROULING .ttt ettt e s bt e e ekt e e e e ekt bt e e e st bt e e e anbbe e e enbbe e e e enneas 173
V=] o O ET=T 0] 1= = Tt P PEERR 174
[1-5-1 STALIC ROULE . .viiieiiiiie ettt e e s e e st e e e sttt e e e s nstaeeessssbeeeesnseeeesssseeeean 174
[1-5-1-1 Static ROUTE TOr IPV4 ...t e e aaeeas 174

[1-5-1-2 Static ROULE TOF IPV6 .....c.eeeii e 178

[1-5-2 ROULE POJICY ...eeeiiiiiiiieiiti ettt ettt et e e n e e e s neeee s 179
APPHCALION NOTES ..ottt e et e e st b e e e s sa b e e e s sbe e e e e abaeeeaae 189
A-1 How to set up Address Mapping with Route Policy? ..........ccooiiiiiiiiiiiiia... 189

A-2 How to use destination domain name in a route policy?........cooevevviiiinnn... 191

Part HWIrelESS LAN ...ttt e e e e e e e e e et e e e e e e e e eeatana s e eeeeaeeennees 193
-1 WIFEIESS LAN ..ottt ettt sttt e sttt e e ettt e e st e e e s nbb e e e e s bbe e e e enbbeeeentbeeeeenteas 194
V=T o =T ] (=] o = o= P UUPRPTRRP 197
[1-1-1 WITEIESS WIZAIM......ceiiiiiiiie ittt sttt e st e e sttt e e e sbbe e e e s naaeeesanneee s 197

LR R =Y o 1= o YIRS = (U o S 201
e = o RS 203
B ot ot 1 0] 1 (| K RSP PRTI 205
] Y = S S STRSP 206
[11-1-6 WDS (fOr WLAN 5 GH2Z) ..ottt ettt st a et e e 209
[1-1-7 AQVANCET SEIING ...eeiiiiiiiieiitiie ettt e e et e e e e sbn e e e e snreee s 211
[11-1-8 StAtION CONIOL....cciiiiii ettt e e e e e e e e e e e sttt e e e e e e e e s nbnraeeeaaa e s 215
[11-1-9 Bandwidth ManagEmMENTt.........couiiiiiiiiiiiie ettt e e e e e renbbeaeeeaeas 216
] O o Yoo 1Y/ RS 217
] N g L= = Y1 LT PP 218
LR 2 = 7= T To IR (== 1T U 220
LR e 3 = Lo - 211 Vo USRS 224
] ] = o I PRSPPI 225
= T O VY | P 227
IV-1 VPN @N0 REMOIE ACCESS ...eeetiieiiiaiiitititet e e e e ettt et e e e e s s sttt et et e e e s s aanbebeeeeaaeesaaanbbeaeeeaaaeesaannees 228
WED USEI INTEITACE ..ottt e e e e e e s e nbeae e e e e e e e eanees 229
[V-1-1 VPN CHENE WIZAIT ..ottt e et e e st e e e s snbe e e e s snbaeeessnbeeeens 229
IV-1-2 VPN SEIVEN WIZAIU ......eeeiiiiiiiiee ittt sttt e st e e st e e e snaee e e e snnaeaesnsaeeas 236
[V-1-3 REMOtE ACCESS CONIOl ...ciiviiiiiiiiiiie ittt e e e as 245

Y R o o e 1T oY = LT (1 o SR 246
IV-1-5 SSL GENEIAl SEIUP ..ceetieiiiiee e e e e ettt e s e e e e e s et e e e e e s s st ae e e e e e e e s annsnraneneaeeeas 247

Vigor2765 Series User’s Guide

vii



IV-1-6 IPSEC GENEIAl SEIUP ....vvviiiieie e e ittt et e e e e e e s e e e e e e s s st e e e e e e e s snnnnreneeeaeeeas 249

IV-1-7 IPSEC PEEI IAENTILY ...t e e e e e e e e e e e e e s snnrr e e e eeeanns 251
IV-1-8 VPN MatChEr SEUD ..ttt 253
RV e T @ o= o LY = SRR 255
IV-1-9-1 GeNEral SETUPD ... .eient ettt ettt e e aaeens 255

LY e A O 1= | oo o) T 256

[V-1-10 REMOLE Diall-iN USEI . ...iiiiiiiiiiiiiiiiie ettt st e e es 258
R s I Y VI (o 3 0 A SRS 262
[V-1-12 CONNECHION MANAGEMENT......eiiiiiiiiieiitiiee ettt ettt e e rabe e e e s sabre e e s anneeas 269
APPHCALION NOTES ..ottt e et e e st e e s st e e e e s sbe e e e e abneeeaaes 270
A-1 How to Build a LAN-to-LAN VPN Between Vigor Routers via IPsec Main Mode ... 270

V-2 Certificate MaNAGEMIENT. .....coii ittt e e e e s e e e e e e s e nbb e e e e e e e e e e aaaneeeas 275
V=T o =T ] (=] o = o= TP PRPTRP 276
Y R o Yo |l 0= T4 1] {Tor= L = PR 276
[V-2-2 Trusted CA CertifiCate ... .cciiiiiie it e st e et e e e snnreee e 281
IV-2-3 Certificate BaCKUD ... e e s e e e e e s e e ae e e e e e ann 284
IV-2-4 Self-SigNed CertifICALE ......uiiiiei i e e e e e s e ereeeeeaans 285
o VA= o 1 1 OSSR 287
RV T | SRS 288
V=T o =T ] (=] o = o= U PRPTTRPN 290

RV R R R =T o 1T TR = (U1 o R SERRRt 290

RV R w1 (=T Y Y (U o PSR 295
VI-1-3 DOS DEIBNSE ......teiee ettt ettt sttt e e ettt e e s sttt e e s saba e e e s snbeeeeeanbaeeenne 304
V-1-3-1 DOS DB NS . . ettt 304

V-1-3-2 SPO0TiNg DefeNSe. .. .uii et 307

RV R R B T o | Lo T 3PS 308
VI-2 CSM (Central Security ManagemeNL).........c..uuueiieieeiiiiiiiiieee e e e e sesiiiaeee e e e e e s s ssaanaeaeeeae e e s e sannaeaeees 311
V=T o =T g (= o = ol P OTPPRPPTRP 311
VI-2-1 APP ENforcement Profile ..........cueeiiiiiiiiii et 311
VI-2-2 APPE Signature UPGrade ...........eeeieeeiiiiiiiiieeeeeee e s sssiieeeesee e e s s sssteneessaeessssnnsnneneseessssnnns 314
VI-2-3 URL Content Filter Profile ...........eeeiii e 315
VI-2-4 Web Content Filter Profile............eevoii i 319
VI-2-5 DNS FIlter Profile .......oeeiiiiie it e e e e e e e e e e e e e e nnees 322

PN o] o] o= 11 To] o T NN (o] (=23 PP PEUT TR 324
A-1 How to Create an Account for MyVigor .......ooooiii i 324

A-2 How to Block Facebook Service Accessed by the Users via Web Content Filter / URL

(00 o1 =T 0 1 T =T 329

Part VI ManagemENT ... e e e e e e e e e e e eaa s 335
VII-1 SYSTEM MAINTENANCE .....eeiiiiiiiiiiiieiee ettt et e e e e e e s e s bbbt e e e e e e e s e aanbaneeeeaaeseaannrbneeeas 336
WED USEI INTEITACE ..ottt e e e e e e s nbeae e e e e e e e eanees 337
VII-1-1 SYSTEIM STATUS ..ttt s e e e e e e e e e e e e e e e e e e e e 337
LY I 0T ST PPPR RPN 339

Vigor2765 Series User’s Guide

viii



VI1-1-3 AdMINISIrator PASSWOIT ........uuvuiiiiiiiieiiiei e eee et e e e e e e et s s e e s s s eaab s e e esesessbaaaeeeasreens 342

V=14 USEE PASSWOITU ....ceeiiiiiiieiiiiie e ittt ettt ettt ettt e ettt e e s st e e s st e e e s anbbe e e s antbeeesenbeeeenees 345
VII-1-5 LOQIN PAgE GIEELING ...ceeiiutiiieiiiiiee ittt ettt ettt e ettt e e s sibe e e e s sabneeeean 348
VII-1-6 Configuration BACKUP .........ueiiiiiiiie ettt e et e e e s snbnee e e 350
VI-1-7 SYSLOG/MAIl AT ... et 353
VII-1-8 TiME QN DALE........ceeiiiiiiie ettt e ettt e e e e e e e e e st e e e e e e e e e anbbeaeeeaaeeaesanes 356
V=129 SNIMP ettt e et e e ettt e e e e st e e e e ssbaeeeesnbaeeaeantaeeeesbbeeeeensbeeeeensteaenanes 357

VA L R O Y F= g F= o [T g 1T o | TR 359
RV B == Vg =Y I @] 1o ] S OUPRPTRSR 364
VII-1-12 Self-Signed CertifiCate .........cueiiieiiiiiciiieeee e e e e re e e e e s ennes 369
VII-1-13 REDOOT SYSIEIM.....uiiiiiiiii et e e e e e e e e e e s s e e ee e e e e e e aannnes 371
VII-1-14 FirmwWare UPQGIade .....oeeeeeeiiiieiiieieee e e e esseiieeee e e e e s s s sstteeeeeae e s s s ssnteseeaaeeessssnsenneeeaeesnnnsnes 372
VII-1-15 Firmware BaCKUD .....ueueiiie it e e st e e e e e s e st eee e e e e e s e s nnnnanaeeeaeeeannnnes 373
VII-1-16 DasShboard CONLIOL........c.oiiiiiiiiiiiee et e e e s e e e e e e s s eeeeaeeeeaannes 374
VII-2 Bandwidth ManagEIMENT..........coiiiiiiiiiiiiiee ittt ettt e et e e st e e e sabe e e e s snneeen s 375
WED USEI INTEITACE ...oiii et e e e e e e s e e e e e e e s snnbaaeeeeaeeeennnes 376
VII-2-1 SE@SSIONS LIMt...iieieiiiieii ettt ettt e e e e e s et s e e e e e e e s e e annbbeaeeaaeeeaannnes 376
VI-2-2 BandWidth LIMt......cocveeeeiiiiiee it e et e e stae e e e stae e e s stbeeeesssaeeeeensseeeennes 378
VI1-2-3 QUAILY OF SEIVICE ....eeeeiiieiee ettt e e et e e e e e e e s anbbeaeeaaeeeaannees 380
RV Y o = @ Lo 1 PO PRPRPRPP 386

AV I o TS o T 1 Y AV/=T oI o T = | SRR 387
V=T o =] ] (=] o = o= PP PRPPTRP 387
RV R = (0 11T = (1] o PSR 387
VII-3-1-1 Login METhOd. . ...ttt ettt e et e e e aanaeeens 388

VII-3-1-2 Steps for Configuring a Web Portal Profile ............ccooiiiiiiiiiiiiinn. . 388

VI11-3-2 QUOTA MANAGEIMENT ...ttt et e e e e e at b e e e e e e eae b anseaeaeens 405

YN o] o] oz= 1x 1] g TN Vo) (=PSRN 408
A-1 How to allow users login to Vigor’s Hotspot with their social media accounts (e.g.,

Facebook & GOOGIE) ... .. e 408

A-2 How to allow hotspot clients to get login PIN code via SMS?............ccoiieinas 416

VII-4 Central Management (AP) ......coo oottt e e st e e e s sbaeee e 424
V=] OO LYo 0] 1= = Tt PO PRRR 425
RV ] = LU PRSPPI 425
VIH=4-2 WLAN PrOfil@.....ceiiiiiiiiee ittt ettt e e st e e e st e e e s bt ea e s snaaeaessnnaeenanes 427
VI1-4-3 AP MaAINTENAINCE .....cvveieeiiiiiee ettt e ettt e ettt e e e st e e e e sttt e e s ssbee e e s sntaeeesanbbeeesansaeeeeasreeeeanes 432
YR R - 1 o - o o I PPN 433

RV B R o =T I 27 1= Ty (o SRR PPRRTR 434
VII-5 Central Management (EXternal DEVICES) ......uuuriiieeeiiiiiiiiieiieeesesstitieee e e e e e s snninaeeee e e e e s snnenneees 436
Part VIIE OTNEIS ... 437
V1 R @ o] [=Toa SRS T 1] T 1 T TSSO UPUE PP 438
WED USEI INTEITACE ..ottt e e e e e e e s abare e e e e e e e eanees 439

Vigor2765 Series User’s Guide



RV I @ o= o PP 439

R L 1 T o T o 442
RV R B =Y T @] o] 1= ox SRR ORI 443
RV R R Y R €1 0TV ] R PPRRPR 445
VI-1-5 SErvice TYPE ODJECT....cciitiiie ittt et 447
VIII-1-6 SEIVICE TYPE GIOUP ..eeeeieeeiaitttiieeaae e e e e ettt teeae e e s e anabeeeeeaaeesaaaanbbsseeeaaaeassanbenneeeaaaasaanns 449
LY R A =YY o] o [ @ o =Y o S PRRRR 451
VIHT-1-8 KEYWOIT GFOUP ....eetttieeieae e ittt e e e e e ettt e e e e e e sabe et e e e e e e e sanbbbe e e e e e e e e aaanbbseeeeaaeeeeannnees 453
VIII-1-9 File EXtENSION ODJECT ..ot e e e s e e e e e e s anes 454
VIII-1-10 SMS/Malil SEIrVICE ODJECE .....uuviiiiiiie et e e e e st e e e e e e e e aans 456
AV o s I I Lo ) o= 1 o] @ o] = o2 SRR 461
RV o s o2 o T o @ o= PSSR 462
RVt I B @010 [ 1152 o =T X R SER 463
VIII-1-14 ODbjects BACKUP/RESIOIE ........ueiiieiiiiie ettt et e e sareee e 464
APPHCALION NOTES ....ceiiiee ettt e e rtb e e e e s sa b e e e s sabee e e e sbneeeaaes 466
A-1 How to Send a Notification to Specified Phone Number via SMS Service in WAN

3o o1 1= o o I 466

RV U 1] 2 37 AN o 1= o) o PSS 470
V=] o IO ET=T 0] 1= = Tt PSSO PRSR 471
VI-2-1 USB General SEHNGS ... .eeeiiiiiiiieiiiiie ettt ettt ettt e et e e et e e e s nnneeeeees 471
VII1-2-2 USB USEr MaNagEMENT ......ueiiiiiiieie e ittt e s st e e e s s e e e e e e s e e eeeee e e e 472
VII-2-3 FHlE EXPIOTET c.itiiee ittt ettt et s e e et e e e st e e e st e e e s ntbeeeesssbaeaeesstaeaessntaeenane 475
VI1-2-4 USB DEVICE SEALUS.....eeeiiiiiieeiiiieeeiiiiiee e sttt e e s stteeeeasiteeeessntaeaessntaeeessntaeeesasaeeessnsreeesanns 476
VII1-2-5 TEMPEIATUIE SENSOI ....uuiuiiiiiiiiiiiiiitiiiiieatieii e 477
VII1-2-6 MOAEM SUPPOIE LIST...eeiiiieiiiiiiiiiiieie e e e ettt e e e s s s e e e e e e e e st rr e e e e e e e e ssnnnaaereeaeeeeaans 479
VIII-2-7 SMB ClieNt SUPPOIT LISt.....cccuiiiiiiiee et e e e e e e s e e e e e e s e s sarrnae e e e e e s s e nnnns 480
YN o] o] oz= 1x 1] g TN Vo) (=PSRN 481

A-1 How can | get the files from USB storage device connecting to Vigor router? ... 481

Part IX TrouBIESNOOtING ..uveeii e e e e e e eaanaees 485
D R B =T [ 01 i [ox = PO 486
WED USEI INTEITACE ...ttt sre e e sen e nree s 487
DG R I B T 1 o 10 I T T 1= 1 o U 487

D R = o 10 ¢ o [ 1= o] = U 488
IX-1-3 ARP CaChe TabIE .....ccoeiiiiiieiie e 489

D R | L (N T=T T | o] o Yo 10 T 1= o ][ SR 490
IX-1-5 DHCP TADIE ..eeiiiieeiiee ettt ettt e e e st e e e s bte e e e snnae s 491
IX-1-6 NAT SESSIONS TADIE .....oeiiiiiiiii e 492
IX-1-7 DNS Cache TabIe ........oeiiiiiiieee e e 493
IX-1-8 PiNG DIBONOSIS .....uveeeeiiitiieeeittiee ettt ettt e sttt e ettt e st e e s st e e e sabb e e e e snbe e e e snnee s 494
[X-1-9 Data FIOW IMONITOT ......uveiieiiiiiie ettt ettt ettt e et e e e sb e e e e sbr e e e e snneeeens 496
IX-1-10 Traffic Graph ....cooo et e e e e e e s e anareaeee s 499

Vigor2765 Series User’s Guide



) G I A I o ot {1 V) (N 500

D R 2 S £ [ To T e o (o = SRS 501
IX-1-13 IPVE TSP EC STALUS ....uuuuuiuiiiiiiiiiiii e 503
IX=1-14 DSL STATUS ... e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e eannan 504
IX-1-15 DOS FlOOA TADIE ...ttt e e e e e e e e e s e s aeeaeeeaans 505
IX-1-16 ROUte POIICY DIBQNOSIS ...cceiiiiiiiiiiieieie ettt e et e e e e e nnbeeeeaaa s 506
IX-2 Checking If the Hardware Status IS OK OF NOt.......cooiiiiiiiiiiiieiiiieee e 508
IX-3 Checking If the Network Connection Settings on Your Computer Is OK or Not..................... 509
IX-4 Pinging the Router from YOUr COMPULET .........uuiiiiiie it e e e s ee e e e e e s e e e e e e e e e nnnenees 512
IX-5 Checking If the ISP Settings are OK OF NOL.........ccoiiiiiiiiiiiiiieie e 514
IX-6 Problems for 3G/4G Network CONNECHION ..........ciiiiieiiieiiiee e 515
IX-7 Backing to Factory Default Setting If NECESSAIY ........covcvviiiiiiee i 516
)G o] o] v= Tox 11T I -V = R 517
Part X DrayTeK TOOIS ..oeieeeiiiiiiiee ettt e e e e et e e e e e e e e eeanaa s e e e e e eeeennees 519
X=1 SMAIVPIN CHENT. ...ttt ettt s b e st b e e s b et e ssneesneeesaneannneens 520
X-1-1 DrayTek Android-based SmartVPN APP for the establishment of SSL VPN connection
................................................................................................................................................. 520
X-1-2 How to Use SmartVPN Android APP to Establish SSL VPN Tunnel?..........ccccoovveneen. 521
Part XI Telnet COMMAaNTUS ......coooiie e 525
AccesSiNg TeINet Of VIQOI2765 ... ...ttt a e e e e e e e as 526

Vigor2765 Series User’s Guide

xi






Part | Installation

This part will introduce Vigor router and guide to
install the device in hardware and software.

Installation
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I-1 Introduction

This is a generic International version of the user guide. Specification,
compatibility and features vary by region. For specific user guides
suitable for your region or product, please contact local distributor.

Vigor2765 series is a VDSL2 35b router. It integrates IP layer QoS, NAT session/bandwidth
management to help users control works well with large bandwidth.

By adopting hardware-based VPN platform and hardware encryption of AES/DES/3DES, the
router increases the performance of VPN greatly and offers several protocols (such as
IPSec/PPTP/L2TP) with up to 2 VPN tunnels.

Supplier

A

¥

Home Office

T T

_ @
ili m
Outbound Sales

The object-based design used in SPI (Stateful Packet Inspection) firewall allows users to set
firewall policy easily. CSM (Content Security Management) provides users control and
management in IM (Instant Messenger) and P2P (Peer to Peer) more efficiency than before. By
the way, DoS/DDoS prevention and URL/Web content filter strengthen the security outside
and control inside.

Object-based firewall is flexible and allows your network be safe. In addition, Vigor2765
Series supports USB interface for connecting USB printer to share printer, USB storage device
for sharing files, or for 3G/4G WAN.

GlobalView WCF

8 E = Categories:
Z Q= Z Shopping, Gambling, Job search...
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I-1-1 Indicators and Connectors

Before you use the Vigor router, please get acquainted with the LED indicators and

connectors first.

LED Status Explanation
Blinking The router is powered on and running normally.
(Activity) Off The router is powered off.
On The DSL port is connected.
Blinking The router is ready.
(DSL) (Slowly)
Blinking The router is trying to connect to Internet.
(Quickly)
On (Green) | The wireless access point is ready.
" Blinking The data is transmitting via wireless connection based
(Wireless LAN (Green) on the rate of 2.4GHz.
On/Off/WPS) Blinking Blinks with one second cycle for two minutes. The WPS
(Orange) function is active.
Off The wireless access point is turned off.
On (Green) | The wireless access point is ready.
; Blinking The data is transmitting via wireless connection based
(Wireless LAN (Green) on the rate of 5GHz.
On/0ff/WPS) Blinking Blinks with one second cycle for two minutes. The WPS
(Orange) function is active.
On The LAN port is connected.
Blinking The data is transmitting.
~ Off The LAN port is disconnected.
(LAN1/2/3/4)
On A USB device is connected and active.
(USB) Blinking The data is transmitting.
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Vigor2765

Faciory
usk P4 P3 P2 P DsL
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Vigor2765ac
—————— e — e ——— = —_— o
——} —— = }
[Nl
R r
- 1 1 1 . L] l
WLAN L =
OWOFFMWPS Use Pé P3 P2 P1 DsL PWR
LI [
i | =
Interface Description
WLAN WLAN On - Press the button and release it within 2 seconds. When the

ON/OFF/WPS wireless function is ready, the green LED will be on.

WLAN Off - Press the button and release it within 2 seconds to turn off
the WLAN function. When the wireless function is not ready, the LED will
be off.

WPS - When WPS function is enabled by web user interface, press this
button for more than 2 seconds to wait for client’s device making
network connection through WPS.

Factory Reset Restore the default settings. Usage: Turn on the router (ACT LED is
blinking). Press the hole and keep for more than 5 seconds. When you
see the ACT LED begins to blink rapidly than usual, release the button.
Then the router will restart with the factory default configuration.

USB1~USB2 Connector for a USB device (for 3G/4G USB Modem or printer).
P1~P4 Connectors for local networked devices.

DSL Connector for accessing the Internet.

1/0 Power Switch.

PWR Connector for a power adapter.

Vigor2765 Series User’s Guide



LED \ Status Explanation
Blinking The router is powered on and running normally.
(Activity) Off The router is powered off.
On The DSL link up, waiting for the Internet connection.
Orange Blinking Slowly - The DSL connection is ready for training.
(DSL) Quickly - The DSL connection is synchronizing.
0 The router is ready to access to the Internet through
Green | DSL link.
Blinking | The data is transmitting.
On The phone connected to this port is off-hook.
Off The phone connected to this port is on-hook.
Blinking A phone call comes.
On (Green) The wireless access point is ready.

(Wireless LAN
On/Off/WPS)

Blinking (Green)

The data is transmitting via wireless connection based
on the rate of 2.4GHz.

(Wireless LAN

Blinking Blinks with one second cycle for two minutes. The WPS
(Orange) function is active.

Off The wireless access point is turned off.

On (Green) The wireless access point is ready.

Blinking (Green)

The data is transmitting via wireless connection based
on the rate of 5GHz.

On/Off/WPS) Blinking Blinks with one second cycle for two minutes. The WPS
(Orange) function is active.
On The LAN port is connected.
Blinking The data is transmitting.
(LAN1/~2/3/4) Off The LAN port is disconnected.
On A USB device is connected and active.
(USB) Blinking The data is transmitting.
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Vigor2765Vac

1
Factory
Reset
@ -
WLAN
UsB P4 P3 P2 P1 DsL PWR

ON/OFF/WPS Phone2 Phonel

Interface Description

WLAN WLAN On - Press the button and release it within 2 seconds. When the
ON/OFF/WPS wireless function is ready, the green LED will be on.

WLAN Off - Press the button and release it within 2 seconds to turn off
the WLAN function. When the wireless function is not ready, the LED will
be off.

WPS - When WPS function is enabled by web user interface, press this
button for more than 2 seconds to wait for client’s device making
network connection through WPS.

Factory Reset Restore the default settings.

Usage: Turn on the router (ACT LED is blinking). Press the hole and keep
for more than 5 seconds. When you see the ACT LED begins to blink
rapidly than usual, release the button. Then the router will restart with
the factory default configuration.

USB1~USB2 Connector for a USB device (for 3G/4G USB Modem or printer).
P1~P4 Connectors for local networked devices.
DSL Connector for accessing the Internet.

Phone2/Phonel | Connector of analog phone for VolP communication.

170 Power Switch.

PWR Connector for a power adapter.
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|-2 Hardware Installation

I-2-1 Installing Vigor Router

Before starting to configure the router, you have to connect your devices correctly.
1. Connect the DSL interface to the land line jack with a DSL line cable.

2.  Connect one port of 4-port switch to your computer with a RJ-45 cable. This device
allows you to connect 4 PCs directly.

Connect detachable antennas to the router.

4. Connect one end of the power cord to the power port of this device. Connect the other
end to the wall outlet of electricity.

5. Power on the router.
6. Check the ACT and DSL, LAN LEDs to assure network connection.

Land Line Jack (POTS)

Power Switch

6

— — ——f——
—

‘m]|
J

|

U

i
o

Power Adapter

(For the detailed information of LED status, please refer to section I-1-1 Indicators and
Connectors.)
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I-2-2 Wall-Mounted Installation

Vigor2765 has keyhole type mounting slots on the underside.

1. Atemplate is provided on the Vigor2765 packaging box to enable you to space the screws
correctly on the wall.

2. Place the template on the wall and drill the holes according to the recommended
instruction.

3. Fit screws into the wall using the appropriate type of wall plug.

v

Note The recommended drill diameter shall be 6.5mm (1/4”).

4. When you finished about procedure, the router has been mounted on the wall firmly.
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I-2-3 Installing USB Printer to Vigor Router

You can install a printer onto the router for sharing printing. All the PCs connected this router
can print documents via the router. The example provided here is made based on Windows 7.
For other Windows system, please visit www.DrayTek.com.

Printer Name:192.168.1.1
PortName:|IP_192.168.1.1

Router (192.168.1.1)

Before using it, please follow the steps below to configure settings for connected computers
(or wireless clients).

1. Connect the printer with the router through USB/parallel port.

2. Open All Programs>>Getting Started>>Devices and Printers.

] L
Snart WPN Client
— = Sma Ien

—

J[ Getting Started »

Cornputer

Contral Panel

% Privatefirewall 7.0
Dewices and Printers

! Connectto a Projector
] ! Default Pragrarms
)

st Calculator Help and Support

Windowes Security

Log off | »
k &ll Pragrarms L|

3. Click Add a printer.

Devices and Printers

&

KN j IP;_:& * Control Panel = Hardware and Sound = Devices and Printel

Sdd a device | Add a printer

a Devices (3
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4.

A dialog will appear. Click Add a local printer and click Next.

o Add Printer E

u\ ) oy Sdd Printer

What type of printer do you want to install?

= Add alocal printer

Use this option only if you don't hawve a USE printer, (0Windows autormatically installs USE printers
wibien you plug therm in.)

=» Add a network, wireless or Bluetooth printer

Make sure that your computer iz connected to the netwaork, or that your Bluetooth orwireless
printer is turned an,

| Cancel |

In this dialog, choose Create a new port. In the field of Type of port, use the drop down
list to select Standard TCP/IP Port. Then, click Next.

i Add Printer x|
@ = Add Printer
Choose a printer port

A printer portis a type of connection that allows your cormputer to exchange information with a printer,

™ Use an existing port: ]LPTl: (Printer Port) _]

v

=

Type of port:

Mext Cancel
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6. In the following dialog, type 192.168.1.1 (router’s LAN IP) in the field of Hostname or
IP Address and type 192.168.1.1 as the Port name. Then, click Next.

i Add Printer x|

@ = Add Printer

Type a printer hostname or IP address

Device type: ]TCP;’IP Device ‘_]
Hastname or IP address: 1192.168.1.1
Port name: |102.168.1.1

[~ Query the printer and automatically select the driver to use

Mext Cancel

7. Click Standard and choose Generic Network Card.

o Addd Printer x|

@ i Add Printer

Additional port information required

The device is not found on the network, Be sure that:

. The device is turned on,

. The network is connected,

. The device is praperly configured,

. The address on the prewious page is correct,

o

If you think the address is not correct, click Back to return to the previous page, Then correct the
address and perform another search on the network, If you are sure the address is correct, select the
device type belows,

Device Type -

(+ Standard

" Custom tt

Mext Cancel
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8.

Now, your system will ask you to choose right name of the printer that you installed onto
the router. Such step can make correct driver loaded onto your PC. When you finish the
selection, click Next.

= Add Printer El

@ e Add Printer

Install the printer driver

; Choose your printer frarn the list. Click Windows Update to see rmore models.

To install the driver from an installation CD, click Hawve Disk,

o |~ [ . \ﬁl
Brother | H (= Erother DCP-116C |
Canon LalBrother DCP-117C
DrrayTek Sl Brother DCP-128C
Epson ol Brother DCP-129C
Fuii Xerox j (=] Brather DCP-130C j

5] This driver is digitally signed. Windows Update | Have Disk... |

Tell rre why driver signing is impaortant

Type a name for the chosen printer. Click Next.

2 Add Printer x|

-
0 d= Add Printer

Type a printer name

Printer narne:

This printer will be installed with the Brother DCP-116C driver,

Mext Cancel
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10. Choose Do not share this printer and click Next.

=+ Add Printer

& ) sy Add Printer

Printer Sharing

If you wwant to share this printer, you must provide a share name, You can use the suggested narme or

fype a new one, The share name will be visible to other network users,

' Do not share this printer

™ Share this printer so that others on your network can find and use it

11. Then, in the following dialog, click Finish.

= Add Printer

() & AddPrinter

You've successfully added Brother DCP-116C

I Set as the default printer

MNext

Cancel

To check if your printer is warking properly, or to see troubleshooting information for the printer, print a

test page.

Print a test page

Vigor2765 Series User’s Guide
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12. The new printer has been added and displayed under Printers and Faxes. Click the new
printer icon and click Printer server properties.

OO % ~ Control Panel + Hardware and Sound « Devices and Printers +
Add adevice  Add a printer  Seewhat's printing | Print server properties | emove device

: e far this printl
[server. |

& Devices (3

Generic Non-PnP  WMware Vitwal  WINTPRO-SVR

Monitor disk SCEI Disk
Device

« Printers and Faxes ()

GF_Printer Adm_Printer

Microsoft XPS
Docurment Writer

13. Edit the property of the new printer you have added by clicking Configure Port.

CEF Properties REMOvE device

Forms ~ Perts |Dli\-'ers| Securit_l,ll Advanced

a WMYIMTPRO- SR,

Ports on this server

Part Description Printer I;I
Ts002 Inactive TS Part

=il TI00L Inactive TS Part
TP ThinPrint Print Port fo..

172.16.2.2... Standard TCR/IP Port af
LPR_local., Standard TCP/IP Part Adm_Printer
el Bl it L C e
ndard TCP/IP Port Brother
FasPaort: acal Ho ICrasa acument Wrter |

Add Port.., Delete Port Configure Port... | ]

ak I Cancel Apply
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14. Select "LPR" on Protocol, type p1 (number 1) as Queue Name. Then click OK. Next
please refer to the red rectangle for choosing the correct protocol and LPR name.

MWEF properties FREMMOWE dEviCe

| 8 Print Server Properties x|

Forms Ports |Drivers| Securit_l.JI .&dvancedl

Port Settings |

Port Marme: |192.168.1.1

| Printer Mame or [P Address: |192.168.1.1

 Protocol
" Raw i LPR

5  Rauv Settings

Port Murrber IEIlUIJ

LPR Settings
Queue Mame: Ip]_l

[~ LPR Byte Counting Enabled

1 SMMP Status Enabled

Caormmunity Marme: Ipublic

o SMEAP Dewice Index |1

QK I Cancel
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I-3 Accessing Web Page

1. Make sure your PC connects to the router correctly.

You may either simply set up your computer to get IP dynamically from the router or set
up the IP address of the computer to be the same subnet as the default IP address of
Vigor router 192.168.1.1. For the detailed information, please refer to the later
section - Trouble Shooting of the guide.

2. Open a web browser on your PC and type http://192.168.1.1. The following window
will be open to ask for username and password.

Username |

Password

Login

Security Warning: ¥ou are logging in without encryption which is not
recommended. To login securely click here.

Copyright @ 2000-20180rayTek Corp. All Rights Reserved.

3. Please type “admin/admin” as the Username/Password and click Login.

1)

Info If you fail to access to the web configuration, please go to “Trouble Shooting” for
detecting and solving your problem.
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4. Now, the Main Screen will appear.

Drayiek Vigor2765 series AERME @
o Dashboard
Dashboard |
Wizards
Online Status i
——ea P racary
wa ; - uss moom omom [T ———
Hotspot Web Portal
Routing
Hardware Acceleration

System Information

Objects Settin Model Name Vigor2765Vac System Up Time 00249
I‘S,Ie i Router Name DrayTek Current Time Sat Jan 01 2000 00:01:59
Bandwidth Management Fumware Version 421 _RC5_STD Build Date/Time Aug 14 2020 16:19.19
Applications. : DSL Version 05-08-00-0F-00-07 LAN MAC Address | 00-1D-AA-15-B0-CB
VPN and Remote Access |
Certificate Manisgeess TN IPv4 LAN Information

. = IP Address DHCP IP Address DHCP
Wireless LAN (2.4 GH.
\N’:::Ie:: LAN Ea (;nz}” g1 LANT J192.168.1.1724 1v [LANZ 192.168.2 1724 Iv
USB Application IP Routed Subnet 192 166.0.1/24 [v T I [ |

System Maintenance

IPv4 Internet Access

Diagnostics.

Up Time
G60-00:00
AP Ethemat/ — 00:00:00
External Devices. USB/ — [Disconnected 00-00:00
g DSL___|Connected : Down Stream - DKbps / Up Stream : 0Kbps
Product Registration -
S:;nr:: S!:?u&' WAN _ [Connected : . WWANT __ _JWAN2Z __ JWAN3
L3 LAN Connected: 0.  @Portt GPort2 @Port3 wPortd
CAWLAN |Connecled: 0
All Rights Reserved. \T\?LANEG Conected:
Connected . 0, JUSB 1
HED 0 Jusa?
Admis mode LaVPN Connected: 0 Remote Dial-in User / LAN to LAN
min m: -
. [E3Myvigor  Activate : 0
Status: : [&300s [Atack Detecied | £

(1)

Info The home page will be different slightly in accordance with the type of the
router you have.

5. The web page can be logged out according to the chosen condition. The default setting
is Auto Logout, which means the web configuration system will logout after 5 minutes
without any operation. Change the setting for your necessity.
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I-4 Changing Password

Please change the password for the original security of the router.

1. Open a web browser on your PC and type http://192.168.1.1. A pop-up window will
open to ask for username and password.

2. Please type “admin/admin” as Username/Password for accessing into the web user
interface with admin mode.

3. Go to System Maintenance page and choose Administrator Password.

System Maintenance >> Administrator Passwnrd Satup

Adminiztrator Password

Old Password [Mazx: 83 characters |
New Password [Max. 83 characters
Confirmn Password [Max. §3 characters

Enabls 'admin’ account login to Web LIl from the Internst

[ Use orly advanced authentication method for Admin "WAN" legin
Mobile one-Tme Passwords{mOTP)
PIN Code ™" Secret | T

2-Step Authantication
Send Auth code via

SMS Prefile Recipient Mumber
Mail Profile Mail Addrass
MNote:
Password can contanonly az A-Z0-9 ;. <> "+=|2@#&*1()

Administrator Local User

.

4.  Enter the login password (the default is “admin’) on the field of Old Password. Type
New Password and Confirm Password. Then click OK to continue.

5.  Now, the password has been changed. Next time, use the new password to access the
Web user interface for this router.

DrayTek gl iei iR

Username ||

Password

Login

Security Warning: You are logging in without encryption which is not
recommended. To login securely click here.

Copyright @ 2000-20180rayTek Corp, All Rights Reserved,

Info Even the password is changed, the Username for logging onto the web user interface
is still “admin”.
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I-5 Dashboard

Dashboard shows the connection status including System Information, IPv4 Internet Access,
IPv6 Internet Access, Interface (physical connection), Security and Quick Access.

Click Dashboard from the main menu on the left side of the main page.

Wiz ards
Online Status

A web page with default selections will be displayed on the screen. Refer to the following
figure:

Dashboard

1
240 Factory
- Reset ¢
5 2
> Qe ;
WPS
uss P P3 P2 Pl BSL

Phenez Phonel

System Information

Model Name Wigor2765Vac System Up Time 0:06:40 System Status
Router Name DrayTek Current Time Sat Jan 01 2000 00:05:48 Dynamic DNS
Firmware Version 4.21 RC5_STD Build Date/Time Aug 14 2020 16:19:19 TR-069
DSL Version 05-0B-00-0F-00-07 LAN MAC Address | 00-1D-AA-15-B0-C8 User Management
IM/P2P Block
IPv4 LAN Information | Schedule |
IP Address DHCP IP Address DHCP | SysLog/ Mail Alert |
LAN1 152 16611724 v [ANZ 192 166.2 1124 v RADIUS i
IP Routed Subnet | 192 1660 1/24 v | Firewall Object Setting |
Data Flow Monitor
IPv4 Internet Access
Line / Mode IP Address MAC Address Up Time

WAN1 WDSL2 / PPPoE Disconnected 00-1D-AA-15-B0-CO 00:00:00

WAN2Z Ethemet / - Disconnected 00-10-AA-15-BO-CA 00:00:00

WAN3 USB/-— Disconnected 00-1D-AA-15-B0-CB 00:00:00

DSL Connected : Down Stream : 0Kbps / Up Stream : OKbps

WAN Connected : 0, WAN1 WAN2 WAN3
_JLAN Connected : 0, @Portl Port2 Port3 Portd
_JWLAN [Connected: O
'u_'\-}’LAN e Connected : 0

Connected: 0 USE 1
s 0. _USB2

"VPN

Connected n Remote Dial-in User / LAN to LAN

I-5-1 Virtual Panel

On the top of the Dashboard, a virtual panel (simulating the physical panel of the router)
displays the physical interface connection. It will be refreshed every five seconds. When you
move and click the mouse cursor on LEDs (except ACT), USB ports, LAN, or WAN, related web
setting page will be open for you to configure if required.
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Dashboard

280 Factory
- Rese{
Lo
=

Phone2 Phonel

For detailed information about the LED display, refer to I-1-1 LED Indicators and
Connectors.

I-5-2 Name with a Link

A name with a link (e.g., Router Name, Current Time, WAN1~4 and etc.) below means you can
click it to open the configuration page for modification.

System Information

ettt mor2 TESVac Sryateniip—t ety System Status
Router Name DrdyTek Current TIITI& Sat .Jan 01 2000 D0:15:27 Dynamic DNS
Firmware Version 4211 RC5 STD Build Date/Time Aug J4 2020 16:19:19 TR.069
DB Version 05-0B-00-0F-00-07 TR MAL Rodiess . |00-10-AA-15-B0-C8 User Management
M/PZP Block
IPv4 LAN Information Schedule
IP Address DHCP IP Address DHCP | 3 L Mail
LANT 192.166.1.1124 v LANZ 192 168.2.1/24 v RADIUS
192 168 .0.124 [ =
| Data Flow Monitor

ine | Mode IP Address MAC Address Up Time
WAN1 'DSL2 f PPPoE Dizconnected 00-10-A4-15-B0-C9 00:00:00
| WANZ themet [ — Disconnected 00-10-AA-15-B0-CA 00:00:00
WAN3 JSB f - Disconnected 03-10-AA-15-B0-CB 00:00:00

Interface
DSL Connected : Down Stream ; OKbps / Up Stream - OKbps

WAN Connected: 0, OWANT  OWANZ  JWAN3
3 LAN Connected : 0, @Pom1 Port2 WPort3 Portd
[CIWLAN [Connected: ©
4] .
WLANSG Connected - 0
Connected: 0, JUSB1
Use 0. LUSB2
VPN Connected :
3 MyVigor Activate : D
.3 DoS Attack Datected
_ 3 RootCA
System Resource
= .
Current Status CPU Usage I %
s 4%

User Made is OFF now.
mi h I
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I-5-3 Quick Access for Common Used Menu

All the menu items can be accessed and arranged orderly on the left side of the main page for
your request. However, some important and common used menu items which can be
accessed in a quick way just for convenience.

Look at the right side of the Dashboard. You will find a group of common used functions
grouped under Quick Access.

§Istem Status

Dynamic DNS
TR-069

IM/P2P Block
Schedule

Sysl og | Mail Alert
RADIUS

Firewall Dhiect Settinﬂ
Data Flow Monitor

The function links of System Status, Dynamic DNS, TR-069, IM/P2P Block, Schedule,
Syslog/Mail Alert, RADIUS, Firewall Object Setting and Data Flow Monitor are displayed here.
Move your mouse cursor on any one of the links and click on it. The corresponding setting
page will be open immediately.

In addition, quick access for VPN security settings such as Remote Dial-in User and LAN to
LAN are located on the bottom of this page. Scroll down the page to find them and use them
if required.

DSL Connected : Down Stream : OKbps / Up Stream : OKbps
WWAN Connected : 0O, WAN1 WANZ2 WAN3
I LAN Connected : 0, @Portl @Port2 Port2 Port4
AN LAN Connected : 0
_J WLANSG | Connected : O

0

0

Connected : 0, USBE 1

o USE 2

USB

"3 VPN Connected @ 0O Remote Dial-in User / LAN to LAN
~d MyVigor |[Activate: 0O

1 DaS Attack Detected :

_d RootCA

Note that there is a plus ( | ) icon located on the left side of VPN/LAN. Click it to review the
VPN connection(s) used presently.

VPN Connected : 1 Remote Dial-in User / LAHN to LAN
Current Page: 1 Page MNo.
Name [ User Type | Security Host IP Up Time
V2920 IPsec/3DES 172.16.2.145 0:0:20

User Mode is OFF now.
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DSL Connected : Down Stream : OKbps / Up Stream : OKbps
WAN Connected : 0O, WAN1 WANZ WANZ
[ LAN Connected : 0, ("Portl ("Por‘tz Port3 Port4
Host ID | 1P Address |MAC | Port
L d WLAN Connected : 0
[ WLANSG | Connected : 0
Connected : 0 USB 1
Use D: USE 2

Host connected physically to the router via LAN port(s) will be displayed with green circles in
the field of Connected.

All of the hosts (including wireless clients) displayed with Host ID, IP Address and MAC address
indicates that the traffic would be transmitted through LAN port(s) and then the WAN port.
The purpose is to perform the traffic monitor of the host(s).

I-5-4 GUI Map

= WME o

All the functions the router supports are listed with table clearly in this page. Users can click
the function link to access into the setting page of the function for detailed configuration.
Click the icon on the top of the main screen to display all the functions.

22

GUI Map

Dashboard
Wizards

Online Status

WaN

LAN

Hotspot Web Portal

Routing

HAT

Hardware Acceleration

Firawall

Quick Start Wizard

ice Activati iz
VPN Client Wizard
VP r Wizar
i 7
WolP Wizard

Physical Connection
Wirtual WAN

General Setup

Intemet Access

Muli-BAVEALAN

WAN Budaet
neral

WVLAN

Bind IP to MAC
LAN Part Mirror

Wired 802.1X

Profile Setup
Quota Management

Static Route
Route Policy
P irection

DMZ Host
Dpen Poris
Part Triggering
ALG

Setup

Certificate Management

VolP
Wireless LAN (2.4 GHz)

Wireless LAN (5 GHz)

USE Application

Lecal Cenificate
Trusted CA Cerlificate
Cerificate Backup
Self-Signed Cerificate

General Settings

General Setup
Securty

Access Control
WP3

Advanced Setting
Station Conlrol
Bandwidth Management
AP Discovary

ﬁl[ ime Eglmgss
Band Steering
Roaming

Station List

General Sstup
Security

Accass Control

WPS

WD3 )
Acianced Setting
&aMMawng
AP Discover

Alr‘tlmg Fgung;s
Roaming

Statian List

USH General Sattings

USE User Managemeant
File E¥nlarer
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I-5-5 Web Console

It is not necessary to use the telnet command via DOS prompt. The changes made by using
web console have the same effects as modified through web user interface. The
functions/settings modified under Web Console also can be reviewed on the web user
interface.

Click the Web Console icon on the top of the main screen to open the following screen.

@ 192.168.1.1/doc/console htm - Google Chrome [==] = J
192.168.1.1/doc/console.htm

Type ? for command help
> 2

% Valid commands are:

adsl vdsl c3m ddns dos exit
internet ip ip6 ipf log mngt
msubnet okbject port portmaptime ppa pro

gos quit show smb SEV switch
s3ys testmail fs upnp usb vigbrg
fullbrg vlan voip vpn wan hsportal
wl wl dual wol user appges nand

apin ethoam fw _backupmode cert service

5
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I-6-6 Config Backup

Config Backup

There is one way to store current used settings quickly by clicking the Config Backup icon. It
allows you to backup current settings as a file. Such configuration file can be restored by
using System Maintenance>>Configuration Backup.

Simply click the icon on the top of the main screen to store the setting.
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I-5-7 Manual Download

AEMWME OO

Manmal Download

Click this icon to open online user’s guide of Vigor router. This document offers detailed
information for the settings on web user interface.

) Vigor2765 Series | DrayTek - Google Chrome @@Ii]
& draytek.com/support/manuals/vigor2765 &

MyVigor | @ Global/EN »

DrayTek =

IgOI’ > eries Manuals

We use them to give you the best experience. If you continue using our website, we'll assume
that you are happy to receive all cockies on this website. Learn more

I-5-8 Logout

AT HHBE D>

Logout

Click this icon to exit the web user interface.
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I-5-9 Online Status

I-5-9-1 Physical Connection

Such page displays the physical connection status such as LAN connection status, WAN
connection status, ADSL information, and so on.

Physical Connection for IPv4 Protocol

Online Status

Physical Connection System Uptime: 1day 5:29:14
1Pvd IPvG
LAN Status
IP Address TX Packets RX Packets Router Primary  Router Secondary
192.168.1.1 5,620 15,414 8.8.8.8 8.8.4.4
WAN 1 Status == Dial PPPoE
Enable Line Name Mode Up Time
es WDSLZ FPFOE oo, 0o: o0
P GW IP TX Bytes TX Rate(bps) RX Bytes RX Rate(bps)
- --- 0By u] (=Y 1]
WAN 2 Status
Enable Line Name Mode Up Time
Mo Ethernet - 00:00:00
IP GWIP TX Bytes TX Rateibps) RX Bytes RX Rate(bps)
--- - 0By u] 0 (B} u]
WAN 3 Status
Enable Line Name Mode Up Time Signal
Yes LUSE - oo, 0o: a0 -
P GW IP TX Bytes TX Rateibps) RX Bytes RX Rate(bps)
- - 08} o 0 (B} ]
Line 1 Information {¥DSL2 Firmware Version: 779517_A/B/C )
Profile State UP Speed Down Speed SNR Upstream SNR Downstream
TRAINING 0 (Khps) 0 (Kbps) 0 (dB) 0 (de)
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Physical Connection for IPv6 Protocol

Online Status

Physical Connection

System Uptime: 2days 20:16:48

1Pvd IPv6

LAN Status

IP Address

FEEBO:: 210 AAFFFEOD:O/64 (Link)

TX Packets RX Packets TX Bytes RX Bytes

1,065 0o 83,078 0
WAHN1 IPvb Status

Enable Mode Up Time

8 [x] Offline -

IP Gateway IP
WAN2 IPvG Status

Enable Mode Up Time

R [=] Offline -

IP Gateway IP
WAN3 IPv6 Status

Enable Mode Up Time

Mo Offline ==

IP Gateway IP

Detailed explanation (for IPv4) is shown below:

Item

Description

LAN Status

Primary DNS-Displays the primary DNS server address for
WAN interface.

Secondary DNS -Displays the secondary DNS server address
for WAN interface.

IP Address-Displays the IP address of the LAN interface.

TX Packets-Displays the total transmitted packets at the
LAN interface.

RX Packets-Displays the total received packets at the LAN
interface.

WAN1/WAN2/WAN3 Status

Enable - Yes in red means such interface is available but
not enabled. Yes in green means such interface is enabled.

Line - Displays the physical connection (VDSL, ADSL,
Ethernet, or USB) of this interface.

Name - Display the name of the router.

Mode - Displays the type of WAN connection (e.g., PPPOE).
Up Time - Displays the total uptime of the interface.

IP - Displays the IP address of the WAN interface.

GW IP - Displays the IP address of the default gateway.

TX Packets - Displays the total transmitted packets at the
WAN interface.

TX Rate - Displays the speed of transmitted octets at the
WAN interface.

RX Packets - Displays the total number of received packets
at the WAN interface.

RX Rate - Displays the speed of received octets at the WAN
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Item

Description

interface.

Detailed explanation (for IPv6) is shown below:

Item

Description

LAN Status

IP Address- Displays the IPv6 address of the LAN interface..

TX Packets-Displays the total transmitted packets at the LAN
interface.

RX Packets-Displays the total received packets at the LAN
interface.

TX Bytes - Displays the speed of transmitted octets at the
LAN interface.

RX Bytes - Displays the speed of received octets at the LAN
interface.

WAN IPv6 Status

Enable - No in red means such interface is available but not
enabled. Yes in green means such interface is enabled. No in
red means such interface is not available.

Mode - Displays the type of WAN connection (e.g., TSPC).
Up Time - Displays the total uptime of the interface.

IP - Displays the IP address of the WAN interface.

Gateway IP - Displays the IP address of the default gateway.

Info The words in green mean that the WAN connection of that interface is ready for
accessing Internet; the words in red mean that the WAN connection of that interface
is not ready for accessing Internet.

[-5-9-2 Virtual WAN

Such page displays the virtual WAN connection information.

Virtual WAN are used by TR-069 management, VolIP service and so on.

The field of Application will list the purpose of such WAN connection.
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-6 Quick Start Wizard

Quick Start Wizard can help you to deploy and use the router easily and quickly. Click
Wizards>>Quick Start Wizard. The first screen of Quick Start Wizard is entering login
password. After typing the password, please click Next.

Quick Start Wizard

Enter login password

Please enter an alpha-numeric string as your Password (Max 23 characters).

0Old Password
Mew Password

Confirm Password

Hint: If you want to keep the password unchanged, leave the password blank and press
"Mext" button to skip this process.

[ws)

ack Next = Finish Cancel

On the next page as shown below, please select the WAN interface (WAN 1 to WAN3) that you
use. If DSL interface is used, please choose WAN1; if Ethernet interface is used, please choose
WAN2; if 3G/4G USB modem is used, please choose WAN3. For WAN2, choose Auto
negotiation as the physical type for your router.

Quick Start Wizard

WAN Interface

WaN Interface: WWANT ¥
Dizplay Mame:
Physical Mode: 4DSL / VDSL2
Physical Type: Auto negotiation ¥
YLAN Tag insertion (ADSL): Digable v
WLAN Tag insertion (VDSL2):
Tag value 0 {0~40395)
Priority 0 (0~7)

< Back Mext = Finish Cancel

WAN1~ WAN3 will bring up different configuration page. Refer to the following sections for
detailed information.
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1-6-1 For WAN1 (ADSL)

WANL1 is specified for ADSL or VDSL2 connection.

Quick Start Wizard

WAN Interface

WAN Interface:
Display Name: |
Physical Mode: AD3L/VDSL2
DSL Mode:
Physical Type:
VLAN Tag insertion (ADSL):
VLAN Tag insertion (VDSL2):
| <Back || Next> | |m|

Available settings are explained as follows:

Item Description

Display Name Type a name to identify such WAN.

VLAN Tag insertion The settings configured in this field are available for WAN1
(VDSL2)/(ADSL) and WAN2.

Enable - Enable the function of VLAN with tag.

The router will add specific VLAN number to all packets on
the WAN while sending them out.

Please type the tag value and specify the priority for the
packets sending by WANL1.

Disable - Disable the function of VLAN with tag.

Tag value - Type the value as the VLAN ID number. The range
is from O to 4095.

Priority - Type the packet priority number for such VLAN.
The range is from 0 to 7.

Please select the appropriate Internet access type according to the information from your

ISP. Click Next.

PPPOE/PPPoA

PPPOE stands for Point-to-Point Protocol over Ethernet. It relies on two widely accepted
standards: PPP and Ethernet. It connects users through an Ethernet to the Internet with a
common broadband medium, such as a single DSL line, wireless device or cable modem. All
the users over the Ethernet can share a common connection.

PPPOE is used for most of DSL modem users. All local users can share one PPPoOE connection
for accessing the Internet. Your service provider will provide you information about user
name, password, and authentication mode.
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Choose WAN1 as WAN Interface and click the Next button; you will get the following

page. Choose PPPOE XXXX or PPPoA XXXXX as the protocol.

Quick Start Wizard

Connect to Internet

WAN 1
Protocol

| PPPoE / PPPoA v

For ADSL Only:
Encapsulation

[PPPoE LLCISNAP v |

Subnet Mask

Default Gateway

VPI [0 | | Auto detect |
WVCI 33

Fixed IP OYes ® No(Dynamic IP)

IP Address

| <Back || MNext> | | Cancel |

Available settings are explained as follows:

Item Description

Protocol / Choose PPPoE/PPPoA for WAN1 interface.

Encapsulation

VPI Enter the value provided by ISP.
Auto detect - Click this button to have the VPI and VCI to be
detected by the system automatically

VCI Type in the value provided by ISP.

Fixed IP Click Yes to enable Fixed IP feature.

IP Address Enter the IP address if Fixed IP is enabled.

Subnet Mask

Enter the subnet mask for the IP address.

Primary DNS

Enter the primary IP address for the router.

Secondary DNS

Enter secondary IP address for necessity in the future.

Back Click it to return to previous setting page.
Next Click it to get into the next setting page.
Cancel Click it to give up the quick start wizard.

2.  After finished the above settings, simply click Next.
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Quick Start Wizard

Set PPPoE / PPPoA

WAN 1
Service Name (Optional) B34005755@ hinet. net
Username 34005755
Password 0 |amemeenan
Confirm Password  [sessesees
< Back MNext > Finish Cancel

Available settings are explained as follows:

Item Description

Service Name Enter the description of the specific network service.

(Optional)

User Name Enter the valid user name (maximum 63 characters) provided
by the ISP in this field.

Password Enter a valid password provided by the ISP.

Confirm Password

Retype the password.

Back Click it to return to previous setting page.
Next Click it to get into the next setting page.
Cancel Click it to give up the quick start wizard.

Please manually enter the Username/Password provided by your ISP. Then click Next for
viewing summary of such connection.

Quick Start Wizard

Please confirm your settings:

WAl Interface:

Physical Mode:

WPI:

WCI

Protocal / Encapsulation:
Fized IF:

Primary DNS:

Secondary DNS:

WANT

&DSL /S wDSL2
u]

33

PPPoE / LLC
Mo

8.8.8.8
8.8.4.4

< Back Mext = Finizh Cancel

Click Finish. A page of Quick Start Wizard Setup OK!!l will appear. Then, the system
status of this protocol will be shown.
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Quick Start Wizard Setup OK!

5.  Now, you can enjoy surfing on the Internet.

MPoA

1. Choose WANL1 as WAN Interface and click the Next button; you will get the following

page.
Quick Start Wizard

Connect to Internet

WAN 1
Protocal [MPoA / Static or Dynamic IP v |
For ADSL Only:
Encapsulation | 1483 Bridged IP LLC v
VP [0 | | Auto detect |
vel
Fixed IP (O¥es  ® No(Dynamic IP)
IP Address
Subnet Mask
Default Gateway
Primary DNS 8.8.8.8
Second DNS 5844
[ <Back | [ Nex>
Available settings are explained as follows:
Iltem Description
Protocol There are two modes offered for you to choose for WAN1

interface. Choose MPoA as the protocol.

For ADSL Only

Such field is provided for ADSL only. You have to choose
encapsulation and type the values for VPI and VCI. Or, click
Auto detect to find out the best values.

1483 Bridged IP LLC b
1483 Bndged IP LLC

1483 Routed IP LLC

1453 Brndged [P VC-Mux

1453 Routed IPVC-Mux {IPoA)
1453 Bridged IP {IPoE)

Fixed IP

Click Yes to enable Fixed IP feature.

IP Address

Enter the IP address if Fixed IP is enabled.

Subnet Mask

Enter the subnet mask.

Default Gateway

Enter the IP address as the default gateway.

Primary DNS

Enter the primary IP address for the router.

Secondary DNS

Enter the secondary IP address for necessity in the future.

Back

Click it to return to previous setting page.
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Next Click it to get into the next setting page.

Cancel Click it to give up the quick start wizard.

2. Please type in the IP address/mask/gateway information originally provided by your ISP.
Then click Next for viewing summary of such connection.

Quick Start Wizard

Please confirm your settings:

WaAN Interface:

Physical Mode:

WP

YWCI

Protocol / Encapsulation:
Fized IP:

Primary DMS:

Secondary DMS:

W AN

aDSL / WDSL2
u]

33

1483 Bridge LLC
Mo

8.8.8.8

8.8.4.4

= Back

Mext = Finish Cancel

3.  Click Finish. A page of Quick Start Wizard Setup OK!!! will appear. Then, the system
status of this protocol will be shown.

Quick Start Wizard Setup OK!

4.  Now, you can enjoy surfing on the Internet.

1-6-2 For WAN2 (Ethernet)

WAN?2 is dedicated to physical mode in Ethernet. Please select the appropriate Internet
access type according to the information from your ISP. For example, you should select PPPoE
mode if the ISP provides you PPPOE interface.

Quick Start Wizard

WAN Interface

34

WAN Interface:
Display Name: | |
Physical Mode: Ethernet
Physical Type:
WLAN Tag insertion

Tag value [ ](0~4095)

Priority L o

| <Back || MNext> | | Cancel |
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Available settings are explained as follows:

Item Description
Display Name Type a name for the router.
VLAN Tag insertion Enable - Enable the function of VLAN with tag.

The router will add specific VLAN number to all packets on
the WAN while sending them out.

Please type the tag value and specify the priority for the
packets sending by WAN2.

Disable - Disable the function of VLAN with tag.

Tag value - Type the value as the VLAN ID number. The range
is form 0O to 4095.

Priority - Type the packet priority number for such VLAN.
The range is from 0 to 7.

PPPOE

PPPOE stands for Point-to-Point Protocol over Ethernet. It relies on two widely accepted
standards: PPP and Ethernet. It connects users through an Ethernet to the Internet with a
common broadband medium, such as a single DSL line, wireless device or cable modem. All
the users over the Ethernet can share a common connection.

PPPOE is used for most of DSL modem users. All local users can share one PPPoOE connection
for accessing the Internet. Your service provider will provide you information about user
name, password, and authentication mode.

1. Choose WAN2 as the WAN Interface and click the Next button. The following page will
be open for you to specify Internet Access Type.

Quick Start Wizard

Connect to Internet

WAN 2

Select one of the following Internet Access types provided by your ISP.
® PPPoE
O PPTP
O L2TP
O Static IP
O DHCP

| <Back || Next> | | cancel |

Vigor2765 Series User’s Guide 35



2. Click PPPoE as the Internet Access Type. Then click Next to continue.

Quick Start Wizard

PPPoE Client Mode

WAN 2

Enter the user name and password provided by your ISP.
Service Name (Optional) |CHT |
Username |B4DE]565?@hinet.nel |
Password | aees |
Confirm Password | |

[ <Back | [ Next> | [ Cancel |
Available settings are explained as follows:
Item Description
Service Name Enter the description of the specific network service.
(Optional)
Username Assign a specific valid user name provided by the ISP.

Note: The maximum length of the user name you can set is
63 characters.

Password Assign a valid password provided by the ISP.
Note: The maximum length of the password you can set is 62
characters.

Confirm Password Retype the password.

Back Click it to return to previous setting page.

Next Click it to get into the next setting page.

Cancel Click it to give up the quick start wizard.
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3.  Please manually enter the Username/Password provided by your ISP. Click Next for
viewing summary of such connection.

Quick Start Wizard

Please confirm your settings:

WalN Interface: WWANZ

Physical Mode: Etherneat
Physical Type: Auto negotiation
Internet Access: PPPOE

Click Back to modify changes if necessary. Otherwise, click Finish to save the current
settings and restart the Wigor router.

< Back Mext = Finish Cancel

4.  Click Finish. A page of Quick Start Wizard Setup OK!!! will appear. Then, the system

status of this protocol will be shown.

Quick Start Wizard Setup OK!

5.  Now, you can enjoy surfing on the Internet.
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PPTP/L2TP

1. Choose WAN2 as the WAN Interface and click the Next button. The following page will
be open for you to specify Internet Access Type.

Quick Start Wizard

Connect to Internet

WAN 2

Select one of the following Internet Access types provided by your ISP.
O PPPoE
® ppPTP
O L2Tp
O Static IP
() DHCP

[<Bak ) [(Now> ]

2. Click PPTP/L2TP as the Internet Access Type. Then click Next to continue.

Quick Start Wizard

PPTP Client Mode

WAN 2

Enter the username, password, WAN IP configuration and PPTP server IP provided by your ISP.
Username | 547Taec |

Password | ------ |

Confirm Password
WAN IP Configuration
(0 Obtain an IP address automatically

® Specify an IP address

IP Address [192.168.3.100 |
Subnet Mask [255.255.255.0 |
Gateway [192.168.3.1 |
Primary DNS [a.8.8.8 |
Second DNS [6.8.4.4 |
PPTP Server | |
[ <Back | [ Newt> |
Available settings are explained as follows:
Iltem Description
Username Assign a specific valid user name provided by the ISP.
The maximum length of the user name you can set is 63
characters.
Password Assign a valid password provided by the ISP.
The maximum length of the password you can set is 62
characters.
Confirm Password Retype the password.
WAN IP Configuration | Obtain an IP address automatically - the router will get an
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IP address automatically from DHCP server.

Specify an IP address - you have to type relational settings
manually.

® |P Address - Type the IP address.

® Subnet Mask -Type the subnet mask.

® Gateway - Type the IP address of the gateway.
]

Primary DNS -Type in the primary IP address for the
router.

® Second DNS -Type in secondary IP address for necessity
in the future.

PPTP Server / L2TP Enter the IP address of the server.

Server

Back Click it to return to previous setting page.
Next Click it to get into the next setting page.
Cancel Click it to give up the quick start wizard.

3. Please type in the IP address/mask/gateway information originally provided by your ISP.
Then click Next for viewing summary of such connection.

Quick Start Wizard

Please confirm your settings:

WalN Interface: YW ARZ

Physical Mode: Ethernet
Physical Type: Auto negotiation
Internet Access: PPTP

Click Back to modify changes if necessary. Otherwise, click Finish to save the current
settings and restart the Vigor router.

< Back Mext = Firnish Cancel

4.  Click Finish. A page of Quick Start Wizard Setup OK!!! will appear. Then, the system
status of this protocol will be shown.

Quick Start Wizard Setup OK!

5. Now, you can enjoy surfing on the Internet.
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Static IP

1. Choose WAN2 as the WAN Interface and click the Next button. The following page will

be open for you to specify Internet Access Type.

Quick Start Wizard

Connect to Internet

WAN 2
Select cne of the following Internet Access types provided by your ISP,
O PPPoE
O PPTP
O LaTP
@® Static IP
O DHCP

| <Back || Next> | | Cancel |

2.  Click Static IP as the Internet Access type. Simply click Next to continue.

Quick Start Wizard

Static IP Client Mode

WAN 2

Enter the Static I[P configuration previded by your ISP

WAN IP [192.168.3.102 |

Subnet Mask [255.255.255.0 |

Gateway [192.168.3.1 |

Primary DNS [8.5.88 |

Secondary DNS [8.3.4.4 | (optional)

| <Back || Next> | | cancel |

Available settings are explained as follows:
Item Description
WAN IP Enter the IP address.
Subnet Mask Enter the subnet mask.
Gateway Enter the IP address of gateway.
Primary DNS Enter the primary IP address for the router.
Secondary DNS Enter the secondary IP address for necessity in the future.
Back Click it to return to previous setting page.
Next Click it to get into the next setting page.
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Cancel Click it to give up the quick start wizard.

3. Please type in the IP address information originally provided by your ISP. Then click Next
for next step.

Quick Start Wizard

Please confirm your settings:

WanN Interface: W ANZ

Physical Mode: Ethernet
Physical Type: Auta negatiation
Internet Access: Static IP

Click Back to modify changes if necessary. Otherwise, click Finish to save the current
settings and restart the Yigor router.

< Back Mext = Finizh Cancel

4.  Click Finish. A page of Quick Start Wizard Setup OK!!! will appear. Then, the system
status of this protocol will be shown.

Quick Start Wizard Setup OK!

5. Now, you can enjoy surfing on the Internet.
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DHCP

1. Choose WAN2 as WAN Interface and click the Next button. The following page will be
open for you to specify Internet Access Type.

Quick Start Wizard

Connect to Internet

WAN 2
Select one of the following Internet Access types provided by your ISP,

) PPPoE
O PPTP
O L2TP
) Static IP
@ DHCP

| <Back || Next> | | Cancel |

2. Click DHCP as the Internet Access type. Simply click Next to continue.

Quick Start Wizard

DHCP Client Mode

WAN 2
If your ISP requires you to enter a specific host name or specific MAC address, please enter it in.
Host Name | |(opliona|)
| <Back || Next> | | Cancel |

Available settings are explained as follows:

Item Description

Host Name Type the name of the host.

Note: The maximum length of the host name you can set is
39 characters.

MAC Some Cable service providers specify a specific MAC address
for access authentication. In such cases you need to enter
the MAC address.

Back Click it to return to previous setting page.

Next Click it to get into the next setting page.

Cancel Click it to give up the quick start wizard.
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3.  After finished the settings above, click Next for viewing summary of such connection.

Quick Start Wizard

Please confirm your settings:

Wwal Interface:
Physical Mode:
Physical Type:

Internet Access:

W ANZ
Ethernet

Auto negotiation

DHCP

Click Back to modify changes if necessary. Otherwise, click Finish to save the current
settings and restart the Vigor router.

% Back

Mext =

Finish

Cancel

4.  Click Finish. A page of Quick Start Wizard Setup OK!!! will appear. Then, the system
status of this protocol will be shown.

Quick Start Wizard Setup OK!

5. Now, you can enjoy surfing on the Internet.
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-6-3 For WAN3 (USB)

WAN3/WAN4 is dedicated to physical mode in USB.
1. Choose WAN3 as WAN Interface.

Quick Start Wizard

WAN Interface

WAN Interface: WWANT »
Display Name: |
Physical Mode: UsB
[<Back | [ Nex>
2. Then, click Next for getting the following page.
Quick Start Wizard
Connect to Internet
WAN 3
Internet Access : 3G/4G USE Modem({PPP mode) +
3G/4G USB Modem(PPP mode)
3G/4G USB Modem(PPP mode) 3G/4G USB Modem(DHCP mode)
SIM PIN code | |
Medem Initial String [AT&FEDV1X18D24C150=0 |
(Default AT&FEQV1X18D2&C150=0)
APN Name | |
Apply
[<Back | [ New>

Available settings are explained as follows:

Item

Description

Internet Access

Choose one of the selections as the protocol of accessing the
internet.

3G/4G USB Modem
(PPP mode)

SIM Pin code -Type PIN code of the SIM card that will be used
to access Internet. The maximum length of the pin code you
can set is 15 characters.

Modem Initial String - Such value is used to initialize USB
modem. Please use the default value. If you have any
question, please contact to your ISP. The maximum length of
the string you can set is 47 characters.

APN Name - APN means Access Point Name which is provided
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and required by some ISPs. Type the name and click Apply.

3G/4G USB Modem SIM Pin code -Type PIN code of the SIM card that will be used
(DHCP mode) to access Internet.

Network Mode - Force Vigor router to connect Internet with
the mode specified here. If you choose 4G/3G/2G as network
mode, the router will choose a suitable one according to the
actual wireless signal automatically.

APN Name - APN means Access Point Name which is provided
and required by some ISPs.

3. Then, click Next for viewing summary of such connection.

Quick Start Wizard

Please confirm your settings:

Wk Interface: Wi AN
Physical Mode: USB
Internet Access: PPP

Click Back to modify changes if necessary. Otherwise, click Finish to save the current
settings and restart the Yigor router.

< Back Mext = Finish Cancel

4.  Click Finish. A page of Quick Start Wizard Setup OK!!! will appear. Then, the system
status of this protocol will be shown.

Quick Start Wizard Setup OK!

5.  Now, you can enjoy surfing on the Internet.
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|-7 Service Activation Wizard

46

Service Activation Wizard can guide you to activate WCF service (Web Content Filter) with a
quick and easy way. For the Service Activation Wizard is only available for admin
operation, therefore, please type “admin/admin’ on Username/Password while Logging
into the web user interface.

Service Activation Wizard is a tool which allows you to use trial version of WCF directly
without accessing into the server (MyVigor) located on http://myvigor.draytek.com. For
using Web Content Filter Profile, please refer to later section Web Content Filter Profile for

detailed information.
Now, follow the steps listed below to activate WCF feature for your router.

(1)

Info Such function is available only for Admin Mode.

1. Open Wizards>>Service Activation Wizard.

B Service Activation Wizard

2. In the following page, you can activate the web content filter services, APP
Enforcement service and Dynamic DNS Service at the same time or individually. When
you finish the selection, check the box of “I have read...” and click Next.

Service Activation Wizard

Select the service type that you want to activate

Activation Date : 2019-02-01
Web Content Filter(WCF) Service :

« BPiM License Agreement

This is a web content filter that is provided by the German government. It is a free service without any guarantee and will expire
one year after activation. You may re-activate the service after expiry.

Cyren 30-Days Free Trial License Agreement

This is a worldwide web content filter service. The free trail license can only be used once. At the end of the free trail period you
may purchase the offical one-year Cyren Web Content Filter from an authorized DrayTek reseller.

APP Enforcement{(APPE) Service :

« DT-APPE License Agreement

Upgrade APPE Signature automatically.

Dynamic DNS(DDNS) Service :

« DT-DDNS License Agreement

This Dynamic Domain Name service is provided by DrayTek Corperation. To active the DrayDDNS (Global) service, please select
this option to active the license. This is a 1-year free license key. For re-activation after expiry, you have to obtain a new license
from MyVigor website (https://myvigor.draytek.com).

# I agree to let the MyViger server record the WAN or Internet IP address of this router in order to activate the

DrayDDNS service.
You can stop this service and clear your IP address at any time.

Domain Name : | 2019020111592701 .drayddns.com

[ ¥l 1 have read and accept the above Agreement. (Please check this box). ]

[ | Next> | |]Cance\ |
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http://myvigor.draytek.com/�

Info

BPjM is web content filter (WCF) for German Speaking users. It is ideal for your
family to provide more Internet security for youngsters.

DT-APPE, developed by DrayTek, offers a mechanism to upgrade APPE
signature automatically.

DT-DDNS, developed by DrayTek, offers one year free charge service of
dynamic DNS service for internal use.

3. Setting confirmation page will be displayed as follows, please click Activate.

Service Activation Wizard

Please confirm your settings

Sevice Type @ Trial version

Sevice Activated : web Content Filter ( BPjM )
APP Enforcement ( DT-APPE )
Dynamic DNS ( 2019020111592701.drayddns.com )

Please click Back to re-select service type you to activate.

1)

| <Back | | Activate | | Cancel |

Info

The service will be activated and applied as the default rule configured in
Firewall>>General Setup.

4.  Now, the web page will display the service that you have activated according to your
selection(s). The valid time for the free trial of these services is one month.

DrayTek Service Activation

Service Name Start Date Expire Date Status

Web Content filter 2019-02-01 2019-03-03 Cyren

APP Enforcement --- --- Mot Activated
DDMS 2019-02-01 2020-02-01 DT-DDNS

Please check if the license fits with the service provider of your signature. To ensure
normal operation for your router, update your signature again is recommended.
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I-8 Registering Vigor Router

You have finished the configuration of Quick Start Wizard and you can surf the Internet at any
time. Now it is the time to register your Vigor router to MyVigor website for getting more
service. Please follow the steps below to finish the router registration.

1 Please login the web configuration interface of Vigor router by typing “admin/admin” as
User Name / Password.

DrayTek

Username ||

gJor 765 Series

Password

Login

Security Warning: You are logging in without encryption which is not
recommended. To login securely click here.

2 Click Support Area>>Production Registration from the home page.

H:pnrt Area

3 AlLogin page will be shown on the screen. Please type the account and password that
you created previously. And click Login.

Dray Tek MyVigor English -

Connect everything

IP PBX XDS5L WIRELESS FIREWALL FIBER VPN SM MULTI-PLAY CENTRAL MANAGEMENT

9
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Info If you haven’t an accessing account, please refer to section Creating an
Account for MyVigor to create your own one. Please read the articles on the
Agreement regarding user rights carefully while creating a user account.

The following page will be displayed after you logging in MyVigor. Type a nickname for
the router, then click Add.

Dray Tek 5 Login User : carrieni  (Logout) My Vigor
| A ——

D about us
& My Information e
Registration Device : Last login time : 20190512
“Mickname:  Carie_Vigor2765 13:53:29
> My Password E 5
’ Registr Date: Last login from : 111.251.222.175
> My Settings
> High Avallability Settings Serial number :  2017011710270702
> Account Disabled [ Deleted
= Vigor Series
*. Product Registration
SO Rows:[10 = Page:[1 v
Serial Number / Host ID Device Name Model Note
1 7 2130 Wigor2130
2013030811172502 vigor2760 Vigor2760
1 1 1 Yigor2132ac Vigor2132

Copyrights @ DrayTek Corp
< >

When the following page appears, your router information has been added to the
database.

Your device has been successfully added to the datahase.

After clicking OK, you will see the following page. Your router has been registered to
myvigor website successfully.

DrayTe’( b Login User : carrieni {Logout) e MyVigor

My Information - My Products

D about us
W My Informati
ly Information Last login time : 20190512
13:53:29
> My Password Last login from : 111.251.222.175
> My Settings
> High Availsbiity Settings.
> Account Disabled / Deleted Foms: L0 e
peonr Seros Serial Number / Host ID Device Name Model Note

» Customer Survey

11900725027 2130 Vigur2130
1 117 vigor2760 Vigor2760

e o1 ac YPIER

| =N Vigor2765 Vigor2765 |

¢ J

Copyrights @ DrayTek Corp.
< >
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Q)

WAN

®

LAN

NAT

©

Applications

Routing

It means wide area network. Public IP will be used in
WAN.

It means local area network. Private IP will be used in
LAN.

Local Area Network (LAN) is a group of subnets
regulated and ruled by router. The design of network
structure is related to what type of public IP addresses
coming from your ISP.

When the data flow passing through, the Network




l1-1 WAN
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It allows users to access Internet.

Basics of Internet Protocol (IP) Network

IP means Internet Protocol. Every device in an IP-based Network including routers, print
server, and host PCs, needs an IP address to identify its location on the network. To avoid
address conflicts, IP addresses are publicly registered with the Network Information Centre
(NIC). Having a unique IP address is mandatory for those devices participated in the public
network but not in the private TCP/IP local area networks (LANs), such as host PCs under the
management of a router since they do not need to be accessed by the public. Hence, the NIC
has reserved certain addresses that will never be registered publicly. These are known as
private IP addresses, and are listed in the following ranges:

From 10.0.0.0 to 10.255.255.255
From 172.16.0.0 to 172.31.255.255
From 192.168.0.0 to 192.168.255.255

What are Public IP Address and Private IP Address

As the router plays a role to manage and further protect its LAN, it interconnects groups of
host PCs. Each of them has a private IP address assigned by the built-in DHCP server of the
Vigor router. The router itself will also use the default private IP address: 192.168.1.1 to
communicate with the local hosts. Meanwhile, Vigor router will communicate with other
network devices through a public IP address. When the data flow passing through, the
Network Address Translation (NAT) function of the router will dedicate to translate
public/private addresses, and the packets will be delivered to the correct host PC in the local
area network. Thus, all the host PCs can share a common Internet connection.

Get Your Public IP Address from ISP

In ADSL deployment, the PPP (Point to Point)-style authentication and authorization is
required for bridging customer premises equipment (CPE). Point to Point Protocol over
Ethernet (PPPOE) connects a network of hosts via an access device to a remote access
concentrator or aggregation concentrator. This implementation provides users with
significant ease of use. Meanwhile it provides access control, billing, and type of service
according to user requirement.

When a router begins to connect to your ISP, a serial of discovery process will occur to ask for
a connection. Then a session will be created. Your user ID and password is authenticated via
PAP or CHAP with RADIUS authentication system. And your IP address, DNS server, and other
related information will usually be assigned by your ISP.

Network Connection by 3G/4G USB Modem

For 3G/4G mobile communication through Access Point is popular more and more, Vigor2765
adds the function of 3G/4G network connection for such purpose. By connecting 3G/4G USB
Modem to the USB port of Vigor2765, it can support LTE/HSDPA/UMTS/EDGE/GPRS/GSM and
the future 3G/4G standard (HSUPA, etc). Vigor2765n with 3G/4G USB Modem allows you to
receive 3G/4G signals at any place such as your car or certain location holding outdoor
activity and share the bandwidth for using by more people. Users can use LAN ports on the
router to access Internet. Also, they can access Internet via 802.11(a/b/g/n/ac) wireless
standard, and enjoy the powerful firewall, bandwidth management, and VPN features of
Vigor2765ac series.
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After connecting into the router, 3G/4G USB Modem will be regarded as the WAN3/WAN4 port.
However, the original WAN1 and WAN?2 still can be used and Load-Balance can be done in the
router. Besides, 3G/4G USB Modem in WAN3/WAN4 also can be used as backup device.
Therefore, when WAN1 and WAN2 are not available, the router will use 3.5G for supporting
automatically. The supported 3G/4G USB Modem will be listed on DrayTek web site. Please
visit www.draytek.com for more detailed information.
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Web User Interface

lI-1-1 General Setup

This section will introduce some general settings of Internet and explain the connection
modes for WAN1, WAN2 and WANS in details.

This router supports multiple-WAN function. It allows users to access Internet and combine
the bandwidth of the multiple WANSs to speed up the transmission through the network. Each
WAN port can connect to different ISPs, Even if the ISPs use different technology to provide
telecommunication service (such as DSL, Cable modem, etc.). If any connection problem
occurred on one of the ISP connections, all the traffic will be guided and switched to the
normal communication port for proper operation. Please configure WAN1, WAN2, WAN3 and
WAN4 settings.

This webpage allows you to set general setup for WAN1, WAN2, and WAN3 respectively. In
default, WAN2 is disabled. If you want to enable it, simply click the WAN2 link and select Yes
in the field of Enable.

WAN => General Setup

Index Enable M'T)':iy:j![(::::e Active Mode
WAN1 VDSL2/- Always On
WAN2Z O LAN Part 4

WAN3 USBI- Failover

Note:
When WANZ is enabled. LAN P4 port will be used as WANZ.

| OK H Cancel |

Available settings are explained as follows:

Item Description

Index Click the WAN interface link under Index to access into the
WAN configuration page.

Enable V means such WAN interface is enabled and ready to be used.

Physical Mode / Type Display the physical mode and physical type of such WAN
interface.

Active Mode Display whether such WAN interface is Active device or

backup device.

After finished the above settings, click OK to save the settings.
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[1-1-1-1 WAN1 (ADSL/VDSL)

Vigor router will detect the physical line is connected by ADSL automatically. Therefore, this
page allows you to configure settings for ADSL at one time. That is, it is not necessary for you
to configure different profile settings for ADSL respectively.

WAN == General Setup

WAN 1
Enable: m
Display Name: | |
Physical Mode: VDSL2
DSL Mode: [Aute v
DSL Modem Code: [ AnnexA_8BOFO7_8BOT01 v |
Active Mode:
VLAN Tag insertion Customer (TPID 0x3100) Service (TPID 0x3100)
ADSL
Tag value Priority
1] 1]
(0~4095) (0~7)
vDsL2
Tag value Priority Tag value Priority
0 0 0 0
(0~4095) (0~7) (0~4095) (0~T7)
Note:

Customer and service tag are used for different network environments. Customer tag is required for mest [SPs while Service
tag is required when ISP needs QinQ packets.

| 0] 4 | | Cancel

Available settings are explained as follows:

Item Description

Enable Choose Yes to invoke the settings for this WAN interface.
Choose No to disable the settings for this WAN interface.

Display Name Type the description for such interface.

Physical Mode

Display the physical mode of such interface.

DSL Mode

Specify the physical mode (VDSL2 or ADSL) for such router
manually.

DSL Modem Code

Choose the correct DSL modem code for ensuring the
network connection.

| AnnexA_BBOFOT7_8BOT701 w |
Default

s AnnexA_8BOFOY_8B0O7T01

| Annexd 8B2607_SBOBO1

M= =kl

If you have no idea about the selection, simply choose
Default or contact the dealer for assistance.

VLAN Tag insertion
(ADSL/VDSL)

Such feature is offered to the user with the environment
supporting IEEE_802.1ad. In which, service is used for outer
tag; customer is used for inner tag.

Enable - Enable the function of VLAN with tag.

The router will add specific VLAN number to all packets on
the WAN while sending them out.
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Please type the tag value and specify the priority for the
packets sending by WAN1.

Tag value - Type the value as the VLAN ID number. The
range is form O to 4095.

Priority - Type the packet priority number for such VLAN.
The range is from 0 to 7.

Disable - Disable the function of VLAN with tag.

[1-1-1-2 WAN2 (Ethernet)
Ethernet is the Physical Mode for WAN2.

WAN >> General Setup

WAN 2
Enable: Yes v
Display Name: | |
Physical Mode: Ethernet
Physical Type:
Active Mode: Fallover w
@ WAN Failure
VLAN Tag insertion
Tag value Prionty
1] 0
(0~4095) (0~7)
Note:

Customer and service tag are used for different network environments. Customer tag is required for most ISPs while Service
tag is required when ISP needs QinQ packets.

[ ok || cancel |

Available settings are explained as follows:

Item Description

Enable Choose Yes to invoke the settings for this WAN interface.
Choose No to disable the settings for this WAN interface.

Display Name Type the description for such WAN interface.

Physical Mode Display the physical mode of such WAN interface.

Physical Type You can change the physical type for WAN1/WAN2/WAN3 or

choose Auto negotiation for determined by the system.

Active Mode Always On - Choose it to make the WAN connection being
activated always.

Failover - Choose it to make the WAN connection as a
backup connection.

® WAN Failure - When the active WAN failed, such WAN
will be activated as the main network connection.

VLAN Tag insertion Enable - Enable the function of VLAN with tag.

The router will add specific VLAN number to all packets on
the WAN while sending them out.

Please type the tag value and specify the priority for the
packets sending by WAN1.

Tag value - Type the value as the VLAN ID number. The
range is form 0 to 4095.

Priority - Type the packet priority number for such VLAN.
The range is from 0 to 7.
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| Disable - Disable the function of VLAN with tag.

After finished the above settings, click OK to save the settings.

11-1-1-3 WAN3 (USB)

To use 3G/4G network connection through 3G/4G USB Modem, please configure WAN3
interface.

WAN == General Setup

WAN 3
Enable: Yes v
Display Name: |
Physical Mode: USsSB
Active Mode:
® WAN Failure
| oK || Cancel |

Available settings are explained as follows:

Item Description

Enable Choose Yes to invoke the settings for this WAN interface.
Choose No to disable the settings for this WAN interface.

Display Name Type the description for such WAN interface.

Physical Mode Display the physical mode of such WAN interface.

Active Mode Always On - Choose it to make the WAN connection being

activated always.
Failover - Choose it to make the WAN connection as a backup
connection.

® WAN Failure - When the active WAN failed, such WAN
will be activated as the main network connection.

After finished the above settings, click OK to save the settings.
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11-1-2 Internet Access

For the router supports multi-WAN function, the users can set different WAN settings (for
WAN1/WAN2/WAN3) for Internet Access. Due to different Physical Mode for WAN interface,
the Access Mode for these connections also varies. Refer to the following figures.

WAN == Internet Access

Internet Access

Index Display Name Physical Mode Access Mode

WAN1 ADSL /VDSL2 PPPoE / PPPoA v| [ Details Page |[ IPv6 |
Mone

WAN2 Ethernet T

WAN3 UsB MPoA [ Static or Dynamic [P

| DHCP Client Option

And,

WAN == Internet Access

Internet Access
Index Display Name Physical Mode Access Mode
WANT ADSL /VDSL2 | PPPoE / PPPoA v| | Details Page || IPv& |
WWAN2Z Ethernet Mone A
WAN3 USB e
Static or Dynamic IP
PPTP/LZTP

| DHCP Client Option

And,

WAN => Internet Access

Internet Access
Index Display Name Physical Mode Access Mode
WANT ADSL / VDSL2 | PPPoE / PPPoA v| | Details Page || IPv& |
WAN2 Ethernet [ Mone v
WAN3 USB None v

3Gi4G USB Modem(PPP mode)
3G/H4G USB Medem(DHCP mode)

| DHCP Client Option |

Available settings are explained as follows:

Item Description
Index Display the WAN interface.
Display Name It shows the name of the WAN1/WAN2/WAN3 that entered in

general setup.

It shows the physical connection for WAN1~2 (Ethernet)
/WAN3 (3G/4G USB Modem) according to the real network
connection.

Physical Mode

Access Mode Use the drop down list to choose a proper access mode. The
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details page of that mode will be popped up. If not, click
Details Page for accessing the page to configure the settings.

Details Page

This button will open different web page (based on IPv4)
according to the access mode that you choose in WAN
interface.

Note that Details Page will be changed slightly based on
physical mode.

IPv6

This button will open different web page (based on Physical
Mode) to setup IPv6 Internet Access Mode for WAN interface.

If IPv6 service is active on this WAN interface, the color of
“IPv6” will become green.

DHCP Client Option

This button allows you to configure DHCP client options.

DHCP packets can be processed by adding option number and
data information when such function is enabled and
configured.

DHCP Cliant Options Status

Add Updaly Delete Resel

Enable - Check the box to enable the function of DHCP
Option. Each DHCP option is composed by an option number
with data. For example,

Option number:100
Data: abcd

When such function is enabled, the specified values for DHCP
option will be seen in DHCP reply packets.

Interface - Specify the WAN interface(s) that will be
overwritten by such function. WAN5 ~ WAN7 can be located
under WAN>>Multi-PVC/VLAN.

Option Number - Enter a number for such function.

DataType - Choose the type (ASCIl or Hex or Address) for the
data to be stored.

Data - Enter the content of the data to be processed by the
function of DHCP option.

Info If you choose to configure option 61 here, the detailed settings in WAN>>Internet
Access will be overwritten.
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[I-1-2-1 Details Page for PPPoE/PPPoA in WAN1 (Physical Mode: ADSL)

WAN == Internet Access

WAN 1
PPPoE | PPPoA MPoA | Static or Dynamic IP IPve
@® Enable O Disable PPPIMP Setup
PPP

ADSL Modem Settings
Multi-PVC channel

VPI

VCI

Encapsulating Type
Protocal

Modulation

ISP Access Setup
Username
Password

Mare Opticns £3

Authentication [ PAP/ICHAPIMS-CHAP/MS-CHAPY2 w |

IP Assignment

[Channel 1 v| (IPCP) O static ® Dynamic
e
| WAN IP Alias |
LLC/SNAP v =
PPPoE v Dial-Out Schedule

Multimode v

Index(1-15) in Schedule Setup:
[None v == None v

= None v |==[Nona v

PPPoE Pass-through

WAN Connection Detection

[J For Wired LAN2
[J For Wireless LAN

Maode PPP Detect v MAC Address
@® Default MAC Address
MTU O Use the following MAC Address
1492 (Max:1500) | Path MTU Discovery | 00 S1D L AA 15 B0 o
Note:

If PPPoE Pass-through for Wired LAN is checked while protcol is PPPoA, the router will behave like 2 modem which

only serves the PPPoE client on the LAN.

[ OK || cCancel |

Available settings are explained as follows:

Item

Description

Enable/Disable

Click Enable for activating this function. If you click Disable,
this function will be closed and all the settings that you
adjusted in this page will be invalid.

ADSL Modem Settings

Set up the DSL parameters required by your ISP. These
settings configured here are specified for ADSL only.

Multi-PVC channel - The selections displayed here are
determined by the page of WAN >> Multi-PVC/VLAN. Select
M-PVCs Channel means no selection will be chosen.

VPI - Type in the value provided by ISP.

VCI - Type in the value provided by ISP.

Encapsulating Type - Drop down the list to choose the type
provided by ISP.

Protocol - Drop down the list to choose the one (PPPoE or
PPPoA) provided by ISP.

If you have already used Quick Start Wizard to set the
protocol, then it is not necessary for you to change any
settings in this group.

Modulation -Default setting is Multimode. Choose the one
that fits the requirement of your router.

ISP Access Setup

Enter your allocated username, password and authentication
parameters according to the information provided by your
ISP.
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Username - Type in the username provided by ISP in this

field.

Password - Type in the password provided by ISP in this field.
More Options - It shows optional settings for configuration.

@® Service Name - Enter the description of the specific
network service.

@® Separate Account for ADSL - In default, WAN1 supports
VDSL2/ADSL and uses the same PPPoE account and
password for connection. If required, you can configure
another account and password for ADSL connection by
checking this box. If it is checked, the system will ask
you to type another group of account and password
additionally.

WAN Connection
Detection

Such function allows you to verify whether network
connection is alive or not through ARP Detect or Ping Detect.

Mode - Choose ARP Detect or Ping Detect for the system to

execute for WAN detection. If you choose Ping Detect as the

detection mode, you have to type required settings for the

following items.

® Primary/Secondary Ping IP - If you choose Ping Detect as
detection mode, you have to type Primary or Secondary IP
address in this field for pinging.

® Ping Gateway IP - If you choose Ping Detect as detection
mode, you also can enable this setting to use current WAN
gateway IP address for pinging.
With the IP address(es) pinging, Vigor router can check if
the WAN connection is on or off.

® TTL (Time to Live) - Set TTL value of PING operation.

® Ping Interval - Type the interval for the system to
execute the PING operation.

® Ping Retry - Type the number of times that the system is
allowed to execute the PING operation before WAN
disconnection is judged.

MTU

It means Max Transmit Unit for packet.

Path MTU Discovery - It is used to detect the maximum MTU
size of a packet not to be segmented in specific transmit
path.

Click Detect to open the following dialog.
Path MTU to: [ IPv4 Host v | |

MTU size start from [1500 |(1000~1500)
MTU reduce size by E (1~100)
| Detect |

Note: Path MTU discovery will reduce the MTU size for 3 times.

| Accept | | Cancel |

® Path MTU to - Type the IP address as the specific
transmit path.

® MTU size start from - Determine the starting point
value of the packet. Default setting is 1500.

® MTU reduce size by - It determines the decreasing size
of MTU value. For example, the number specified in
this field is “8”. The maximum MTU size is “1500”.
After clicking the “detect” button, the system will
calculate and get the suitable MTU value such as 1500,
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1492, 1484 and etc., automatically.
[ Detect - Click it to detect a suitable MTU value

®  Accept - After clicking it, the detected value will be
displayed in the field of MTU.

PPP/MP Setup

PPP Authentication - Select PAP only or
PAP/CHAP/MS-CHAP/MS-CHAPvV2 for PPP.

IP Assignment (IPCP)- Usually ISP dynamically assigns IP
address to you each time you connect to it and request. In
some case, your ISP provides service to always assign you the
same IP address whenever you request. In this case, you can
fill in this IP address in the Fixed IP field. Please contact your
ISP before you want to use this function.

Fixed IP - Click Yes to use this function and type in a fixed IP
address in the box of Fixed IP Address.

WAN IP Alias - If you have multiple public IP addresses and

would like to utilize them on the WAN interface, please use
WAN IP Alias. You can set up to 8 public IP addresses other

than the current one you are using.

@ WAN 1P Alias - Google Chrome [=[=] = ]
@ 192.168.1.1/doc/wipalias.htm
WAN [P Alias  Multi-NAT )
Index Enable Aux. WAN IP
1 .
2 (] 0.0.00
3 O 0.0.0.0
4 (] 0.0.00
& O 0.0.00
6 (] 0.0.00
T O 0.0.0.0
8 (] 0.0.00
| ok || Clearal || Close |

Dial-Out Schedule

Index (1-15) in Schedule Setup - You can type in four sets of
time schedule for your request. All the schedules can be set
previously in Applications >> Schedule web page and you
can use the number that you have set in that web page.

PPPoOE Pass-through

The router offers PPPoE dial-up connection. Besides, you
also can establish the PPPoE connection directly from local
clients to your ISP via the Vigor router. When PPPoA protocol
is selected, the PPPoE package transmitted by PC will be
transformed into PPPoA package and sent to WAN server.
Thus, the PC can access Internet through such direction.

For Wired LAN - If you check this box, PCs on the same
network can use another set of PPPoE session (different with
the Host PC) to access into Internet.

For Wireless LAN - It is available for n model. If you check
this box, PCs on the same wireless network can use another
set of PPPOE session (different with the Host PC) to access
into Internet.

To have PPPoA Pass-through, please choose PPPoA protocol
and check the box(es) here. The router will behave like a
modem which only serves the PPPoE client on the LAN.
That’s, the router will offer PPPoA dial-up connection.

MAC Address

Default MAC Address - Type in MAC address for the router.
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You can use Default MAC Address or specify another MAC
address for your necessity.

Use the following MAC Address - Type in the MAC address
for the router manually.

[I-1-2-2 Details Page for MPoA/Static or Dynamic IP in WAN1 (Physical Mode:
ADSL)

MPOA is a specification that enables ATM services to be integrated with existing LANs, which
use either Ethernet, token-ring or TCP/IP protocols. The goal of MPOA is to allow different
LANs to send packets to each other via an ATM backbone.

To use MPoA / Static or Dynamic IP as the accessing protocol of the Internet, select MPoA /
Static or Dynamic IP from the WAN>>Internet Access >>WAN1 page. The following web page
will appear.

WAN == Internet Access

WAN 1
PPPoE /| PPPOA MPoA / Static or Dynamic IP IPvE
) Enable @ Disable WAN Connection Detection
Mo
ADSL Modem Settings
Multi-PVC channel [Channel 2 ~] MTU
Encapsulation (1483 Bridged IP LLC v] (Max1500) [ Path MTU Discovery |
RIP Routing
VCI 38 _
) Enable RIP
Modulation Multimode v
Bridge Mode
IP Network Settings Enable Bridge Mode
) Obtain an IP address automatically Enable Full Bridge Mode
._.More Options 4 Bridge Subnet
® Specify an IP address
IP Address | | MAC Address
Subnet Mask | | ® Default MAC Address
Gateway IP Address | | O Use the following MAC Address
|M| 00 ;1D AA: 15 B0 : C9

DNS Server IP Address

Primary Server |8.8.8.8 |
Secondary Server |B.B.4.4 |
Note:

1. Full Bridge Mode supports forwarding packets with WVLAN tags.
2. Full Bridge Mode doesn't support wireless LAN.

| oK || cancel |

Available settings are explained as follows:

Item Description

Enable/Disable Click Enable for activating this function. If you click Disable,
this function will be closed and all the settings that you
adjusted in this page will be invalid.

ADSL Modem Settings Set up the DSL parameters required by your ISP. These
settings configured here are specified for ADSL only.

Multi-PVC channel - The selections displayed here are
determined by the page of Internet Access >>Multi PVCs.
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Select M-PVCs Channel means no selection will be chosen.

Encapsulation - Drop down the list to choose the type
provided by ISP.

VPI - Type in the value provided by ISP.
VCI - Type in the value provided by ISP.

Modulation -Default setting is Multimode. Choose the one
that fits the requirement of your router.

IP Network Settings

This group allows you to obtain an IP address automatically
and allows you type in IP address manually.

Obtain an IP address automatically - Click this button to
obtain the IP address automatically.
More Options - It shows optional settings for configuration.

® Router Name - Type in the router name provided by
ISP.

® Domain Name - Type in the domain name that you have
assigned.

DHCP Client Identifier for some ISP - Check the box to
specify username and password as the DHCP client identifier
for some ISP.

® Username: Type a name as username. The maximum
length of the user name you can set is 63 characters.

® Password: Type a password. The maximum length of
the password you can set is 62 characters.

Specify an IP address - Click this radio button to specify
some data.

® |P Address - Type in the private IP address.
® Subnet Mask - Type in the subnet mask.

® Gateway IP Address - Type in gateway IP address.

WAN IP Alias - If you have multiple public IP addresses and
would like to utilize them on the WAN interface, please use
WAN IP Alias. You can set up to 8 public IP addresses other
than the current one you are using. Notice that this setting is
available for WAN1 only. Type the additional WAN IP address
and check the Enable box. Then click OK to exit the dialog.

@ WAN IP Alias - Google Chrome o= & ]
(6] 192.168.1.1/doc/wipalias.htm
WAN [P Alias [ Multi-NAT )
Index Enable Aux. WAN IP
1 - ]
2 O 0.0.0.0
3 O 0.0.0.0
4 O 0.0.0.0
5 O 0.0.0.0
6 O 0.0.0.0
7 O 0.0.0.0
8 O 0.0.0.0
| ok || Clear All | | Close |

DNS Server IP Address

Type in the primary IP address for the router. If necessary,
type in secondary IP address for necessity in the future.

WAN Connection
Detection

Such function allows you to verify whether network
connection is alive or not through ARP Detect or Ping Detect.
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Mode - Choose ARP Detect or Ping Detect or Always On for

the system to execute for WAN detection. If you choose Ping

Detect as the detection mode, you have to type required

settings for the following items.

® Primary/Secondary Ping IP - If you choose Ping Detect as
detection mode, you have to type Primary or Secondary IP
address in this field for pinging.

® Ping Gateway IP - If you choose Ping Detect as detection
mode, you also can enable this setting to use current WAN
gateway IP address for pinging. With the IP address(es)
pinging, Vigor router can check if the WAN connection is
on or off.

® TTL (Time to Live) - Set TTL value of PING operation.

® Ping Interval - Type the interval for the system to
execute the PING operation.

® Ping Retry - Type the number of times that the system is
allowed to execute the PING operation before WAN
disconnection is judged.

MTU

It means Max Transmit Unit for packet.

Path MTU Discovery - It is used to detect the maximum MTU
size of a packet not to be segmented in specific transmit
path.

Click Detect to open the following dialog.
Path MTU to: [ IPv4 Host v | |

MTU size start from [1500 |(1000~1500)
MTU reduce size by E (1~100)
| Detect |

Note: Path MTU discovery will reduce the MTU size for 3 times.

| Accept | | Cancel |

® Path MTU to - Type the IP address as the specific
transmit path.

® MTU size start from - Determine the starting point
value of the packet. Default setting is 1500.

® MTU reduce size by - It determines the decreasing size
of MTU value. For example, the number specified in
this field is “8”. The maximum MTU size is “1500”.
After clicking the “detect” button, the system will
calculate and get the suitable MTU value such as 1500,
1492, 1484 and etc., automatically.

) Detect - Click it to detect a suitable MTU value

®  Accept - After clicking it, the detected value will be
displayed in the field of MTU.

RIP Routing

Routing Information Protocol is abbreviated as RIP (RFC1058 )
specifying how routers exchange routing tables information.
Click Enable RIP for activating this function.

Bridge Mode

Enable Bridge Mode - If the function is enabled, the router
will work as a bridge modem.

Enable Full Bridge Mode - If the function is enabled, the
router will work as a bridge modem which is able to forward
incoming packets with VLAN tags.

® Bridge Subnet - Make a bridge between the selected
LAN subnet and such WAN interface.

MAC Address

Default MAC Address - Type in MAC address for the router.
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You can use Default MAC Address or specify another MAC
address for your necessity.

Use the following MAC Address - Type in the MAC address
for the router manually.

After finishing all the settings here, please click OK to activate them.
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[1-1-2-3 Details Page for PPPoE in Etherenet WAN

To choose PPPoE as the accessing protocol of the Internet, please select PPPoE from the
WAN>>Internet Access >>WANL1 page. The following web page will be shown.

WAN == Internet Access

WAN 2
PPPOE

Static or Dynamic IP PPTPIL2TP IPve

ISP Access Setup
Username

Password

Mare Opticns ]

) Enable @ Disable

PPPIMP Setup

PPP
Authentication

| PAPICHAP/MS-CHAP/MS-CHAPY2 v |

| Idle Timeout 180 second(s)

: | (lllchF?jSIQnmem O static @ Dynamic

WAN Connection Detection

Fixed IP | |
Address

[ WAN IP Alias |

Maode PPP Detect v
Dial-Out Schedule
MTU Index(1-15) in Schedule Setup:
1492 (Max:1500) | Path MTU Discovery | == None v == None ~|

=>|None V|=>|Ncu'|e V|

TTL
Change the TTL value

@® Default MAC Address
O Use the following MAC Address
00 1D : AA =15 : BO : CA

| OK || Cancel |

Available settings are explained as follows:

Item

Description

Enable/Disable

Click Enable for activating this function. If you click Disable,
this function will be closed and all the settings that you
adjusted in this page will be invalid.

ISP Access Setup

Enter your allocated username, password and authentication
parameters according to the information provided by your
ISP.

Username - Type in the username provided by ISP in this
field.

The maximum length of the user name you can set is 63
characters.

Password - Type in the password provided by ISP in this field.

The maximum length of the password you can set is 62
characters.

More Options - It shows optional settings for configuration.

® Service Name (Optional) - Enter the description of the
specific network service.

WAN Connection
Detection

Such function allows you to verify whether network
connection is alive or not through ARP Detect or Ping Detect.

Mode - Choose ARP Detect or Ping Detect for the system to
execute for WAN detection. If you choose Ping Detect as the
detection mode, you have to type required settings for the
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following items.

® Primary/Secondary Ping IP - If you choose Ping Detect as
detection mode, you have to type Primary or Secondary IP
address in this field for pinging.

® Ping Gateway IP - If you choose Ping Detect as detection
mode, you also can enable this setting to use current WAN
gateway IP address for pinging. With the IP address(es)
pinging, Vigor router can check if the WAN connection is
on or off.

@ TTL (Time to Live) - Set TTL value of PING operation.

® Ping Interval - Type the interval for the system to
execute the PING operation.

® Ping Retry - Type the number of times that the system is
allowed to execute the PING operation before WAN
disconnection is judged.

MTU

It means Max Transmit Unit for packet.

Path MTU Discovery - It is used to detect the maximum MTU
size of a packet not to be segmented in specific transmit
path.

Click Detect to open the following dialog.
Path MTU to: [ IPv4 Host v | |

MTU size start from [1500 |(1000~1500)
MTU reduce size by E (1~100)
| Detect |

Note: Path MTU discovery will reduce the MTU size for 3 times.

| Accept | | Cancel |

® Path MTU to - Type the IP address as the specific
transmit path.

® MTU size start from - Determine the starting point
value of the packet. Default setting is 1500.

® MTU reduce size by - It determines the decreasing size
of MTU value. For example, the number specified in
this field is “8”. The maximum MTU size is “1500”.
After clicking the “detect” button, the system will
calculate and get the suitable MTU value such as 1500,
1492, 1484 and etc., automatically.

) Detect - Click it to detect a suitable MTU value

®  Accept - After clicking it, the detected value will be
displayed in the field of MTU.

PPP/MP Setup

PPP Authentication - Select PAP only or
PAP/CHAP/MS-CHAP/MS-CHAPv2 for PPP.

Idle Timeout - Set the timeout for breaking down the
Internet after passing through the time without any action.

IP Assignment (IPCP) - Usually ISP dynamically assigns IP
address to you each time you connect to it and request. In
some case, your ISP provides service to always assign you the
same IP address whenever you request. In this case, you can
fill in this IP address in the Fixed IP field. Please contact your
ISP before you want to use this function.

Fixed IP - Click Yes to use this function and type in a fixed IP
address in the box of Fixed IP Address.

WAN IP Alias - If you have multiple public IP addresses and
would like to utilize them on the WAN interface, please use
WAN IP Alias. You can set up to 8 public IP addresses other
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than the current one you are using. Type the additional WAN
IP address and check the Enable box. Then click OK to exit

the dialog.
@ WAN IP Alias - Google Chrome [=]E] ® ]
@ 192.168.1.1/doc/wipalias.htm
WAN IP Alias ( Multi-NAT )
Index Enable Aux. WAN IP
: E—
2 O 0.0.0.0
3 (] 0.0.0.0
4 O 0.0.0.0
5 (] 0.0.0.0
6 O 0.0.0.0
7 (] 0.0.0.0
] O 0.0.0.0
OK || ClearAl || Close

Dial-Out Schedule

Index (1-15) in Schedule Setup - You can type in four sets of
time schedule for your request. All the schedules can be set
previously in Application >> Schedule web page and you can
use the number that you have set in that web page.

TTL

Change the TTL value - Enable or disable the TTL (Time to
Live) for a packet transmitted through Vigor router.

® Enable - TTL value will be reduced (-1) when it passess
through Vigor router. It will cause the client, accessing
Internet through Vigor router, be blocked by certain ISP
when TTL value becomes “0”.

® Disable - TTL value will not be reduced. Then, when a
packet passes through Vigor router, it will not be
cancelled. That is, the client who sends out the packet
will not be blocked by ISP.

Default MAC Address - You can use Default MAC Address or
specify another MAC address by typing on the boxes of MAC
Address for the router.

Specify a MAC Address - Type the MAC address for the router
manually.

After finishing all the settings here, please click OK to activate them.
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[1-1-2-4 Details Page for Static or Dynamic IP in Etherenet WAN

For static IP mode, you usually receive a fixed public IP address or a public subnet, namely
multiple public IP addresses from your DSL or Cable ISP service providers. In most cases, a
Cable service provider will offer a fixed public IP, while a DSL service provider will offer a
public subnet. If you have a public subnet, you could assign an IP address or many IP address

to the WAN interface.

To use Static or Dynamic IP as the accessing protocol of the internet, please click the Static
or Dynamic IP tab. The following web page will be shown.

WAN == Internet Access

WAN 2
PPPoE Static or Dynamic IP PPTPIL2TP IPvE
) Enable @ Disable Keep WAN Connection
[T Enable PING to keep alive
IP Network Settings PING to the IP | |
() Obtain an IP address automatically ] .
- . PING Interval minute(s)
More Options 4 D (s
@ Specify an IP address TTL

IP Address

Subnet Mask
Gateway IP Address
[WAN 1P Alias |

DNS Server IP Address
Primary Server

Secondary Server

Mode

MTU

| Change the TTL value

| RIP Routing

[C] Enable RIP

MAC Address

[8.8.3.3

@ Default MAC Address

| () Use the following MAC Address

[6.5.4.4

| DO 2 1D ;| AA ;15 |: BO | CA

WAN Connection Detection

ARP Detect v

| Path MTU Discovery |

| OK || Cancel |

Available settings are explained as follows:

Item

Description

Enable / Disable

Click Enable for activating this function. If you click Disable,
this function will be closed and all the settings that you
adjusted in this page will be invalid.

IP Network Settings

This group allows you to obtain an IP address automatically
and allows you type in IP address manually.

Obtain an IP address automatically - Click this button to
obtain the IP address automatically if you want to use
Dynamic IP mode.

More Options - It shows optional settings for configuration.

® Router Name: Type in the router name provided by ISP.

® Domain Name: Type in the domain name that you have
assigned.

DHCP Client Identifier for some ISP

@® Enable: Check the box to specify username and
password as the DHCP client identifier for some ISP.

® Username: Type a name as username. The maximum

70

Vigor2765 Series User’s Guide



length of the user name you can set is 63 characters.

® Password: Type a password. The maximum length of
the password you can set is 62 characters.

Specify an IP address - Click this radio button to specify
some data if you want to use Static IP mode.

® |P Address: Type the IP address.
@® Subnet Mask: Type the subnet mask.

® Gateway IP Address: Type the gateway IP address.

WAN IP Alias - If you have multiple public IP addresses and
would like to utilize them on the WAN interface, please use
WAN IP Alias. You can set up to 8 public IP addresses other
than the current one you are using.

@ VAN 1P Alias - Google Chrome [=[=] %= |
@ 192.168.1.1/doc/wipalias.htm
WAN [P Alias { Multi-NAT )
Index Enable Aux. WAN IP
1 - ]
2 a 0.0.0.0
3 O 0.0.0.0
4 a 0.0.0.0
5 O 0.0.0.0
6 O 0.0.0.0
7 O 0.0.0.0
8 O 0.0.0.0
[ ok || Clearal | [ Close |

DNS Server IP Address

Type in the primary IP address for the router if you want to
use Static IP mode. If necessary, type in secondary IP address
for necessity in the future.

WAN Connection
Detection

Such function allows you to verify whether network
connection is alive or not through ARP Detect or Ping Detect.

Mode - Choose ARP Detect or Ping Detect or Always On for

the system to execute for WAN detection. If you choose Ping

Detect as the detection mode, you have to type required

settings for the following items.

® Primary/Secondary Ping IP - If you choose Ping Detect as
detection mode, you have to type Primary or Secondary IP
address in this field for pinging.

® Ping Gateway IP - If you choose Ping Detect as detection
mode, you also can enable this setting to use current WAN
gateway IP address for pinging. With the IP address(es)
pinging, Vigor router can check if the WAN connection is
on or off.

@ TTL (Time to Live) - Set TTL value of PING operation.

@ Ping Interval - Type the interval for the system to
execute the PING operation.

® Ping Retry - Type the number of times that the system is
allowed to execute the PING operation before WAN
disconnection is judged.

MTU

It means Max Transmit Unit for packet.

Path MTU Discovery - It is used to detect the maximum MTU
size of a packet not to be segmented in specific transmit
path.
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Click Detect to open the following dialog.
Path MTU to: [ IPv4 Host v | |

MTU size start from [1500 |(1000~1500)
MTU reduce size by E (1~100)
| Detect |

Note: Path MTU discovery will reduce the MTU size for 3 times.

| Accept | | Cancel |

® Path MTU to - Type the IP address as the specific
transmit path.

® MTU size start from - Determine the starting point
value of the packet. Default setting is 1500.

® MTU reduce size by - It determines the decreasing size
of MTU value. For example, the number specified in
this field is “8”. The maximum MTU size is “1500”.
After clicking the “detect” button, the system will
calculate and get the suitable MTU value such as 1500,
1492, 1484 and etc., automatically.

) Detect - Click it to detect a suitable MTU value

®  Accept - After clicking it, the detected value will be
displayed in the field of MTU.

Keep WAN Connection Normally, this function is designed for Dynamic IP
environments because some ISPs will drop connections if
there is no traffic within certain periods of time. Check
Enable PING to keep alive box to activate this function.

PING to the IP - If you enable the PING function, please
specify the IP address for the system to PING it for keeping
alive.

PING Interval - Enter the interval for the system to execute
the PING operation.

TTL Change the TTL value - Enable or disable the TTL (Time to
Live) for a packet transmitted through Vigor router.

® Enable - TTL value will be reduced (-1) when it passess
through Vigor router. It will cause the client, accessing
Internet through Vigor router, be blocked by certain ISP
when TTL value becomes “0”.

® Disable - TTL value will not be reduced. Then, when a
packet passes through Vigor router, it will not be
cancelled. That is, the client who sends out the packet
will not be blocked by ISP.

RIP Routing Routing Information Protocol is abbreviated as RIP (RFC1058 )
specifying how routers exchange routing tables information.
Click Enable RIP for activating this function.

MAC Address: Default MAC Address: Click this radio button to use default
MAC address for the router.

Specify a MAC Address: Some Cable service providers
specify a specific MAC address for access authentication. In
such cases you need to click the Specify a MAC Address and
enter the MAC address in the MAC Address field.

After finishing all the settings here, please click OK to activate them.
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[I-1-2-5 Details Page for PPTP/L2TP in Etherenet WAN

To use PPTP/L2TP as the accessing protocol of the internet, please click the PPTP/L2TP tab.
The following web page will be shown.

WAN == Internet Access

WAN 2
PPPOE static or Dynamic IP PPTPIL2TP IPve
O Enable PPTP O Enable L2TP @ Disable PPP Setup

Server Address [Max 63 characters | |BPP [PAPICHAPIMS-CHAPIMS-CHAPY2 v |

Authentication

Specify Gateway P Address

Idle Timeout second(s)

| IP Address Assignment Method (IPCP)

Path MTU Discovery

[ WAN IP Alias |
ISP Access Setup - )
Fixed IP: L) Yes ® No (Dynamic IP)
Username | .
Fixed IP | |
Password | Address
Schedule Profile: WAN IP Network Settings
[Mone ~ == [None O Obtain an IP address automatically
== | None v |=> | Nane v| @® Specify an IP address
IP Address | |
MTU

1460 | (Max1460) Subnet Mask | |

[ OK || Cancel |

Available settings are explained as follows:

Item

Description

PPTP/L2TP

Enable PPTP- Click this radio button to enable a PPTP client
to establish a tunnel to a DSL modem on the WAN interface.

Enable L2TP - Click this radio button to enable a L2TP client
to establish a tunnel to a DSL modem on the WAN interface.
Disable - Click this radio button to close the connection
through PPTP or L2TP.

Server Address - Specify the IP address of the PPTP/L2TP
server if you enable PPTP/L2TP client mode.

Specify Gateway IP Address - Specify the gateway IP address
for DHCP server.

ISP Access Setup

Username -Type in the username provided by ISP in this
field. The maximum length of the user name you can set is 63
characters.

Password -Type in the password provided by ISP in this field.
The maximum length of the password you can set is 62
characters.

Schedule Profile- You can type in four sets of time schedule
for your request. All the schedules can be set previously in
Application >> Schedule web page and you can use the
number that you have set in that web page.

MTU

It means Max Transmit Unit for packet.

Path MTU Discovery - It is used to detect the maximum MTU
size of a packet not to be segmented in specific transmit
path.

Click Detect to open the following dialog.
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Path MTU to: [ IPv4 Host v | |

MTU size start from [1500 |(1000~1500)
MTU reduce size by E (1~100)
| Detect |

Note: Path MTU discovery will reduce the MTU size for 3 times.

| Accept | | Cancel |

® Path MTU to - Type the IP address as the specific
transmit path.

® MTU size start from - Determine the starting point
value of the packet. Default setting is 1500.

® MTU reduce size by - It determines the decreasing size
of MTU value. For example, the number specified in
this field is “8”. The maximum MTU size is “1500”.
After clicking the “detect” button, the system will
calculate and get the suitable MTU value such as 1500,
1492, 1484 and etc., automatically.

) Detect - Click it to detect a suitable MTU value

®  Accept - After clicking it, the detected value will be
displayed in the field of MTU.

PPP Setup

PPP Authentication - Select PAP only or
PAP/CHAP/MS-CHAP/MS-CHAPv2 for PPP.

Idle Timeout - Set the timeout for breaking down the
Internet after passing through the time without any action.

IP Address Assignment
Method(IPCP)

WAN IP Alias - If you have multiple public IP addresses and

would like to utilize them on the WAN interface, please use
WAN IP Alias. You can set up to 8 public IP addresses other

than the current one you are using.

@ WAN TP Alias - Google Chrome [=[=] = ]

(6] 192.168.1.1/doc/wipalias.htm

WAN [P Alias { Multi-NAT )

Index Enable Aux. WAN IP
1 = ]
2 O 0.0.0.0
3 O 0.0.0.0
4 O 0.0.0.0
5 O 0.0.0.0
6 O 0.0.0.0
7 O 0.0.0.0
8 O 0.0.0.0
| ok || Clear All | | Close |

Fixed IP - Usually ISP dynamically assigns IP address to you
each time you connect to it and request. In some case, your
ISP provides service to always assign you the same IP address
whenever you request. In this case, you can fill in this IP
address in the Fixed IP field. Please contact your ISP before
you want to use this function. Click Yes to use this function
and type in a fixed IP address in the box.

Fixed IP Address -Type a fixed IP address.

WAN IP Network Settings

Obtain an IP address automatically - Click this button to
obtain the IP address automatically.

Specify an IP address - Click this radio button to specify

Vigor2765 Series User’s Guide



some data.
@® [P Address - Type the IP address.
® Subnet Mask - Type the subnet mask.

After finishing all the settings here, please click OK to activate them.

[1-1-2-6 Details Page for 3G/4G USB Modem (PPP mode) in USB WAN

To use 3G/4G USB Modem (PPP mode) as the accessing protocol of the internet, please
choose Internet Access from WAN menu. Then, select 3G/4G USB Modem (PPP mode) for
WANS. The following web page will be shown.

WAN == Internet Access

WAN 3

3G/4G USBE Modem(PPP mode)

2

3G/4G USB Modem(DHCP mode) IPve

| Modem Support List

3G/4G USB Modem(PPP mode) @®Enable ) Disable
SIM PIN code | |
Modem Initial String [AT&FEOV1X1&D2&C1S0=0 |
(DefaultAT&FEOV1X18D28C130=0)
APN Name | | | Apply |
Modem Initial String2 [AT |
Modem Dial String [ATDT-a3# |
(DefaultATDT*99%, COMAATDTH#77T, TD-SCDMAATDT9871#)
Service Name | |{Optional)
PPP Username | |{Optional)
PPP Password | |(Optional)
PPP Authentication PAP or CHAP v
Schedule Profile:
[None v == [None ~ == [None ~ == [None v
WAN Connection Detection
Mode PPP Detect v
| OK | | Cancel || Default |
Available settings are explained as follows:
Item Description

Modem Support List

It lists all of the modems supported by such router.

@ 192.168.1.1/doc/pppsuptisthim - Google Chrome [=[=] s
® F#=2 | 192.168.1.1/doc/pppsuptist.htm B

3GMG Modem Support List(PPP mode)

The following compatibility test lists 3.5G/LTE modems supported by Vigor router under certain
environment or countries. If the LTE modem you have is on the list but cannot work properly, please
write an e-mail to support@draytek.com or cansult your dealer for further information.

Brand Model LTE Status
XSPlug P2 Y

Aika 76E
Aiko 83D

Alcatel L100V

4G system
Aiko
Aiko

Alcatel

Alcatel Alcatel w100

Alcatel Alcatel X080S

Alcatel X230

@
<|=<f=<|=<|=|=

Alcatel

3G /4G USB Modem (PPP

Click Enable for activating this function. If you click Disable,

mode) this function will be closed and all the settings that you
adjusted in this page will be invalid.
SIM PIN code Type PIN code of the SIM card that will be used to access
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Internet.

The maximum length of the PIN code you can set is 15
characters.

Modem Initial String

Such value is used to initialize USB modem. Please use the
default value. If you have any question, please contact to
your ISP.

The maximum length of the string you can set is 47
characters.

APN Name

APN means Access Point Name which is provided and
required by some ISPs. Type the name and click Apply.

The maximum length of the name you can set is 43
characters.

Modem Initial String2

The initial string 1 is shared with APN.

In some cases, user may need another initial AT command to
restrict 3G band or do any special settings.

The maximum length of the string you can set is 47
characters.

Modem Dial String

Such value is used to dial through USB mode. Please use the
default value. If you have any question, please contact to
your ISP.

The maximum length of the string you can set is 31
characters.

Service Name

Enter the description of the specific network service.

PPP Username

Type the PPP username (optional). The maximum length of
the name you can set is 63 characters.

PPP Password

Type the PPP password (optional). The maximum length of
the password you can set is 62 characters.

PPP Authentication

Select PAP only or PAP or CHAP for PPP.

Schedule Profile

You can type in four sets of time schedule for your request.
All the schedules can be set previously in Application >>
Schedule web page and you can use the number that you
have set in that web page

WAN Connection
Detection

Such function allows you to verify whether network
connection is alive or not through ARP Detect or Ping Detect.

Mode - Choose PPP Detect or Ping Detect for the system to

execute for WAN detection. If you choose Ping Detect as the

detection mode, you have to type required settings for the

following items.

® Primary/Secondary Ping IP - If you choose Ping Detect as
detection mode, you have to type Primary or Secondary IP
address in this field for pinging.

® TTL (Time to Live) - Set TTL value of PING operation.

® Ping Interval - Type the interval for the system to
execute the PING operation.

® Ping Retry - Type the number of times that the system is
allowed to execute the PING operation before WAN
disconnection is judged.

After finishing all the settings here, please click OK to activate them.
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[I-1-2-7 Details Page for 3G/4G USB Modem (DHCP mode) in USB WAN

To use 3G/4G USB Modem (DHCP mode) as the accessing protocol of the internet, please
choose Internet Access from WAN menu. Then, select 3G/4G USB Modem (DHCP mode) for
WAN3. The following web page will be shown.

WAN == Internet Access

WAN 3

3G/4G USB Modem(PPP mode)

9

®Enable O Disable

SIMPIN code |

3G/4G USB Modem(DHCF mode) IPve
| Modem Support List
Authentication PAP ar CHAP v
Username | |(Oplional)
| Password | |(Oplional)

Network Mode 4G/3GI2G v | (Default4G/3GI2G)

APN Name |

LTE software version ---
LTE hardware version -

Maode

Schedule Profile:

WAN Connection Detection

ARP Detect A

Path MTU Discovery

[None v > None
=>|None ~ [=>[None
MTU

(Default:1500)

Note:

1. Please note that in some case USB port connection will be terminated temporarily to activate the new configuration.
2. VPN feature may be affected when the value of MTU is changed, please also check your value of VPN mss by using VPN

mss set” command.

We recommend to put the same decreased value on VPN mss. For example, reducing the MTU from 1500 -> 1400, then it

will need to reduct 100 from mss value.

| oK | | Cancel

Available settings are explained as follows:

Item

Description

Modem Support List

It lists all of the modems supported by such router.

@ 192.168.1.1/doc/dhcpsuptlst htm - Google Chrome l=[B] 3%
® F#22 | 192.168.1.1/doc/dhcpsuptisthtm 3]

3G/MG Modem Support List{DHCP mode)

The following compatibility test lists 3.5G/LTE medems supported by Vigor router under certain
environment or countries. If the LTE modem you have is on the list but cannot work properly, please
write an e-mail to support@draytek.com or consult your dealer for further information.

Brand Model LTE Status
Alcatel Alcatel L100V @ Y
Alcatel Alcatel L80D ] Y
Alcatel Alcatel W100 @ Y
Alcatel Alcatel W00 @ M
Alcatel Alcatel Y855 @ Y
D-Link D_LINK DWM156 ¥
Huawei Huawei E303 A
Huawei \Huawei E3131 %
Huawei Huawei E3272 ] Y
Huawei Huawei E3276s @ Y i

Enable / Disable

Click Enable for activating this function. If you click Disable,
this function will be closed and all the settings that you
adjusted in this page will be invalid.

SIM PIN code

Type PIN code of the SIM card that will be used to access
Internet.
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The maximum length of the PIN code you can set is 19
characters.

Network Mode

Force Vigor router to connect Internet with the mode
specified here. If you choose 4G/3G/2G as network mode,
the router will choose a suitable one according to the actual
wireless signal automatically.

APN Name

APN means Access Point Name which is provided and
required by some ISPs. Type the name and click Apply.

The maximum length of the name you can set is 47
characters.

WAN Connection
Detection

Such function allows you to verify whether network
connection is alive or not through ARP Detect or Ping Detect.

Mode - Choose ARP Detect or Ping Detect or Strict ARP

Detect for the system to execute for WAN detection. If you

choose Ping Detect as the detection mode, you have to type

required settings for the following items.

® Primary/Secondary Ping IP - If you choose Ping Detect as
detection mode, you have to type Primary or Secondary IP
address in this field for pinging.

® Ping Gateway IP - If you choose Ping Detect as detection
mode, you also can enable this setting to use current WAN
gateway IP address for pinging. With the IP address(es)
pinging, Vigor router can check if the WAN connection is
on or off.

® TTL (Time to Live) - Set TTL value of PING operation.

® Ping Interval - Type the interval for the system to
execute the PING operation.

® Ping Retry - Type the number of times that the system is
allowed to execute the PING operation before WAN
disconnection is judged.

Schedule Profile

You can type in four sets of time schedule for your request.
All the schedules can be set previously in Application >>
Schedule web page and you can use the number that you
have set in that web page

MTU

It means Max Transmit Unit for packet.

Path MTU Discovery - It is used to detect the maximum MTU
size of a packet not to be segmented in specific transmit
path.

Click Choose IP to open the following dialog.
Path MTU to: [ IPv4 Host v | |

MTU size start from [1500 (1000~1500)
MTU reduce size by E |(1~100)
| Detect |

Note: Path MTU discovery will reduce the MTU size for 3 times.

| Accept || Cancel |

® Path MTU to - Type the IP address as the specific
transmit path.

® MTU size start from - Determine the starting point
value of the packet. Default setting is 1500.

® MTU reduce size by - It determines the decreasing size
of MTU value. For example, the number specified in
this field is “8”. The maximum MTU size is “1500.
After clicking the “detect” button, the system will
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calculate and get the suitable MTU value such as 1500,
1492, 1484 and etc., automatically.

) Detect - Click it to detect a suitable MTU value

®  Accept - After clicking it, the detected value will be
displayed in the field of MTU.

Authentication

Select PAP only or PAP or CHAP for PPP authentication.

Username - Type the username for authentication
(optional).
Password - Type the password for authentication (optional).

After finishing all the settings here, please click OK to activate them.

[1-1-2-8 Details Page for IPv6 — Offline in WAN1/WAN2/WAN3

When Offline is selected, the IPv6 connection will be disabled.
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[1-1-2-9 Details Page for IPv6 — PPP in WAN1/WAN2

During the procedure of IPv4 PPPoE connection, we can get the IPv6 Link Local Address
between the gateway and Vigor router through IPv6CP. Later, use DHCPv6 or accept RA to
acquire the IPv6 prefix address (such as: 2001:B010:7300:200::/64) offered by the ISP. In
addition, PCs under LAN also can have the public IPv6 address for Internet access by means of
the generated prefix.

No need to type any other information for PPP mode.

WAN == Internet Access d

WAN 1
FPFPPCE / PPPOA MPoA | Static or Dynamic IP IPvé

Internet Access Mode
Connection Type PPP v

WAN Connection Detection

Mode

Ping IP/Hostname
TTL{1-255,0:Auto)

T

RIPng Protocol
[JEnable

Note:
IPv4 WAN setting should be PPPoE / PPPoA client.

| oK || Cancel |

Available settings are explained as follows:

Item Description
WAN Connection Such function allows you to verify whether network
Detection connection is alive or not through Ping Detect.

Mode - Choose Always On or Ping Detect for the system to
execute for WAN detection. Always On means no detection
will be executed. The network connection will be on always.

® Ping IP/Hostname - If you choose Ping Detect as
detection mode, you have to type IP address in this field
for pinging.

® TTL (Time to Live) -If you choose Ping Detect as
detection mode, you have to type TTL value.

RIPng Protocol RIPng (RIP next generation) offers the same functions and
benefits as IPv4 RIP v2.

Below shows an example for successful IPv6 connection based on PPP mode.
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Online Status

Physical Connection System Uptime: 0:2:32

1Pv4 IPvG

LAN Status
IP Address

2001:B010:7300:201: 210 AAFF FEAG: 2568/64 (Global)
FEBD::21D:AAFFIFEAG:2568/64 (Link)

X Packets RX Packets TX Bytes RX Bytes
L 4 690 328
WAN2 IPvi Status == Drop PPP
Enable Mode Up Time
Yes PPP 0:02:08
P Gateway IP

2001:B010:7300:201: 210 A8FF FEAG: 2564 128 (Globaly FEED::90:1400:242:4D52
FEBO:: 10:AMFF FEAG: 2564/128 (Link)

DNS IP

2001:B0O00:168::1
2001:B0O00:168::2

TX Packets BX Packets TX Bytes FX Bytes
7 =] 544 1126

1)

Info At present, the IPv6 prefix can be acquired via the PPPOE mode connection which is

available for the areas such as Taiwan (hinet), the Netherlands, Australia and UK
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[1-1-2-10 Details Page for IPv6 — TSPC in WAN1/WAN2/WAN3

Tunnel setup protocol client (TSPC) is an application which could help you to connect to IPv6

network easily.

Please make sure your IPv4 WAN connection is OK and apply one free account from hexago
(http://gogonet.gogo6.com/page/freenet6-account ) before you try to use TSPC for network
connection. TSPC would connect to tunnel broker and requests a tunnel according to the
specifications inside the configuration file. It gets a public IPv6 IP address and an IPv6 prefix
from the tunnel broker and then monitors the state of the tunnel in background.

After getting the IPv6 prefix and starting router advertisement daemon (RADVD), the PC
behind this router can directly connect to IPv6 the Internet.

WAN == Internet Access d
WAN 1
PPPoE /| PPFoA MPoA [ Static or Dynamic IP IPve
Internet Access Mode
Connection Type TSPC v

TSPC Configuration
Username

Password

Tunnel Broker

Mode
Ping IPiHostname

TTL(1-255,0:Auto)

WAN Connection Detection

T

[ OK | | cancel

Available settings are explained as follows:

Item

Description

Username

Type the name obtained from the broker. It is suggested for
you to apply another username and password for
http://gogonet.gogo6.com/page/freenet6-account.

The maximum length of the name you can set is 63
characters.

Password

Type the password assigned with the user name.

The maximum length of the name you can set is 19
characters.

Tunnel Broker

Type the address for the tunnel broker IP, FQDN or an
optional port number.

WAN Connection
Detection

Such function allows you to verify whether network
connection is alive or not through Ping Detect.

Mode - Choose Always On or Ping Detect for the system to
execute for WAN detection. Always On means no detection
will be executed. The network connection will be on always.

® Ping IP/Hostname - If you choose Ping Detect as
detection mode, you have to type IP address in this field
for pinging.

® TTL (Time to Live) -If you choose Ping Detect as

82
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detection mode, you have to type TTL value.

After finished the above settings, click OK to save the settings.

[I-1-2-11 Details Page for IPv6 — AICCU in WAN1/WAN2/WAN3

WAN >> Internet Access

WAN 1
PPPoE /| PPPOA MPoA [ Static or Dynamic IP IPve
Internet Access Mode
Connection Type

AICCU Configuration

[J Always On

Username |I.ls:< B3c
Password |I.lsx 63 characters
Tunnel Broker |tic.sixxs.nel
Tunnel 1D |

Subnet Prefix |

WAN Connection Detection
Mode

Ping IP/Hostname

TTL(1-2550-Auta)

Note:

|

If "Always On" is not enabled, AICCU connection weould only retry three times.

| ok || cancel |

Available settings are explained as follows:

Item Description

Always On Check this box to keep the network connection always.

Username Type the name obtained from the broker. Please apply new
account at http://www.sixxs.net/. It is suggested for you to
apply another username and password.
The maximum length of the name you can set is 19
characters.

Password Type the password assigned with the user name.

The maximum length of the password you can set is 19
characters.

Tunnel Broker

It means a server of AICCU. The server can provide IPv6
tunnels to sites or end users over IPv4.

Type the address for the tunnel broker IP, FQDN or an
optional port number.

Tunnel ID

One user account may have several tunnels. And, each
tunnel shall have one specified tunnel ID (e.g., T115394).

Type the ID offered by Tunnel Broker.

Subnet Prefix

Type the subnet prefix address obtained from service
provider.

The maximum length of the prefix you can set is 128
characters.
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WAN Connection Such function allows you to verify whether network
Detection connection is alive or not through Ping Detect.

Mode - Choose Always On or Ping Detect for the system to
execute for WAN detection.

@ Ping IP/Hostname - If you choose Ping Detect as
detection mode, you have to type IP address in this field
for pinging.

® TTL (Time to Live) -If you choose Ping Detect as
detection mode, you have to type TTL value.

After finished the above settings, click OK to save the settings.
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[1-1-2-12 Details Page for IPv6 — DHCPv6 Client in WAN1/WAN2

DHCPv6 client mode would use DHCPv6 protocol to obtain IPv6 address from server.

WAN == Internet Access

WAN 1
PPPOE / PPPOA

7

MPoA | Static or Dynamic IP IPvE

Internet Access Mode
Connection Type

DHCPv6 Client Configuration
IAID (ldentity Association 10)
DUID (DHCP Unigue 1D)
Authentication Protocol

WAN Connection Detection
Mode

Ping IP/Hostname

DHCPvE Client v

[3820109432
0003000100 1daa1560c9

Nane 4

TTL(1-255,0:Auto) o ]
RIPng Protocol
[JEnable
Bridge Mode
[J Enable Bridge Made
Bridge Subnet LAN 1w
| oKk | | Cancel

Available settings are explained as follows:

Item Description

IAID Type a number as IAID.

WAN Connection Such function allows you to verify whether network
Detection connection is alive or not through NS Detect or Ping Detect.

Mode - Choose Always On, Ping Detect or NS Detect for the
system to execute for WAN detection. With NS Detect mode,
the system will check if network connection is established or
not, like IPv4 ARP Detect. Always On means no detection

will be executed. The network connection will be on always.

® Ping IP/Hostname - If you choose Ping Detect as
detection mode, you have to type IP address in this field
for pinging.

® TTL (Time to Live) -If you choose Ping Detect as
detection mode, you have to type TTL value.

RIPng Protocol

RIPng (RIP next generation) offers the same functions and
benefits as IPv4 RIP v2.

Bridge Mode

Enable Bridge Mode - If the function is enabled, the router
will work as a bridge modem.

Enable Firewall - It is available when Bridge Mode is
enabled. When both Bridge Mode and Firewall check boxes
are enabled, the settings configured (user profiles) under
User Management will be ignored. And all of the filter rules
defined and enabled in Firewall menu will be activated.

Bridge Subnet - Make a bridge between the selected LAN
subnet and such WAN interface.
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After finished the above settings, click OK to save the settings.

[I-1-2-13 Details Page for IPv6 — Static IPv6 in in WAN1/WAN2

This type allows you to setup static IPv6 address for WAN interface.

WAN == Internet Access d
WAN 1
PPPoE | PPPoA MPoA | Static or Dynamic IP IPve
Internet Access Mode
Connection Type Static IPvG A
Static IPv6 Address Configuration
IPv6 Address I Prefix Length

|7 ] | [Add | [ Update | | Delete |

Current IPv6 Address Table

Index IPv6 Address/Prefix Length Scope

Static IPv6 Gateway configuration
IPv6 Gateway Address

WAN Connection Detection

Moce
Ping IP/Hostname |
TTL(1-255 0:Aute) o
RIPng Protocol
[JEnable
Bridge Mode
[ Enable Bridge Mode
Bridge Subnet

| OK || Cancel |

Available settings are explained as follows:

Item Description
Static IPv6 Address IPv6 Address - Type the IPv6 Static IP Address.
Configuration Prefix Length - Type the fixed value for prefix length.

Add - Click it to add a new entry.
Update - Click it to modify an existed entry.
Delete - Click it to remove an existed entry.

Current IPv6 Address Display current interface IPv6 address.

Table

Static IPv6 Gateway IPv6 Gateway Address - Type your IPv6 gateway address
Configuration here.
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WAN Connection
Detection

Such function allows you to verify whether network
connection is alive or not through Ping Detect.

Mode - Choose Always On or Ping Detect or NS Detect for
the system to execute for WAN detection. Always On means
no detection will be executed. The network connection will
be on always.

® Ping IP/Hostname - If you choose Ping Detect as
detection mode, you have to type IP address in this field
for pinging.

® TTL (Time to Live) -If you choose Ping Detect as
detection mode, you have to type TTL value.

RIPng Protocol

RIPng (RIP next generation) offers the same functions and
benefits as IPv4 RIP v2.

Bridge Mode

Enable Bridge Mode - If the function is enabled, the router
will work as a bridge modem.

Enable Firewall - It is available when Bridge Mode is
enabled. When both Bridge Mode and Firewall check boxes
are enabled, the settings configured (user profiles) under
User Management will be ignored. And all of the filter rules
defined and enabled in Firewall menu will be activated.

Bridge Subnet - Make a bridge between the selected LAN
subnet and such WAN interface.

After finished the above settings, click OK to save the settings.
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[1-1-2-14 Details Page for IPv6 — 6in4 Static Tunnel in WAN1 / WAN2

This type allows you to setup 6in4 Static Tunnel for WAN interface.

Such mode allows the router to access IPv6 network through IPv4 network.

However, 6in4 offers a prefix outside of 2002::0/16. So, you can use a fixed endpoint rather
than anycast endpoint. The mode has more reliability.

WAN == Internet Access

WAN 1
PPPOE | PPPoA

o

MPoA [ Static or Dynamic IP IPve

Internet Access Mode
Connection Type

6ind Static Tunnel
Remote Endpoint IPv4 Address
Gind IPvE Address
LAN Routed Prefix
Tunnel TTL

WAN Connection Detection
Mode

Ping IP/Hostname
TTL(1-255 0:Auto)

Bind Static Tunnel v

|
| g
(255 |default255)

o
=

|idefault:64)

o
=

|{d efault:64)

|
C—

| oK || cancel |

Available settings are explained as follows:

Item

Description

Remote Endpoint IPv4
Address

Type the static IPv4 address for the remote server.

6in4 IPv6 Address

Type the static IPv6 address for IPv4 tunnel with the value
for prefix length.

LAN Routed Prefix

Type the static IPv6 address for LAN routing with the value
for prefix length.

Tunnel TTL

Type the number for the data lifetime in tunnel.

WAN Connection
Detection

Such function allows you to verify whether network
connection is alive or not through Ping Detect.

Mode - Choose Always On or Ping Detect for the system to
execute for WAN detection. Always On means no detection
will be executed. The network connection will be on always.

® Ping IP/Hostname - If you choose Ping Detect as
detection mode, you have to type IP address in this field
for pinging.

@ TTL (Time to Live) -If you choose Ping Detect as
detection mode, you have to type TTL value.

After finished the above settings, click OK to save the settings.

Below shows an example for successful IPv6 connection based on 6in4 Static Tunnel mode.
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Online Status

Physical Connection
IPv4 IPvé

System Uptime: Oday 0:4:16

LAN Status
IP Address

2001:4DD0:FF00:83E4:21D:AAFF:FE83:11B4/64 (Global)
FEB0::21D:AAFF:FE83:11B4/64 (Link)

TX Packets RX Packets TX Bytes RX Bytes

14 80 1244 6815
WAN1 IPv6 Status

Enable Mode Up Time

Yes 6in4 Static Tunnel 0:04:07

IP Gateway IP

2001:4DD0:FF10:83E4::2131/64 (Global) =
FEB0::COA8:651D/128 (Link)

TX Packets RX Packets TX Bytes RX Bytes
3 26 211 2302
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[I-1-2-15 Details Page for IPv6 — 6rd in WAN1 / WAN2

This type allows you to setup 6rd for WAN interface.

WAN >> Internet Access

WAN 1
PPPoE / PPPoA MPoA / Static or Dynamic IP IPvé
Internet Access Mode
Connection Type Brd v

Grd Settings
Brd Mode

Static 6rd Settings
IPv4 Border Relay:

IPv4 Mask Length:
Brd Prefix:
6rd Prefix Length:

WAN Connection Detection
Mode

Ping IP/Hostname
TTL(1-255,0:Auto)

() Auto 6rd @ Static 5rd

T

| oK || cancel |

Available settings are explained as follows:

Item

Description

6rd Mode

Auto 6rd - Retrieve 6rd prefix automatically from 6rd service
provider. The IPv4 WAN must be set as "DHCP".

Static 6rd - Set 6rd options manually.

IPv4 Border Relay

Type the IPv4 addresses of the 6rd Border Relay for a given
6rd domain.

IPv4 Mask Length

Type a number of high-order bits that are identical across all
CE IPv4 addresses within a given 6rd domain.

It may be any value between 0 and 32.

6rd Prefix

Type the 6rd IPv6 address.

6rd Prefix Length

Type the IPv6 prefix length for the 6rd IPv6 prefix in number
of bits.

WAN Connection
Detection

Such function allows you to verify whether network
connection is alive or not through Ping Detect.

Mode - Choose Always On or Ping Detect for the system to
execute for WAN detection. Always On means no detection
will be executed. The network connection will be on always.

® Ping IP/Hostname - If you choose Ping Detect as
detection mode, you have to type IP address in this field
for pinging.

® TTL (Time to Live) -If you choose Ping Detect as
detection mode, you have to type TTL value.

After finished the above settings, click OK to save the settings.

Below shows an example for successful IPv6 connection based on 6rd mode.
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Online Status

Physical Connection

System Uptime: Oday 0:9:15

IPv4d IPvE

LAN Status

IP Address

2001:E41:A865:1D00:21D:AAFF:FE83:11B4/64 (Global)

FE80::21D:AAFF:FE83:11B4/64 (Link)

TX Packets RX Packets TX Bytes RX Bytes

15 113 1354 18040
WAN1 IPv6 Status

Enable Mode Up Time

Yes ord 0:09:06

IP Gateway IP

2001:E41:A865:1D01:21D:AAFF:FE83:11B5/128 sz2
(Global)

FE80::C0A8:651D/128 (Link)

TX Packets RX Packets TX Bytes RX Bytes

13 29 967 2620
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11-1-3 Multi-PVC/VLAN

Multi-PVC/VLAN lets you configure multiple permanent virtual circuits (PVCs) and ATM QoS
for channels using ADSL.

Channel 1 to 4 have the following fixed assignments and cannot be altered.
® Channel 1: ADSL on WANL1.

® Channel 2: Ethernet on WAN2.

®  Channel 3: USB1 (WAN3).

Channels 4 through 10 can be bridged to one or more of the 3 LAN ports P2 through P4. In
addition, Channels 4 through 6 can be configured as virtual WANs (WAN4 through WANG).

General

WAN >> Multi- PVC/VLAN 9

Multi-PVC/VLAN

General Advanced
Channel Enable  WANType  VPIVCI VLAN Tag Port-based Bridge Wireless LAN(2.4GHz) Wireless LAN(5GHz)
1 VDSL2(WAN1) None
2 Ethermnet(WAN2) None
4. WAN4 [ ADSL 1144 None Enable |P1_ P2l P3L /P4 SSID1 | SSID2 |SSID3 |/ SSID4 $SID1/ /55102 §SID3 | SSID4
5. WANS (] ADSL 1145 None Enable _|P1_ P2/ |P3[/P4 SSID1 [ /88ID2  |SSID3 | SSID4 SSID1//SSID2| | SSID3 | SSID4
6. WANE O ADSL 1146 None Enable _|P1_/ P2 P3 /P4 8SID1 [ 88ID2 | SSID3 [/ SSID4 $8ID1 ) SSID2 [ 88ID3 [ SSID4
1. ] VDSL None Enable _|P1_/P2/P3[IP4 SsID1 [ SSID2 |SSID3 | SSID4 $SID1//SSID2 [ SSID3 I SSID4
8. ] VDSL None Enable _|P1_ P2/ P3[ /P4 SSID1/88ID2 | |SSID3 || SSID4 SSID1//SSID2 | SSID3 I SSID4
9. O VDsL None Enable _|P1P2P3[]P4 SSID1 . SSID2 |SSID3 | SSID4 $SID1//SSID2 | SSID3 | SSID4
10. ] VDSL None Enable |P1_ P2/ P3 /P4 SsID1 [ §8ID2 | SSID3 [/ SSID4 $SID1/ /55102 55103 | SSID4
Note:

Channel 3 are reserved for USB WAN

[ ok ][ cancel |

Available settings are explained as follows:

Item Description

Channel Display the number of each channel.
Channels 4 ~ 10 are configurable.

Enable Display whether the settings in this channel are enabled
(Yes) or not (No).
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To configure a PVC channel, click its channel number.

WAN links for Channel 4, 5 and 6 are provided for router-borne application such as TR-069.
The settings must be applied and obtained from your ISP. For your special request, please
contact with your ISP and then click WAN link of Channel 5, 6 or 7 to configure your router.

WAN == Multi-PVC/VLAN == Channel 5

J Enable Channel 5:

WAN Type - ADSL w

General Settings ATM QoS
VPI 1 QoS Type UBR w
Vel 45 PCR 0
Protocaol PPPDA w SCR 0
Encapsulation CMUX W MBS 0

Add V0LAN Header

WLAM Tag 0
Priority 0

[ Open Port-based Bridge Connection for this Channel
Physical Members
P1 P2 P3 P4
Wireless LAN(2 4GHz)
SSID1 SSID2 35103 SSID4
Wireless LAN(SGHZ)
SS101 SSID2 38103 SSID4

Open WAN Interface for this Channel

WAMN Application: Management YalP IPTV
WAMN Connection Detection

Mode ARF Detect v
PPPoE/PPPoA Client MPoA (RFC1483/2684)
ISP Access Setup Obtain an IP address automatically
ISP Name Router Name Vigor *
Username Domain Name i
FPassword * Required for some ISPs
PPP Authentication PAP or CHAP Specify an IP address

Always On 1P Address

Idle Timeout -1 second(s) Subnet Mask
IP Address From ISP Gateway IP Address
Fixed IP Yes Ma (Dynamic IF) DNS Server IP Address
Fixed IP Address Primary IP Address 8.8.8.8

Secondary IP Address 8844
| oK | | Cancel

Available settings are explained as follows:

Item Description

Enable Channel 4/5/6 Enable - Select to enable this channel.
Disable - Select to disable this channel.

WAN Type Specify a WAN type of the PVC Channel/VLAN.

ADSL w

YWDSL

Ethernet{WAN2)

ADSL- A PVC Channel will be created using an ADSL
connection on WANL.
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VDSL- A VLAN will be created using a VDSL connection on
WANL.

Ethernet (WAN2) - A VLAN will be created on WAN2.

General Settings

VPI - (Available when WAN Type is ADSL) Virtual Path
Identifier. Contact your ISP or carrier for the appropriate
value.

VCI - (Available when WAN Type is ADSL) Virtual Channel
Identifier. Contact your ISP or carrier for the appropriate
value.

Protocol - (Available when WAN Type is ADSL) Access
protocol used for the ADSL connection. Contact your ISP or
carrier for the appropriate setting.

®  PPPOA- Point-to-Point over ATM.

®  PPPoE- Point-to-Point over Ethernet.

®  MPoA- Multiprotocol over ATM.

Encapsulation - (Available when WAN Type is ADSL)
Encapsulation mode used for the ASDL connection. Contact
your ISP or carrier for the appropriate setting.

®  VC MUX- Virtual Circuit Multiplexing.

®  LLC/SNAP- Logical Link Control/Subnetwork Access
Protocol.

Add VLAN Header - (Available when WAN type is ADSL) If
selected, enable VLAN tagging on this PVC.

® VLAN Tag - Enter the value as the VLAN ID number.
Valid settings are in the range from 1 to 4095. The
network traffic flowing on each channel will be
identified by the system via their VLAN Tags. Channels
using the same WAN type may not configure the same
VLAN tag value.

®  Priority - Choose the number to determine the packet
priority for such VLAN. The range is from 0 to 7.

ATM Oo0S

Configures the Quality of Service (QoS) of the ATM circuit.
QoS Type - Select a proper QoS type for the channel.

®  UBR - Unspecified Bit Rate.

® CBR - Constant Bit Rate.

® ABR - Available Bit Rate.

® nrtVBR - Non-real-time Variable Bit Rate.

® rtVBR - Real-time Variable Bit Rate.

Enter the values for PCR(Peak Cell Rate), SCR(Sustainable
Cell Rate) and MBS(Maximum Burst Size) respectively.

Open Port-based Bridge
Connection for this
Channel

If selected, bridge this channel to one or more LAN ports.

Physical Members - If selected, a channel is bridged to this
LAN port.

Wireless LAN - If selected, a channel is bridged to the
wireless clients using the SSID.

Note: LAN port P1 is reserved for NAT use and cannot be
selected for bridging.

Open WAN Interface for
this Channel

Check the box to enable relating function.
WAN Application -

® Management - It can be specified for general
management (Web configuration/telnet/TR069). If you
choose Management, the configuration for this VLAN
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will be effective for Web configuration/telnet/TR069.
® IPTV - The IPTV configuration will allow the WAN
interface to send IGMP packets to IPTV servers.

® VolIP - The VolP configuration will allow the WAN
interface created here to send SIP registration packets
and other VolP management packets.

WAN Connection Such function is available only when ADSL is selected as WAN
Detection Type.

It allows you to verify whether network connection is alive or
not through ARP Detect or Ping Detect.

Mode - Choose ARP Detect or Ping Detect for the system to

execute for WAN detection. If you choose Ping Detect as the

detection mode, you have to type required settings for the

following items.

® Primary/Secondary Ping IP - If you choose Ping Detect as
detection mode, you have to type Primary or Secondary IP
address in this field for pinging.

® Ping Gateway IP - If you choose Ping Detect as detection
mode, you also can enable this setting to use current WAN
gateway IP address for pinging.
With the IP address(es) pinging, Vigor router can check if
the WAN connection is on or off.

® TTL (Time to Live) - Set TTL value of PING operation.

® Ping Interval - Type the interval for the system to
execute the PING operation.

® Ping Retry - Type the number of times that the system is
allowed to execute the PING operation before WAN
disconnection is judged.

PPPOE/PPPOA Client ISP Enter your allocated username, password and authentication
Access Setup parameters according to the information provided by your
ISP.

ISP Name - PPP Service Name. Enter if your ISP requires this
setting; otherwise leave blank.

Username - Name provided by the ISP for PPPOE/PPPoA
authentication. Maximum length is 62 characters.

Password - Password provided by the ISP for PPPOE/PPPoOA
authentication. Maximum length is 62 characters.

PPP Authentication -The protocol used for PPP
authentication.

®  PAP only- Only PAP (Password Authentication Protocol)
is used.

®  PAP or CHAP- Both PAP and CHAP
(Challenge-Handshake Authentication Protocol) can be
used for PPP authentication. Router negotiates with the
PPTP or L2TP server to determine which protocol to

use.
Always On - If selected, the router will maintain the
PPPOE/PPPOA connection.

Idle Timeout - Maximum length of time, in seconds, of idling
allowed (no traffic) before the connection is dropped.

ISP Address from ISP - Specifies how the WAN IP address of
the channel configured.

® FixedIP
Yes - IP address entered in the Fixed IP Address field
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will be used as the IP address of the virtual WAN.

No - Virtual WAN IP address will be assigned by the ISP’s
PPPOE/PPPOA server.

MPoOA

Obtain an IP address automatically - Select this option if the
router is to receive IP configuration information from a DHCP
server.

® Router Name - Sets the value of DHCP Option 12, which
is used by some ISPs.

® Domain Name - Sets the value of DHCP Option 15,
which is used by some ISPs.

Specify an IP address - Select this option to manually enter
the IP address.

@® [P Address - Type in the IP address.
® Subnet Mask - Type in the subnet mask.

® Gateway IP Address - Type in gateway IP address.

DNS Server IP Address - Type in the primary IP address for
the router if you want to use Static IP mode. If necessary,
type in secondary IP address for necessity in the future.

After finished the above settings, click OK to save the settings and return to previous page.
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Click any index (7~10) to get the following web page:

WAN => Multi-PVC/IVLAN == Channel 7

Enable Channel 7:

Bridge mode
[JEnable
Physical Members
Wireless LAN(2 4GHz)

Wireless LAN(5GHz)

Note:

WAN Type -
General Settings
WLAN Header
VLAN Tag: o ]
Priority:
Note:

Tag value must be set between 1~4095 and unique for each channel.
Only ene channel can be untagged (equal to 0) at a time.

Pl P2 P3 P4
ssID1 88Dz SSID3 SSID4

S5ID1 SSID2 55103 SSID4

P1is reserved for NAT use,and cannot be configured for bridge mode.

| oK | | Cancel

Available settings are explained as follows:

Item

Description

Enable Channel 7~10

Enable - Select to enable this channel.
Disable - Select to disable this channel.

WAN Type

Specify a WAN type of the PVC Channel/VLAN.

ADSL o

YDSL

Ethernet{\WaN2)

ADSL- A PVC Channel will be created using an ADSL
connection on WAN1.

VDSL- A VLAN will be created using a VDSL connection on
WANL.

Ethernet (WAN2) - A VLAN will be created on WAN2.

General Settings

VPI - (Available when WAN Type is ADSL) Virtual Path
Identifier. Contact your ISP or carrier for the appropriate
value.

VCI - (Available when WAN Type is ADSL) Virtual Channel
Identifier. Contact your ISP or carrier for the appropriate
value.

Protocol - (Available when WAN Type is ADSL) Access
protocol used for the ADSL connection. Contact your ISP or
carrier for the appropriate setting.

[ ] PPPoA- Point-to-Point over ATM.
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®  PPPoE- Point-to-Point over Ethernet.

®  MPoA- Multiprotocol over ATM.

Encapsulation - (Available when WAN Type is ADSL)

Encapsulation mode used for the ASDL connection. Contact

your ISP or carrier for the appropriate setting.

® VC MUX- Virtual Circuit Multiplexing.

®  |LLC/SNAP- Logical Link Control/Subnetwork Access
Protocol.

Add VLAN Header - (Available when WAN type is ADSL) If

selected, enable VLAN tagging on this PVC.

® VLAN Tag - Enter the value as the VLAN ID number.
Valid settings are in the range from 1 to 4095. The
network traffic flowing on each channel will be
identified by the system via their VLAN Tags. Channels
using the same WAN type may not configure the same
VLAN tag value.

®  Priority - Choose the number to determine the packet
priority for such VLAN. The range is from O to 7.

ATM O0S Configures the Quality of Service (QoS) of the ATM circuit.
QoS Type - Select a proper QoS type for the channel.

® UBR - Unspecified Bit Rate.
® CBR - Constant Bit Rate.
°
°

ABR - Available Bit Rate.
nrtVBR - Non-real-time Variable Bit Rate.
[ ) rtVBR - Real-time Variable Bit Rate.

Enter the values for PCR(Peak Cell Rate), SCR(Sustainable
Cell Rate) and MBS(Maximum Burst Size) respectively.

Bridge mode Enable - Click it to enable Bridge mode for such channel.

Physical Members - Group the physical ports by checking the
corresponding check box(es) for applying the bridge

connection.

Bridge mode If selected, bridge this channel to one or more LAN ports.
Physical Members - If selected, a channel is bridged to this
LAN port.

Wireless LAN - If selected, a channel is bridged to the
wireless clients using the SSID.

Note: LAN port P1 is reserved for NAT use and cannot be
selected for bridging.

Advanced

Such configuration is applied to upstream packets. Such information will be provided by ISP.
Please contact with your ISP for detailed information.
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WAN >> Multi PVCVLAN ]

Multi-PVC/VLAN
General Advanced

ATM QoS

Channel QoS Type PCR SCR mBs PVC to PVC Binding
1 0 ;

©m N os N

oleefaafaaasa

10.

Note:

1.If the parameters in the ATM QoS setfings are set to zero, then their default settings will be used. Also, PCR(max)=ADSL Up Speed /53/3

2. Multiple channels may use the same ADSL channel link through the PVC Binding configuration. The PVC Binding configuration is anly supported for channels using ADSL, please make sure
the channel that you are binding to Is using ADSL as its WAN type. The binding will work enly under PPPoE and MPoA 1483 Bridge mode.

3.Channel 3 are reserved for USB WAN

[ ok || cance |

Available settings are explained as follows:

Item Description

Channel The channel number. Channels 3 is reserved for the WAN 3
(USB), and is not configurable.

QoS Type Select a proper QoS type for the channel according to the
information that your ISP provides.

UBR- Unspecified Bit Rate.
CBR- Constant Bit Rate.
ABR- Available Bit Rate.

nrtVBR-Non-real-time Variable Bit Rate.
rtVBR- Real-time Variable Bit Rate.

PCR It represents Peak Cell Rate. The default setting is “0”.

SCR It represents Sustainable Cell Rate. The value of SCR must be
smaller than PCR.

MBS It represents Maximum Burst Size. The range of the value is
10 to 50.

PVC to PVC Binding If you wish to have this PVC channel use the same ADSL

connection settings of another PVC channel, select that
channel from the dropdown box.

After finished the above settings, click OK to save the settings.

Vigor2765 Series User’s Guide 99



lI-1-4 WAN Budget

This function is used to determine the data traffic volume for each WAN interface
respectively to prevent from overcharges for data transmission by the ISP. Please note that
the Quota Limit and Billing cycle day of month settings will need to be configured correctly
first in order for some period calculations to be performed correctly.

The WAN Budget feature allows you to conveniently keep track of Internet traffic volume.
You can:

- set up calendar cycles to monitor;
- limit your Internet usage according to your ISP's quota;

- set up action(s) to take when the quota is exceeded.

I1-1-4-1 General Setup

WAN >> WAN Budget 7 )
General Setup Status
Index  Enable Guota When quota exceeded Time cycle Duration
WAN1 (] OMB/OMB 0/00/00 00:00~0/00/00 00:00
WAN2 O OMB/OMB 0/00/00 00:00~0/00/00 00:00
WAN3 (] OMB/OMB 0/00/00 00:00~0/00/00 00:00
Note:
1.1":1:r§;:get traffic information provided here is for reference only, please consult your ISP for the actual traffic usage and

2. When hardware acceleration function is used, the meonitored WAN traffic of Ethernet WAN interfaces may be slightly
inaccurate.

| oK | | Cancel |
Item Description
Index The WAN port.
Click to configure WAN Budget for a particular WAN.
Enable v - WAN Budget is enabled on this WAN.

x - WAN Budget is disabled on this WAN.

Quota The current cycle’s Internet usage is expressed as x/y where
x is the cumulative usage and y is the upper limit. For
example, 100MB/200MB means the usage thus far in this
cycle is 100MB, and the upper limit is 200MB.

When quota exceeded Actions to be taken once the quota is reached.
Shutdown - WAN will be disabled.
Mail Alert - Email will be sent to the administrator.

Time cycle Reset frequency of the usage data.
Monthly - The Monthly option in the Criterion and Action
tab was used to set up the usage quota.

User Defined: The User Defined option in the Criterion and
Action tab was used to set up the usage qota.

Duration Start and end timestamps of the current cycle.

Click WAN1/WAN2/WAN3 link to open the following web page.
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WAN => WAN Budget

WAN 1

[J Enable
Criterion and Action

Quota Limit: 0 |MB «|

When quota exceeded : [ Shutdown WAN interface

Set Mail Alert or SMS message.

Monthly Custom

) Use Cycle in hours
@ Use Cycle in days
Usage counter resets at the beginning of each cycle.

Cycle duration - days.
Today is day in the cycle and data quota resets at | 00:00 »

Note:
1. Please make sure the Time and Date of the router is configured.
2. 5MS message and mail will be sent when the usage reaches 35% and 100% of quota.

| OK || Cancel |

Available settings are explained as follows:

Item Description
Enable When selected, WAN Budget is enabled for this WAN.
Quota Limit Type the data traffic quota allowed for such WAN interface.

There are two unit (MB and GB) offered for you to specify.

When quota exceeded Check the box(es) as the condition(s) for the system to

object.

calculated continuously.

out.

perform when the traffic has exceeded the budget limit.

Shutdown WAN interface - All the outgoing traffic through
such WAN interface will be terminated.

®  Using Notification Object - The system will send out a
notification based on the content of the notification

® Set Mail Alert - The system will send out a warning
message to the administrator when the quota is running
out. However, the connection charges will be

® Set SMS message - The system will send out SMS
message to the administrator when the quota is running

Monthly Some ISP might apply for the network limitation based on the

Monthhy

Data quota resets on day |1«

day in one month.

traffic limit per month. This setting is to offer a mechanism
of resetting the traffic record every month.

Select the day of a month when your (cellular) data resets,
at | 0000w

Data quota resets on day ... - You can determine the starting

Custom This setting allows the user to define the billing cycle

an interval of billing cycle.

according to his request. The WAN budget will be reset with
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Monthly is default setting. If long period or a short period is
required, use Custom. The period of cycle duration is
between 1 day and 60 days. You can determine the cycle
duration by specifying the days and the hours. In addition,
you can specify which day of today is in a cycle.

Use Cycle in hours -
Maonthhy Custom

@ Use Cycle in hours

O Use Cycle in days
Usage counter resets at the beginning of each cycle.

Cycle duration : |1« |daysand |0 | hours

Today is day |1 | in the cycle.

® Cycle duration: Specify the days and hours to reset the
traffic record. For example, 7 means the whole cycle is 7
days; 20 means the whole cycle is 20 days. When the time
is up, the router will reset the traffic record
automatically.

® Today is day - Specify the day in the cycle as the starting
point which Vigor router will reset the traffic record. For
example, “3” means the third day of the cycle duration.

Use Cycle in days -
Monthhy Custom

O Use Cycle in hours

® Use Cycle in days
lUsage counter resets at the beginning of each cycle.

Cycle duration ;|1 % | days.
Today is day |1+ |in the cycle and data quota resets at | 0000 |+

® Cycle duration: Specify the days to reset the traffic
record. For example, 7 means the whole cycle is 7 days;
20 means the whole cycle is 20 days. When the time is up,
the router will reset the traffic record automatically.

® Today is day - Specify the day and time for data quota
rest in the cycle as the starting point which Vigor router
will reset the traffic record. For example, “3” means the
third day of the cycle duration.

After finished the above settings, click OK to save the settings.
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[1-1-4-2 Status

The status page displays the status WAN budget, including the duration and the usage.

WAN >> WAN Budget

General Setup

Status

Interface: Wan2

Refresh Minis) |1

Duration: [2014/07i19 11:00~2014/08/07 11:00 |

| Refresh |

1000MB

If the WAN budget is exhausted, a lock will be displayed on the page if Shutdown WAN

interface is selected. Which means no data transmission will be carried out. Moreover, the

system will send out a warning message to the administrator if Send Mail Alert to

Administrator is selected. Or, the system will send out SMS message to the administrator if

Send SMS messages to Administrator is selected.

WAN >>WAN Budget

General Setup

Status

Interface: Wan2

Refresh Minis) |1

Duration: [2014/07618 11:00~201408/07 11:00 |

2500MB
SMB
250%
[
0
1000MB

| Refresh |
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Application Notes

A-1 How to configure IPv6 on WAN interface?

This document is going to demonstrate how to implement an IPv6 address on Vigor Router's

WAN.
1. Before configuring IPv6 on WAN, please make sure the router is connected to the I1Pv4
Internet.
Online Status
Physical Connection Systern Uptime: Oday 0:3:25
IPwd IPvi

LAM Status Primary DNS: 168.95.1.1 Secondary DNS: 168.95.192.1
IP Address TX Packets RX Packets
192.168.86.1 643 793

WAN 1 Status == Dial PPPos&
Enable Line Mame Mode Up Time
Yes ADSL PFPoA Q0:00: 00
P GW IP TX Packets  TX Rate(Bps) RXPackets RX Rate{Bps)
- 0 0 0 0

WAN 2 Status - Drop PPPoE
Enakle Line Marme Maode Up Time
YVes Ethermet PPPoE 0:03:20
P GW P TX Packets  TX Rate{Bps) RX Packets  RX Rate{Bps)
118, 000, L2 Lol [l W e s 74 3 81 g

AAFA KD T C@mdem

2. Go to WAN >> Internet Access, click on IPv6 of the WAN interface that you would like to
configure an IPv6 address.

WAN == Internet Access
Internet Access
Index Display HName Physical Mode Access Mode
WiAN1 ADSL f VDSL2 PFPoE | PPPoA b Dretads Page || IPvE
WAN2 Ethernet PPPoE v | Detads Page
WaN3 1SR Mone T Natads Panae IPwR
Q,

3. Select a Connection Type from the drop-down list, enter the required parameters. Then
click OK and reboot the router to apply the settings.

WAN == Internet Access d
VAN 2
PPPoE Static or Dynamic [P PPTRILZTP IPvE
Internet Access Mode
Connection Type Offline i -
GRS
TSPC
AICCU
DHCPE Chent
OK || static IPv6
Gind Static Tunmnel
Brd
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4. After accomplishing the configurations, Network Administrator may check the status from
the IPv6 tab on Online Status >> Physical Connection page.

Online Status
Physical Connection £y Uptime: Oday 0:57:49
1Pwd 1Pvé
LAN Status
1 Address

2406 a7 LG 17123 (Global)
FESQ: : TL O AT MO L= TR0 64 (Link)

TX Packets RX Packets TX Bytes RX Bytes

1277 3060 182180 450067
WANT IPv6 Swius

Enable Mode Up Time

NG Offline

P Gateway |P
WANZ IPv6 Swatus

Enable Mode Up Time

Yes Static IPvE 0:57:43

P Gateway [P

2406:1EI 1 1re11/123 (Global) 2406: ATl 15 G-

2406 ME00 T Sl 123 (Global)

FESQ: I Sl TTE 14302064 (Link)

TX Packets RX Packets TX Bytes RX Bytes
120 2612 445044 224316

5. Furthermore, Network Administrator may test the connectivity of IPv6 from the router by
going to Diagnostics >> Ping Diagnosis and selecting "IPv6".

Diagnostics >> Ping Diagnosis

Ping Diagnosis

Mote: If you want to ping a LAN PC or you don't want to specify which WAN to
piivg through, please select "Unspecifiad”.

Pirg through: | Unspecfied «
Pirng IPvE Address:

Run

Result | Clear |
Pinging ipvé.google.com with 64 bytes of Data:
Receiwe?%?s?'msﬂﬁ:dm:(ﬂd::ﬁﬁ, time==100ms

Receive reply from 2484:6800:4008:004::66, time==dddms

Receive reply from 2404:6800:4008:004: 66, time==400ms

Receive reply from 2404:6800:4008:004;::66, time==J400ms

Receive reply from 2404 :6889:4008:0084::66, time==J38ms
Packets: Sent = 5, Received = 5, Lost = B (X loss)

Below we will provide some examples of configuring IPv6 with different connection types.
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PPP (Point-to-Point Protocol)

This applies if the IPv4 access mode is PPPoE, and the IPv4 ISP also provides an IPv6 address.
To use IPv6 PPP, you just need to choose the Connection Type to "PPP", no other setting is
required.

WAN == Internet Access a

WAN 2
PPPoE Static or Dynamic IP PPTPL2TP IPvG

Internet Access Mode
Connection Type FFPP w

WhaAN Connection Detection
Mode Algeays On W

RIPng Protocol
[JEnable

Hote:
[Py Wak setting should be PPPoE f PPPod client.

[ ok ] [ cancel |

TSPC (Tunnel Setup Protocol Client)

In this mode, the IPv6 connectivity is provided by a tunnel broker on the IPv4 Internet through
a tunnel set up by Tunnel Setup Protocol (TSP). To use TSPC, you'll need to sign up for a
tunnel broker service and get a username and password first, then, configure the router as
follows:

1. Set Connection Type to TSPC.
2.  Enter the Username and Password registered at the TSP server.

3. Enter the IP or Domain Name of the TSPC server for Tunnel Broker.

WAN =>> Internet Access a

WAN 2
PPPoE Static or Dynamic IP PPTPA2TP 1P

Internet Access Mode
Connection Type TSPC w

TSPC Configuration
Llsername e
Password — [eesesesees

Tunnel Broker hroker aaretnet.au

WAN Connection Detection
Mode Always On [ »

[ ok | [ cancel |
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Static IPv6

If your ISP provides a static IPv6 address for you, you may configure that IPv6 address for WAN

by doing the following steps:
1.

2.

Set Connection Type to Static IPv6.

WAN > Internet Access

WAN 2
B
Internet Access Mode
Connection Type
Statie IPvE Address Configuratien
1Pv6 Address

Ll

Static IPvG M

[ Prefix Length

| 2406242201 3203

{2z | Add

Current IPvE Address Table
Indaw IPvE Addrass/Prafix Langth
1 FES0: : 8FFB: CE3DS12E

address of IPv6 Gateway.

WAN == Internet Access

VWAN Z

FPPoE Statle or Dynamic IP

Internet Access Made

Soope

Link

PPTRILZTP

Enter the IPv6 address and Prefix Length which provided by the ISP, and click Add.

d

Delete

You should see the IPv6 address in Current IPv6 Address Table. Then, specify the IP

o

Connection Type

Static |PvE Address Configuration
IPvE Address

Current IPvE Address Table
Index IFvE Addrass/Brafix Langt 141

i 2406w 2T by 123

Stabc IPvE v

[/ Prefix Length
! Add

Jafe)a -]

Delete

F FEQU: : dID:ARFF:FECE

FaTEAa4

Static IPvE Gateway configuration
1Pwh Gateway Address

Link

| 24060000 v

WAN Connection Detection
Maode Alvays On =
" Bridge Mode
Enable Bridge Mode
Bridge Subnet
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6in4 Static Tunnel

In this mode, the IPv6 connectivity is provided by a tunnel broker on the IPv4 Internet through
a tunnel configured manually. To use 6in4 Static Tunnel, you need sign up for a tunnel broker
service and get an IPv6 address and routed IPv6 prefixes first. Then, configure the router as

follows:

1.

2
3.
4

Set Connection Type to 6in4 Static Tunnel.

Enter the tunnel server's IPv4 address in Remote Endpoint IPv4 Address.

Enter the router's IPv6 address in 6in4 IPv6 Address.

Enter the routed IPv6 prefix in LAN Routed Prefix.

WAMN >> Internet Access

WAN 2
PPPOE

Static or Dynamic IP PPTPL2TP 1Pt

Internet Access Mode
Connection Type

6ind Static Tunnel

Gin4 [Pv6 Address
LAN Routed Prefix

Remote Endpoint IPv4 &ddress

Gind Static Tunnel |+

63T E
20014 /111283612 ! |54 (default:64)
2001+ 20 14 36 ! g4 (default:64)

Tunnel TTL 255 (default;255)
WaAN Connection Detection
Mode Abweays On

[ ok ] [ cancel |
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lI-2 LAN

Local Area Network (LAN) is a group of subnets regulated and ruled by router. The design of
network structure is related to what type of public IP addresses coming from your ISP.

The most generic function of Vigor router is NAT. It creates a private subnet of your own. As
mentioned previously, the router will talk to other public hosts on the Internet by using public
IP address and talking to local hosts by using its private IP address. What NAT does is to
translate the packets from public IP address to private IP address to forward the right packets
to the right host and vice versa. Besides, Vigor router has a built-in DHCP server that assigns
private IP address to each local host. See the following diagram for a briefly understanding.

=

Public IP Address

Private Subnet
Router |IP Address: 192.168.1.1

=

2 et

192.168.1.10 192.168.1.11 192.168.1.12 192.168.1.13

|

In some special case, you may have a public IP subnet from your ISP such as 220.135.240.0/24.
This means that you can set up a public subnet or call second subnet that each host is
equipped with a public IP address. As a part of the public subnet, the Vigor router will serve
for IP routing to help hosts in the public subnet to communicate with other public hosts or
servers outside. Therefore, the router should be set as the gateway for public hosts.

=

Public IP Address:
220.135.240.207 sl

Private Subnet
Router IP Address: 192.168.1.1 Public Subnet

192.168.1.22  192.168.1.11 220.135.240.210 220.135.240.209
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What is Routing Information Protocol (RIP)

Vigor router will exchange routing information with neighboring routers using the RIP to
accomplish IP routing. This allows users to change the information of the router such as IP
address and the routers will automatically inform for each other.

What is Static Route

When you have several subnets in your LAN, sometimes a more effective and quicker way for
connection is the Static routes function rather than other method. You may simply set rules

to forward data from one specified subnet to another specified subnet without the presence
of RIP.

What are Virtual LANs and Rate Control

You can group local hosts by physical ports and create up to 8 virtual LANs. To manage the
communication between different groups, please set up rules in Virtual LAN (VLAN) function
and the rate of each.

192.168.1.11  192.168.1.10 192.168.1.13 192.168.1.12
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Web User Interface

1I-2-1 General Setup

This page provides you the general settings for LAN. Click LAN to open the LAN settings page
and choose General Setup.

There are several subnets provided by the router which allow users to divide groups into
different subnets (LAN1 - LAN2). In addition, different subnets can link for each other by
configuring Inter-LAN Routing. At present, LAN1 setting is fixed with NAT mode only. LAN2
can be operated under NAT or Route mode. IP Routed Subnet can be operated under Route
mode.

LAN == General Setup

General Setup

Index Enable DHCP IP Address

LAN 1 v v 192.168.1.1

LAN 2 192.168.2.1 IPv6
IP Routed Subnet a 192.168.0.1

DHCP Server Option

Note:
Please enable LAN 2 on LAN == VLAN page before configure them.

[JForce router te use "DNS server IP address” settings specified in LANT ¥~

Inter-LAN Routing
Subnet LAN1 LAN 2
LAN 1
LAN 2

Available settings are explained as follows:

Item Description

General Setup Allow to configure settings for each subnet respectively.
Index - Display all of the LAN items.

Enable- Basically, LAN1 status is enabled in default. LAN2
and IP Routed Subnet can be observed by checking the box of
Status.

DHCP- LANL1 is configured with DHCP in default. If required,
please check the DHCP box for each LAN.
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IP Address - Display the IP address for each LAN item. Such
information is set in default and you can not modify it.

Details Page - Click it to access into the setting page. Each
LAN will have different LAN configuration page. Each LAN
must be configured in different subnet.

IPv6 - Click it to access into the settings page of IPv6.

DHCP Server Option

DHCP packets can be processed by adding option number and
data information when such function is enabled.
LAN >> General Setup

DHCP Server Customized Status

IPv4 IPve Set to Factory Default

Customized List

Enable Interface Option Type Data

Enable:
All LANT LANZ IP Routed Subnet
a (] (]
NextServer P Address/Sladar: |
Option Number: :
DataType: ® ASCII Character (EX :Option:18, Datar/path)
(O Hexadecimal Digit (EX: Option:18, Data:2f70617468)
(O Address List (EX -Option'44, Data:172 16.2.10,172.16.2.20 )

Interface:

Data: |Max: 127 characters

['Add | [ Update | | Delete | [ Reset |

Note:

1. Configuring options 44, 46 or 86 here will cverwrite the settings by telnet command "msubnet”

2 Configuring option 3 here will averwrite the setting in "LAN >> General Setup” Details Page's "Gateway IP Address” field

3. Configuring option 15 here will overwrite the setting in "WAN >> Internet Access >> Static or Dynamic IP" Detail Page's
"Domain Name" field

[ox |

Enable/Disable - Enable/Disable the function of DHCP
Option. Each DHCP option is composed by an option number
with data. For example,

Option number:100
Data: abcd

When such function is enabled, the specified values for DHCP
option will be seen in DHCP reply packets.

Interface - Choose the interface for such option.

Next Server IP Address/SIAddr - Type the IP address for the
next server. Vigor router’s DHCP server can redirect clients
to a secondary server specified in such field.

Option Number - Type a number for such function.
DataType - Choose the type (ASCII or Hex or address list) for
the data to be stored.

Data - Type the content of the data to be processed by the
function of DHCP option.

Force router to use DNS
server IP address .....

Force Vigor router to use DNS servers configured in
LAN1/LANZ instead of DNS servers given by the Internet
Access server (PPPoE, PPTP, L2TP or DHCP server).

Inter-LAN Routing

Check the box to link two or more different subnets (LAN and
LAN).

When you finish the configuration, please click OK to save and exit this page.
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[I-2-1-1 Details Page for LAN1 — Ethernet TCP/IP and DHCP Setup

There are two configuration pages for LAN1, Ethernet TCP/IP and DHCP Setup (based on IPv4)
and IPv6 Setup. Click the tab for each type and refer to the following explanations for
detailed information.

LAN == General Setup

LAN 1 Ethernet TCP / IP and DHCP Setup LAN 1 IPvé Setup

Network Configuration DHCP Server Configuration

For NAT Usage (O Disable ® Enable Server O Enable Relay Agent
IP Address 192.168.1.1 || start 1P Address [192.168.1.10 |
Subnet Mask [2852552560/24 | |ip pool Counts 200 (max. 253)

Gateway IP Address  [192.166.1.1 |
Lease Time (86400 Iis)
Clear DHCF lease for inactive clients periodically

RIP Protocol Control

DNS Server IP Address
Primary |P Address | |
Secondary |P Address | |

L oK |
Available settings are explained as follows:
Item Description
Network Configuration For NAT Usage,

IP Address - Type in private IP address for connecting to a
local private network (Default: 192.168.1.1).

Subnet Mask - Type in an address code that determines the
size of the network. (Default: 255.255.255.0/ 24)

RIP Protocol Control,

Disable - deactivate the RIP protocol. It will lead to a
stoppage of the exchange of routing information between
routers. (Default)

Enable - activate the RIP protocol.

DHCP Server DHCP stands for Dynamic Host Configuration Protocol. The
Configuration router by factory default acts a DHCP server for your network
so it automatically dispatches related IP settings to any local
user configured as a DHCP client. It is highly recommended
that you leave the router enabled as a DHCP server if you do
not have a DHCP server for your network.

If you want to use another DHCP server in the network other
than the Vigor Router’s, you can let Relay Agent help you to
redirect the DHCP request to the specified location.

Disable Server - Let you manually assign IP address to every
host in the LAN.
Enable Relay Agent -Specify which subnet that DHCP server

is located the relay agent should redirect the DHCP request
to.

® DHCP Server IP Address - It is available when Enable
Relay Agent is checked. Set the IP address of the DHCP
server you are going to use so the Relay Agent can help
to forward the DHCP request to the DHCP server.

Enable Server - Let the router assign IP address to every host
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in the LAN.

@  Start IP Address - Enter a value of the IP address pool
for the DHCP server to start with when issuing IP
addresses. If the 1st IP address of your router is
192.168.1.1, the starting IP address must be
192.168.1.2 or greater, but smaller than 192.168.1.254.

® |P Pool Counts - Enter the maximum number of PCs that
you want the DHCP server to assign IP addresses to. The
default is 50 and the maximum is 253.

® Gateway IP Address - Enter a value of the gateway IP
address for the DHCP server. The value is usually as
same as the 1st IP address of the router, which means
the router is the default gateway.

® Lease Time - Enter the time to determine how long the
IP address assigned by DHCP server can be used.

® Clear DHCP lease for inactive clients periodically -
Whenever a DHCP client requests an IP address from
the LAN DHCP server, the server will give out an IP to
this client for a certain amount of time (e.g., 1 day).
However, even if this client only uses the IP for say 5
minutes, the server still "reserves" 1 day for that client.
Because a DHCP server only has a limited number of IPs
to lease to its DHCP clients, soon enough all the IPs will
be used out and then no one will be able to get any IPs
from this server anymore. Therefore, this feature is
used to get the IP back from inactive clients (i.e.
doesn't use the IP but the server still reserves the IP for
him).

DNS Server IP Address

DNS stands for Domain Name System. Every Internet host
must have a unique IP address, also they may have a
human-friendly, easy to remember name such as
www.yahoo.com. The DNS server converts the user-friendly
name into its equivalent IP address.

Primary IP Address -You must specify a DNS server IP address
here because your ISP should provide you with usually more
than one DNS Server. If your ISP does not provide it, the
router will automatically apply default DNS Server IP
address: 194.109.6.66 to this field.

Secondary IP Address - You can specify secondary DNS server
IP address here because your ISP often provides you more
than one DNS Server. If your ISP does not provide it, the
router will automatically apply default secondary DNS Server
IP address: 194.98.0.1 to this field.

The default DNS Server IP address can be found via Online
Status:

Online Status

Physical Connection System Uptime: 22:22:45
IPv4 IPvE

LAN Status Primary DNS: §.8.8.8 Secondary DNS: 8.5.4.4
IP Address TX Packets RX Packets
192.168.1.1 o 41533

If both the Primary IP and Secondary IP Address fields are left
empty, the router will assign its own IP address to local users
as a DNS proxy server and maintain a DNS cache.

If the IP address of a domain name is already in the DNS
cache, the router will resolve the domain name immediately.
Otherwise, the router forwards the DNS query packet to the
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external DNS server by establishing a WAN (e.g. DSL/Cable)
connection.

When you finish the configuration, please click OK to save and exit this page.

[I-2-1-2 Details Page for LAN2

LAN == General Setup

LAN 2 Ethernet TCP / IP and DHCP Setup

LAN 2 IPvE Setup

Network Configuration

(O Enable @ Disable

DHCP Server Configuration

(O Disable ® Enable Server O Enable Relay Agent

® For NAT Usage ) For Routing Usage Start IP Address [192.168.2.10 |

IP Address [192.168.2.1 || 1P Pool Counts (max. 253)

Subnet Mask [2552552550/24 | Gateway |P Address |192_153_2_1 |
[259200 |

Lease Time

(s)
Clear DHCP lease for inactive clients periodically.

DNS Server IP Address
Primary IP Address | |

Secondary IP Address | |

ok |

Available settings are explained as follows:

Item

Description

Network Configuration

Enable/Disable - Click Enable to enable such configuration;
click Disable to disable such configuration.

For NAT Usage - Click this radio button to invoke NAT
function.

For Routing Usage - Click this radio button to invoke this
function.

IP Address - Type in private IP address for connecting to a
local private network (Default: 192.168.1.1).

Subnet Mask - Type in an address code that determines the
size of the network. (Default: 255.255.255.0/ 24)

DHCP Server
Configuration

DHCP stands for Dynamic Host Configuration Protocol. The
router by factory default acts a DHCP server for your network
so it automatically dispatch related IP settings to any local
user configured as a DHCP client. It is highly recommended
that you leave the router enabled as a DHCP server if you do
not have a DHCP server for your network.

Disable - Let you manually assign IP address to every host in
the LAN.

Enable Server - Let the router assign IP address to every host
in the LAN.

®  Start IP Address - Enter a value of the IP address pool
for the DHCP server to start with when issuing IP
addresses. If the 1st IP address of your router is
192.168.1.1, the starting IP address must be
192.168.1.2 or greater, but smaller than 192.168.1.254.

) IP Pool Counts - Enter the maximum number of PCs that
you want the DHCP server to assign IP addresses to. The
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default is 50 and the maximum is 253.

®  Gateway IP Address - Enter a value of the gateway IP
address for the DHCP server. The value is usually as
same as the 1st IP address of the router, which means
the router is the default gateway.

® Lease Time - Enter the time to determine how long the
IP address assigned by DHCP server can be used.

Enable Relay Agent - If you want to use another DHCP server
in the network other than the Vigor Router’s, you can let
Relay Agent help you to redirect the DHCP request to the
specified location.

®  1st/2nd DHCP Server IP Address - It is available when
Enable Relay Agent is checked. Set the IP address of
the DHCP server you are going to use so the Relay Agent
can help to forward the DHCP request to the DHCP
server.

Clear DHCP lease for inactive clients periodically -
Whenever a DHCP client requests an IP address from the LAN
DHCP server, the server will give out an IP to this client for a
certain amount of time (e.g., 1 day). However, even if this
client only uses the IP for say 5 minutes, the server still
"reserves" 1 day for that client. Because a DHCP server only
has a limited number of IPs to lease to its DHCP clients, soon
enough all the IPs will be used out and then no one will be
able to get any IPs from this server anymore. Therefore, this
feature is used to get the IP back from inactive clients (i.e.
doesn't use the IP but the server still reserves the IP for him.

DNS Server IP Address DNS stands for Domain Name System. Every Internet host
must have a unique IP address, also they may have a
human-friendly, easy to remember name such as
www.yahoo.com. The DNS server converts the user-friendly
name into its equivalent IP address.

Primary IP Address -You must specify a DNS server IP address
here because your ISP should provide you with usually more
than one DNS Server. If your ISP does not provide it, the
router will automatically apply default DNS Server IP
address: 194.109.6.66 to this field.

Secondary IP Address - You can specify secondary DNS server
IP address here because your ISP often provides you more
than one DNS Server. If your ISP does not provide it, the
router will automatically apply default secondary DNS Server
IP address: 194.98.0.1 to this field.

The default DNS Server IP address can be found via Online
Status:

Online Status

Physical Connection System Uptime: 22:22:45
IPv4 IPv6
LAN Status Primary DNS: 8.8.8.8 Secondary DNS: 8.8.4.4
IP Address TX Packets RX Packets
192.168.1.1 o] 41533

If both the Primary IP and Secondary IP Address fields are left
empty, the router will assign its own IP address to local users
as a DNS proxy server and maintain a DNS cache.

If the IP address of a domain name is already in the DNS
cache, the router will resolve the domain name immediately.
Otherwise, the router forwards the DNS query packet to the
external DNS server by establishing a WAN (e.g. DSL/Cable)
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| connection.

When you finish the configuration, please click OK to save and exit this page.

[1-2-1-3 Details Page for IP Routed Subnet

LAN >> General Setup

TCP/IP and DHCP Setup for IP Routed Subnet

Network Configuration DHCP Server Configuration
O Enable @ Disable Start IP Address | |
For Routing Usage IP Peol Counts E [max. 32)
IP Address [192.168.0.1 | Lease Time 259200 &)
Subnet Mask 2EE 255 2E50/24 v
cpnetias | || O use LaN Por p1 @ P2
"
RIP Protocol Control & Use MAC Address
Index Matched MAC Address  given IP Address
MAC Address - | || || || || |:
[Add | | Delete | | Edit | | Cancel |
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Available settings are explained as follows:

Item

Description

Network Configuration

Enable/Disable - Click Enable to enable such configuration;
click Disable to disable such configuration.

For Routing Usage,

IP Address - Type in private IP address for connecting to a
local private network (Default: 192.168.1.1).

Subnet Mask - Type in an address code that determines the
size of the network. (Default: 255.255.255.0/ 24)

RIP Protocol Control,

Disable - deactivate the RIP protocol. It will lead to a
stoppage of the exchange of routing information between
routers. (Default)

Enable - activate the RIP protocol.

DHCP Server
Configuration

DHCP stands for Dynamic Host Configuration Protocol. The
router by factory default acts a DHCP server for your network
so it automatically dispatch related IP settings to any local
user configured as a DHCP client. It is highly recommended
that you leave the router enabled as a DHCP server if you do
not have a DHCP server for your network.

If you want to use another DHCP server in the network other
than the Vigor Router’s, you can let Relay Agent help you to
redirect the DHCP request to the specified location.

Start IP Address - Enter a value of the IP address pool for the
DHCP server to start with when issuing IP addresses. If the
1st IP address of your router is 192.168.1.1, the starting IP
address must be 192.168.1.2 or greater, but smaller than
192.168.1.254.

IP Pool Counts - Enter the maximum number of PCs that you
want the DHCP server to assign IP addresses to. The default is
50 and the maximum is 253.

Lease Time - Enter the time to determine how long the IP
address assigned by DHCP server can be used.

Use LAN Port - Specify an IP for IP Route Subnet. If it is
enabled, DHCP server will assign IP address automatically for
the clients coming from P1. Please check the box of P1.

Use MAC Address - Check such box to specify MAC address.

MAC Address - Enter the MAC Address of the host one by one
and click Add to create a list of hosts which can be assigned,
deleted or edited from above pool. Set a list of MAC Address
for 2" DHCP server will help router to assign the correct IP
address of the correct subnet to the correct host. So those
hosts in 2™ subnet won’t get an IP address belonging to 1%
subnet.

Add - Type the MAC address in the boxes and click this button
to add.

Delete - Click it to delete the selected MAC address.
Edit - Click it to edit the selected MAC address.

Cancel - Click it to cancel the job of adding, deleting and
editing.

When you finish the configuration, please click OK to save and exit this page.
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[I-2-1-4 Details Page for LAN1~ LAN2 — IPv6 Setup

There are two configuration pages for each LAN port, Ethernet TCP/IP and DHCP Setup (based
on IPv4) and IPv6 Setup. Click the tab for each type and refer to the following explanations
for detailed information. Below shows the settings page for IPv6.

LAN == General Setup

LAN 1 Ethernet TCP / IP and DHCP Setup LAN 1IPvE Setup

E Enable IPvé
WAN Primary Interface | WANT v

Static IPv6 Address

IPvE Address I Prefix Length

| | 7] | [Add | [ Delete
Unique Local Address(ULA) configuration

| Off e 164
Current IPv6 Address Table

Indexr IPve Address/Prefix Length Scope

1 FE80::

t21D:RAFF:FE15:BOCE/ 64 Link

DNS Server IPv6 Address
Primary DNS Server
Secondary DNS Server

| Deploy when WAN is up v|
|EDU1 -4560:4860::8888
|2[I'U1 -4560:4860::8844

Management SLAAC(stateless) v
[ Other Option{O-hit)
DHCPvG Server

® Enable Server O Disable Server
[ IPv6 Address Random Allocation
Auto IPv6 range

Start IPvE Address

End IPv6 Address

Advance setting
Advance setting

It provides 2 daemons for LAN side IPv6 address configuration. One is SLAAC(stateless) and
the other is DHCPv6 Server (Stateful).

Available settings are explained as follows:

Item Description

Enable IPv6

Check the box to enable the configuration of LAN 1 IPv6
Setup.

WAN Primary Interface Use the drop down list to specify a WAN interface for IPv6.

IPv6 Address -Type static IPv6 address for LAN.

Prefix Length - Type the fixed value for prefix length.
Add - Click it to add a new entry.

Static IPv6 Address
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Delete - Click it to remove an existed entry.

Unique Local Address
(ULA) configuration

Unique Local Addresses (ULAs) are private IPv6 addresses
assigned to LAN clients.

Off - ULA is disabled.

Manually ULA Prefix - LAN clients will be assigned ULAs
generated based on the prefix manually entered.

Auto ULA Prefix - LAN clients will be assigned ULAs using an
automatically-determined prefix.

Off “
oft

Auto ULA Prefix
Manually LILA Prefix

Current IPv6 Address
Table

Display current used IPv6 addresses.

DNS Server IPv6 Address

Deploy when WAN is up - The RA (router advertisement)
packets will be sent to LAN PC with DNS server information
only when network connection by any one of WAN interfaces
is up.

Enable - The RA (router advertisement) packets will be sent
to LAN PC with DNS server information no matter WAN
connection is up or not.

® Primary DNS Sever - Type the IPv6 address for Primary
DNS server.

® Secondary DNS Server -Type another IPv6 address for
DNS server if required.

Disable - DNS server will not be used.

Management

Host under LAN can be assigned IP address from Vigor router
via the following method.

® Off - No IP address is assigned.

@ SLAAC(stateless) - The IP address (with Prefix) of the
host shall be formed according to RA transmitted by Vigor
router.

® DHCPv6(stateful) - The IP address of the host shall be
assigned after communicating with DHCPv6 server for
answering the request of client.

Other Option (O-bit) - When selected, the Other
Configuration flag is set, which indicates to LAN clients that
IPv6 configuration information besides LAN IPv6 addresses is
available from a DHCPv6 server.

Setting the M-bit (see Management above) has the same
effect as implicitly setting the O-bit, as DHCPv6 supplies all
IPv6 configuration information, including what is indicated as
available when the O-bit is set.

DHCPv6 Server

Disable Server - Click it to disable DHCPv6 server.

Enable Server -Click it to enable DHCPv6 server. DHCPv6
Server could assign IPv6 address to PC according to the
Start/End IPv6 address configuration.

IPv6 Address Random Allocation - Check it to assign the
DHCPv6 IP address randomly to prevent the attacks from the
IPv6 reconnaissance techniques.

Auto IPv6 range - When selected, the router’s built-in
DHCPv6 server decides the LAN IPv6 address range to be
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used. When deselected, LAN IPv6 addresses given out will be

within the range as specified in the Start IPv6 Address and
End IPv6 Address.

) Start IPv6 Address / End IPv6 Address - Enter the start
and end address for IPv6 server.

Advance setting - Click the Edit button to bring up the IPv6
Advanced Settings page.

LAN == General Setup

DHCPv6 Server

Authentication Protocol

Prefix Delegation OEnable @ Disable
Prefix !

DHCPv6 Prefix Delegation

New Prefix 4
New Prefix Length I:I(D~E4_)

Client Link Local Address l:l

Client DUID(optien) [ \

[ Add |
| Prefix Prefix Length Link Local DUID

| ok || cancel |

Advance setting

More options are offered under the Advance setting. Click
Edit to open the pop-up window.

@ 192.168.1.1/doc/enetedit htm - Google Chrome o[=] % ]
A F#=2 | 192168.1.1/doc/enetedit.htm 3]

Router Advertisement Configuration

@ Enable O Disable

Min Interval Time{sec) 200
Max Interval Time(sec)
Default Lifetime(sec) (High Availability secondary is 0)
Default Preference
MTU E Auto
0

RIPng Protocol

B Enable

Extension WAN

Available WAN Selected WAN

WANZ
WWAN3

[» ]

[« ]

Router Advertisement Configuration - Click Enable to
enable router advertisement server. The router
advertisement daemon sends Router Advertisement
messages, specified by RFC 2461, to a local Ethernet LAN
periodically and when requested by a node sending a Router
Solicitation message. These messages are required for IPv6
stateless auto-configuration.

Disable - Click it to disable router advertisement server.

Hop Limt - The value is required for the device behind the
router when IPv6 is in use. Default value of hop limit field in
Route Advertisement messages.

Min/Max Interval Time (sec) - Minimum/ Maximum time, in

seconds, between unsolicited multicast route advertisement
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messages sent by the RA server.

Default Lifetime (sec) - Time, in seconds, that the router is
to be used as the default router.

Default Preference - Default preference value (Low,
Medium, High) of the router sent in route advertisement
messages.

MTU - It means Max Transmit Unit for packet. If Auto is
selected, the router determines the MTU value to send in
route advertisement messages.

RIPng Protocol - RIPng (RIP next generation) offers the same
functions and benefits as IPv4 RIP v2.

Extension WAN - In addition to the default WAN used for
IPv6 traffic specified in the WAN Primary Interface in the LAN
IPv6 Setup page, additional WANs can be selected to carry
IPv6 traffic by enabling them in the Extension WAN section.
Available WAN - Additional WANs available but not currently
selected to carry IPv6 traffic.

Selected WAN - Additional WANSs selected to carry IPv6
traffic.

After making changes on the Advance setting page, click the OK button to retain the changes
and return to the LAN IPv6 Setup page. Be sure to click OK on the LAN IPv6 Setup page or else
changes made on the Advance setting page will not be saved.

[I-2-1-5 DHCP Server Option

DHCP Server Option can be configured by clicking the DHCP Server Option button on the LAN
>>General Setup screen.

LAN == General Setup

DHCP Server Customized Status

IPv4 IPv6 Set to Factory Default
Customized List
Enable Interface Cption Type Data
Enable:
Al LANT LAN2 IP Routed Subnet
Interface:

O 0 O

Mext Server IP Address/SIAddr : |

Option Number:

DataType: @ ASCIl Character (EX :Option:18, Data:/path)
O Hexadecimal Digit (EX: Option:18, Data:2f70517468)
() Address List (EX :Option:44, Data:172.16.2.10,172.16.2.20._)

Data: |Max: 127 characters

| Add | | Update | | Delete | | Reset |

Note:

1. Cenfiguring options 44, 46 or 66 here will overwrite the settings by telnet command "msubnet”.

2. Configuring option 3 here will overwrite the setting in "LAN >> General Setup” Details Page's "Gateway |P Address” field.

3. Configuring cption 15 here will overwrite the setting in "WAN >> Internet Access > Static or Dynamic IP” Detail Page's
"Domain Name" field.

oK |
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Available settings are explained as follows:

Item Description

Customized List Shows all the DHCP options that have been configured in the
system.

Enable If selected, DHCP option entry is enabled.
If unselected, DHCP option entry is disabled.

Interface LAN interface(s) to which this entry is applicable.

Next Server IP Overrides the DHCP Next Server IP address (DHCP Option 66)

Address/SIAddr supplied by the DHCP server.

Option Number DHCP option number (e.g., 100).

DataType Type of data in the Data field:

ASCII Character - A text string. Example: /path.

Hexadecimal Digit - A hexadecimal string. Valid characters
are from 0 to 9 and from a to f. Example: 2f70617468.

Address List - One or more IPv4 addresses, delimited by
commas.

Data Data of this DHCP option.

To add a DHCP option entry from scratch, clear the data entry fields (Enable, Interface,
Option Number, DataType and Data) by clicking Reset. After filling in the values, click Add
to create the new entry.

To add a DHCP option entry modeled after an existing entry, click the model entry in
Customized List. The data entry fields will be populated with values from the model entry.
After making all necessary changes for the new entry, click Add to create it.

To modify an existing DHCP option entry, click on it in Customized List. The data entry fields
will be populated with the current values from the entry. After making all necessary changes,
click Update to save the changes.

To delete a DHCP option entry, click on it in Customized List, and then click Delete.
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lI-2-2 VLAN

Vigor router provides extremely high speed connectivity for the highest speed local data
transfer of any server or local PCs. On the Wireless-equipped models (e.g., Vigor2765ac),
each of the wireless SSIDs can also be grouped within one of the VLANSs.

Tagged VLAN

The tagged VLANSs (802.1qg) can mark data with a VLAN identifier. This identifier can be
carried through an onward Ethernet switch to specific ports. The specific VLAN clients can
also pick up this identifier as it is just passed to the LAN. You can set the priorities for
LAN-side QoS. You can assign each of VLANSs to each of the different IP subnets that the router
may also be operating, to provide even more isolation. The said functionality is tag-based
multi-subnet.

Port-Based VLAN

Relative to tag-based VLAN which groups clients with an identifier, port-based VLAN uses
physical ports (P1 ~ P4) to separate the clients into different VLAN group.

Virtual LAN function provides you a very convenient way to manage hosts by grouping them
based on the physical port. The multi-subnet can let a small businesses have much better
isolation for multi-occupancy applications. Go to LAN page and select VLAN. The following
page will appear. Click Enable to invoke VLAN function.

Below is an example page in Vigor2765 series:

LAN == VLAN Configuration 4

VLAN Configuration

B Enable

LAN Wireless LAN Wireless LAN 3G VLAN Tag
P1 P2 P3 SSID1 SSID2 SSID3 S5ID4 SSID1 SSID2 SSID3 SSID4 Subnet  Enable  VID  Priority
VLANO O O O O O O [LAN1w O o
VLAN1 O O O O [tanzw O o
viaN2 0 00 O O 0O O O O O O [LaNtw O o
VIAN3 OO0 O O O O O O O O [LANt1w O o
VIANA O OO O O O O O O O O |tants O o
VLANS (0 O OO OO OO0 O 0O 0O O 0O |tantw 0O o
VIANG (] (O OO O OO O O O O [ [LANTw O o
VIANT 0 OO0 O O O O O O O O [LANtIw O o

| OK || Clear || Cancel |
Info Settings in this page only applied to LAN port but not WAN port.

Available settings are explained as follows:

Item Description

Enable Click it to enable VLAN configuration.

LAN P1 - P3 - Check the LAN port(s) to group them under the
selected VLAN.
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Wireless LAN SSID1 - SSID4 - Check the SSID boxes to group them under the
selected VLAN.

Wireless LAN 5G SSID1 - SSID4 - Check the SSID boxes to group them under the
selected VLAN.

It is available for “ac” model.

Subnet Choose one of them to make the selected VLAN mapping to
the specified subnet only. For example, LAN1 is specified for
VLANO. It means that PCs grouped under VLANO can get the
IP address(es) that specified by the subnet.

VLAN Tag Enable - Check the box to enable the function of VLAN with
tag.

The router will add specific VLAN number to all packets on
the LAN while sending them out.

Please type the tag value and specify the priority for the
packets sending by LAN.

VID - Type the value as the VLAN ID number. The range is
form 0 to 4095.

Priority - Type the packet priority number for such VLAN.
The range is from 0 to 7.

Info Leave one VLAN untagged at least to prevent from not connecting to Vigor
router due to unexpected error.

Inter-LAN Routing

The Vigor router supports up to 15 VLANs. Each VLAN can be set up to use one or more of the
Ethernet ports and wireless LAN Service Set Identifiers (SSIDs). Within the grid of VLANs
(horizontal rows) and LAN interfaces (vertical columns),

®  all hosts within the same VLAN (horizontal row) are visible to one another

® all hosts connected to the same LAN or WLAN interface (vertical column) are visible to
one another if
- they belong to the same VLAN, or
- they belong to different VLANs, and inter-LAN routing (LAN>>General Setup) between
them is enabled (see below).

[IForce router to use "DNS server IP address" settings specified in
Inter-LAN Routing

Subnet LAN 1 LAMN 2
LaM 1
LAMN 2

Inter-LAN Routing allows different LAN subnets to be interconnected or isolated. It is
only available when the VLAN functionality is enabled. In the Inter-LAN Routing matrix,
a selected checkbox means that the 2 intersecting LANs can communicate with each
other.
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Vigor2765 Series features a hugely flexible VLAN system. In its simplest form, each of the
Gigabit LAN ports can be isolated from each other, for example to feed different companies
or departments but keeping their local traffic completely separated.

Configuring port-based VLAN for wireless and non-wireless clients

1.  All the wire network clients are categorized to group VLANO in subnet 192.168.1.0/24
(LAN1).

2. All the wireless network clients are categorized to group VLANL in subnet
192.168.2.0/24 (LAN2).

3. Open LAN>>VLAN Configuration. Check the boxes according to the statement in step 1
and Step 2.

LAN == VLAN Configuration d

VLAN Configuration

B Enable
LAN Wireless LAN Wireless LAN 5G VLAN Tag
P1 P2 P3 SSID1 $SID2 SSID3 SSID4 SSID1 SSID2 SSID3 SSID4 Subnet  Enable  VID  Priority
VLANO LAN1 v O o
VLAN1 [] O O O O O O O O [tANzw O o
VIANZ O O 0O O O O O O O O O [taNtw O o
VAN O OO O O 0O O 0O O O O [LANT~ O o
VIANA O OO OO O OO 0O O O O @O [LANt1w 0O o
VIANS O OO O O O 0O O O O 0O [LANtw 0O o
VIANG [ O OO O O 0O O O O @O [LANt1w 0O o
VIANT O OO O O O 0O O O O 0O [LANtw O o
| OK || Clar || Cancel |
4. Click OK.

5.  Open LAN>>General Setup. If you want to let the clients in both groups communicate
with each other, simply activate Inter-LAN Routing by checking the box between LAN1
and LAN2.

CIForce router to use "DNS server IP address" settings specified in
Inter-LAN Routing

Subnet LAN 1 LAN 2
LAM 1
LAaM 2 [

Note:
LAMNZ isavailable when WLAMN is enabled.

Vigor router supports up to two private IP subnets on LAN. Each can be independent
(isolated) or common (able to communicate with each other). This is ideal for
departmental or multi-occupancy applications.

Info As for the VLAN applications, refer to “Appendix I: VLAN Application on
Vigor Router” for more detailed information.
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II-2-3 Bind IP to MAC

This function is used to bind the IP and MAC address in LAN to have a strengthening control in
network. When this function is enabled, all the assigned IP and MAC address binding together
cannot be changed. If you modified the binding IP or MAC address, it might cause you not
access into the Internet.

Click LAN and click Bind IP to MAC to open the setup page.

LAN == Bind IP to MAC

Bind IP to MAC
O Enable @ Disable
Strict Bind
Apply Strict Bind to Subnet
ARP Table Select All | Sort | Refresh | Add/Update to IP Bind List
IF Rddress Mac Address HOST ID IP Address |
192.168.1.9 60-R4-4C-EE-SA-4F
vac Adiress [ H_H_H_K D
Comment | vlax: 12 characters
[Add | [Update | | Delste |
IP Bind List ( Limit: 300 entries } | Select All | Sort |
Index IP Lddress Mac Rddress Host ID Comment
Backup IP Bind List : Upload From File: FERIE TR
Note:
1. IP-MAC binding presets DHCP Allocations.
2. If Strict Bind is enabled, unspecified LAN clients in the selected subnets cannot access the Internet.
3. Comment can not contain characters " and .
Available settings are explained as follows:
Item Description
Enable Click this radio button to invoke this function. However,
IP/MAC which is not listed in IP Bind List also can connect to
Internet.
Disable Click this radio button to disable this function. All the
settings on this page will be invalid.
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Strict Bind

Click this radio button to block the connection of the IP/MAC
which is not listed in IP Bind List.

Apply Strict Bind to Subnet - Choose the subnet(s) for
applying the rules of Bind IP to MAC.

L] 192168 1 Lioedansrbedt him ¥+

Apply Strict Bind to Subnet:

Subnet IP Address

[0 Lan1 192.168.1.1

[0 Lanz 192,168.2.1

[ IP Routed Subnet 192.168.0.1
[ ok ] [ clse |

ARP Table This table is the LAN ARP table of this router. The
information for IP and MAC will be displayed in this field.
Each pair of IP and MAC address listed in ARP table can be
selected and added to IP Bind List by clicking Add below.

Select All Click this link to select all the items in the ARP table.

Sort Reorder the table based on the IP address.

Refresh Refresh the ARP table listed below to obtain the newest ARP

table information.

Add or Update

IP Address - Type the IP address that will be used for the
specified MAC address.

Mac Address - Type the MAC address that is used to bind
with the assigned IP address.

Comment - Type a brief description for the entry.

Add It allows you to add the one you choose from the ARP table or
the IP/MAC address typed in Add and Edit to the table of IP
Bind List.

Update It allows you to edit and modify the selected IP address and
MAC address that you create before.

Delete You can remove any item listed in IP Bind List. Simply click
and select the one, and click Delete. The selected item will
be removed from the IP Bind List.

IP Bind List It displays a list for the IP bind to MAC information.

Backup Store the configuration for Bind IP to MAC as a file.

Restore Restore the previously stored configuration file and apply to

such page.

1)

Info

Before you select Strict Bind, you have to bind one set of IP/MAC address for
one PC. If not, no one of the PCs can access into Internet. And the web user
interface of the router might not be accessed.

When you finish the configuration, click OK to save the settings.
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1-2-4 LAN Port Mirror

LAN port mirror can be applied for the users in LAN. Generally speaking, this function copies
traffic from one or more specific ports to a target port. This mechanism helps manager track
the network errors or abnormal packets transmission without interrupting the flow of data
access the network. By the way, user can apply this function to monitor all traffics which user
needs to check.

There are some advantages supported in this feature. First, it is more economical without
other detecting equipments to be set up. Second, it may be able to view traffic on one or
more ports within a VLAN at the same time. Third, it can transfer all data traffics to be
mirrored to one analyzer connecting to the mirroring port. Last, it is more convenient and
easy to configure in user’s interface.

LAN == LAN Port Mirror
LAN Port Mirror

Port Mirror:

() Enable @ Disable

Port1 Port2 Port3 WAN1 WAN2
Mirror Port
Mirrored Tx Port
Mirrored Rx Port

Note:
The mirrorad WAN1 is a software mirror, it will lead to a substantial decling in performance.

L ok |

Available settings are explained as follows:

Item Description

Port Mirror Check Enable to activate this function. Or, check Disable to
close this function.

Mirror Port Select a port to view traffic sent from mirrored ports.

Mirrored Tx Port Select which ports are necessary to be mirrored for

transmitting the packets.

Mirrored Rx Port Select which ports are necessary to be mirrored for receiving
the packets.

After finishing all the settings here, please click OK to save the configuration.

11-2-5 Wired 802.1x

IEEE 802.1x is an IEEE Standard for port-based Network Access Control (PNAC). It is part of the
IEEE 802.1 group of networking protocols. It provides an authentication mechanism for the
device that is attached to a LAN or WLAN.

Wired 802.1x provides authentication for one network device on each LAN port. The RADIUS
Server settings must be configured before enabling 802.1x because the EAP (Extensible
Authentication Protocol) Authenticator relies on the RADIUS Server in its authentication
process. Each LAN port with Wired 802.1x configured will only forward 802.1x packets and
block all other packets until the authentication has successfully completed.
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LAN => Wired 802.1X

Wired 802.1X

LAN B02.1X:

Enable
802.1X ports:

P1

P2 P3

Note:

802.1X enabled LAN ports only support a single attached device using EAPOL authentication. To
authenticate multiple devices through a LAN port you need an 802.1X-capable switch. Then configure
802.1X on the attached switch instead.

OK

Available settings are explained as follows:

Item

Description

Enable

Check the box to enable LAN 802.1x function.

802.1x ports

After enabling the function, simply specify the LAN port(s) to
apply such function.

After finishing all the settings here, please click OK to save the configuration.
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lI-3 NAT

Usually, the router serves as an NAT (Network Address Translation) router. NAT is a
mechanism that one or more private IP addresses can be mapped into a single public one.
Public IP address is usually assigned by your ISP, for which you may get charged. Private IP
addresses are recognized only among internal hosts.

When the outgoing packets destined to some public server on the Internet reach the NAT
router, the router will change its source address into the public IP address of the router,
select the available public port, and then forward it. At the same time, the router shall list an
entry in a table to memorize this address/port-mapping relationship. When the public server
response, the incoming traffic, of course, is destined to the router’s public IP address and the
router will do the inversion based on its table. Therefore, the internal host can communicate
with external host smoothly.

The benefit of the NAT includes:

® Save cost on applying public IP address and apply efficient usage of IP address. NAT
allows the internal IP addresses of local hosts to be translated into one public IP address,
thus you can have only one IP address on behalf of the entire internal hosts.

® Enhance security of the internal network by obscuring the IP address. There are
many attacks aiming victims based on the IP address. Since the attacker cannot be
aware of any private IP addresses, the NAT function can protect the internal network.

Info On NAT page, you will see the private IP address defined in RFC-1918.
Usually we use the 192.168.1.0/24 subnet for the router. As stated before,
the NAT facility can map one or more IP addresses and/or service ports into
different specified services. In other words, the NAT function can be
achieved by using port mapping methods.
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Web User Interface

11-3-1 Port Redirection

Port Redirection is usually set up for server related service inside the local network (LAN),
such as web servers, FTP servers, E-mail servers etc. Most of the case, you need a public IP
address for each server and this public IP address/domain name are recognized by all users.
Since the server is actually located inside the LAN, the network well protected by NAT of the
router, and identified by its private IP address/port, the goal of Port Redirection function is
to forward all access request with public IP address from external users to the mapping

private IP address/port of the server.

1

Destined to
220.135.240.207
Port 213

P o

22

DMZ

192.168.1.22 192.168.1.11

FTP Server
192.168.1.12
Port 21 Port 80

Web Server
192.168.1.13

The port redirection can only apply to incoming traffic.

To use this function, please go to NAT page and choose Port Redirection web page. The Port
Redirection Table provides 40 port-mapping entries for the internal hosts.

132
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NAT »> Port Redirection

Port Redirection | Setto Factory Default |
Index Enable Service Name WAN Protocol  Public Port Source IP Private IP
Interface

1. ol all ARy

2. O All Any

3. O All Ay

4. O All Any

5. O aAll Any

6. O Al Ay

7. ol all ARy

8. O all Any

9. O all ARy

10. O all Any
< 110 | 1120 | 2130 | 3140 == Next ==

oK ] [ Cancel

Note:
The port number values set in this page might be invalid due to the same values configured for Management
Port Setup in System Maintenance>>Mar 1ent, Open VPN and SSL VPN,

NAT == Port Redirection

Port Redirection | Setto Factory Default |
Index Enable Service Name WAN Protocol Public Port Source IP Private IP
Interface
1. all Any
2. all Any
3. All Any
4. all Any
5. All Any
6. All Any
T1. All Any
8. All Any
9 all Any
10. All Any
1. All Any
12. All Any
13. All Any
14 Al
38. all Any
39. all Any
40. all Any
OK | | Cancel

Backup settings: Upload From File: | iB#EEE R BEERBE
Backup Restore

Note:

The port number values set in this page might be invalid due to the same values configured for Management
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Each item is explained as follows:

Item Description
Index Display the number of the profile.
Enable Check the box to enable the port redirection profile.

Service Name

Display the description of the specific network service.

WAN Interface

Display the WAN IP address used by the profile.

Protocol Display the transport layer protocol (TCP or UDP).

Public Port Display the port number which will be redirected to the
specified Private IP and Port of the internal host.

Source IP Display the IP object of the source IP.

Private IP Display the IP address of the internal host providing the

service.

Press any number under Index to access into next page for configuring port redirection.

NAT == Port Redirection

Index No. 1
[ Enable
Mode
Service Name |
Protocol
WAN Interface ALL  w
Public Port o ]
Source IP IP Object »| [None v |
Private IP
IP Object
Private Port IP Group

Note:

In "Range” Mode the End IP will be calculated automatically once the Public Port and Start IP have been entered.

OK || Clear || Cancel |

Available settings are explained as follows:

Item Description
Enable Check this box to enable such port redirection setting.
Mode Two options (Single and Range) are provided here for you to

choose. To set a range for the specific service, select Range.
In Range mode, if the public port (start port and end port)
and the starting IP of private IP had been entered, the
system will calculate and display the ending IP of private IP
automatically.

Service Name

Enter the description of the specific network service.

Protocol

Select the transport layer protocol (TCP or UDP).

WAN Interface

Select the WAN interface used for port redirection. There
are eight WAN IP alias that can be selected and used for port
redirection. The default setting is All which means all the
incoming data from any port will be redirected to specified
range of IP address and port.
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Public Port

Specify which port can be redirected to the specified Private
IP and Port of the internal host. If you choose Range as the
port redirection mode, you will see two boxes on this field.
Type the required number on the first box (as the starting
port) and the second box (as the ending port).

Source IP Use the drop down list to specify any IP address/ IP Object /
IP Group.
IP Object - Use the drop down list to specify an IP object
profile.
IP Group - Use the drop down list to specify an IP group
profile.

Private IP Specify the private IP address of the internal host providing

the service. If you choose Range as the port redirection
mode, you will see two boxes on this field. Type a complete
IP address in the first box (as the starting point). The second
one will be assigned automatically later.

Private Port

Specify the private port number of the service offered by the
internal host.

After finishing all the settings here, please click OK to save the configuration.

Note that the router has its own built-in services (servers) such as Telnet, HTTP and FTP etc.
Since the common port numbers of these services (servers) are all the same, you may need to
reset the router in order to avoid confliction.

For example, the built-in web user interface in the router is with default port 80, which may
conflict with the web server in the local network, http://192.168.1.13:80. Therefore, you
need to change the router’s http port to any one other than the default port 80 to avoid
conflict, such as 8080. This can be set in the System Maintenance >>Management Setup. You
then will access the admin screen of by suffixing the IP address with 8080, e.g.,
http://192.168.1.1:8080 instead of port 80.

System Maintenance »> Management d
IPv4 Management Setup IPvé Management Setup LAN Access Setup
Router Name |DrayTek |
[J Default:Disable Auto-Logout Management Port Setup
[J Enable Validation Code in Internet/LAN Access ® User Define Ports ) Default Ports
Mote: IES and below version does NOT support Dray0S Telnet Port (Defaull: 23)
CAPTCHA auth code. HTTP Port (Default: 80)
Internet Access Control HTTPS Port (Default: 443)
[J Allow management from the Internet FTP Port (Defaull: 21)
Domain name allowed TROE9 Port {Defaull: 8069)
FTP Server SSH Port (Default: 22)
HTTP Server ~ Enforce HTTPS Access Note:
HTTPS Server Paorts 8001 and 8043 are used for Hotspot Web Portal.
Telnet Serv
einet Server Brute Force Protection
TROB9 Server — ) .
SSH S [ Enable brute force login protection
SNMPESNBF [ FTP Server
Dicab PINeg?r " [J HTTP Server
isable rom the Internet ] HTTPS Server
Access List from the Internet [ Telnet Server
"] Annly Acress List to PING [ TROBY Server
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1I-3-2 DMZ Host

As mentioned above, Port Redirection can redirect incoming TCP/UDP or other traffic on
particular ports to the specific private IP address/port of host in the LAN. However, other IP
protocols, for example Protocols 50 (ESP) and 51 (AH), do not travel on a fixed port. Vigor
router provides a facility DMZ Host that maps ALL unsolicited data on any protocol to a single
host in the LAN. Regular web surfing and other such Internet activities from other clients will
continue to work without inappropriate interruption. DMZ Host allows a defined internal user
to be totally exposed to the Internet, which usually helps some special applications such as
Netmeeting or Internet Games etc.

Destined to
220.135.240.207
Protocol: Any
Port: Any

—

pe

S

{

DMZ FTP Server Web Server
192.168.1.22 192.168.1.11 192.168.1.12 192.168.1.13
Port 21 Port 80

The security properties of NAT are somewhat bypassed if you set up DMZ host. We suggest
you to add additional filter rules or a secondary firewall.

Click DMZ Host to open the following page. You can set different DMZ host for each WAN
interface. Click the WAN tab to switch into the configuration page for that WAN.

NAT == DMZ Host Setup

DMZ Host Setup

WAN1 WAN2 WAN3
WAN1
Private IP
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Available settings are explained as follows:

Item Description

Choose Private IP first.

MNone ~
Private IP
Private IP Enter the private IP address of the DMZ host, or click Choose
PC to select one.
Choose IP Click this button and then a window will automatically pop

up, as depicted below. The window consists of a list of private
IP addresses of all hosts in your LAN network. Select one
private IP address in the list to be the DMZ host.

(@ ch. [=[=] & ]

A +~ZE:= | 192..

192.166.1.9

-

When you have selected one private IP from the above dialog,
the IP address will be shown on the screen. Click OK to save
the setting.

DMZ Host for WAN2, or WAN3 is slightly different with WAN1. See the following figure.

NAT == DMZ Host Setup

DMZ Host Setup

VWAN1 VUANZ YWAN3
VAN 2
Enable Private IP
i 0.0.00

If you previously have set up WAN Alias for PPPoE or Static or Dynamic IP mode in WAN2
interface, you will find them in Aux. WAN IP for your selection.

NAT == DMZ Host Setup

DMZ Host Setup

WAN1 WAN2 WAN3
WAN 1
Index  Enable Aux. WAN IP Private IP
1. i - 0.000
2. O 192.168.1.56 0000
[ ok ] [ clear
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Available settings are explained as follows:

Item Description
Enable Check to enable the DMZ Host function.
Private IP Enter the private IP address of the DMZ host, or click Choose

PC to select one.

Choose IP Click this button and then a window will automatically pop
up, as depicted below. The window consists of a list of
private IP addresses of all hosts in your LAN network. Select
one private IP address in the list to be the DMZ host.

([@ch. [=]=] & ]

A =2 | 192..

192.168.1.9

-

When you have selected one private IP from the above
dialog, the IP address will be shown on the screen. Click OK
to save the setting.

After finishing all the settings here, please click OK to save the configuration.
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11-3-3 Open Ports

Open Ports allows you to open a range of ports for the traffic of special applications.

Common application of Open Ports includes P2P application (e.g., BT, KaZaA, Gnutella,
WinMX, eMule and others), Internet Camera etc. Ensure that you keep the application
involved up-to-date to avoid falling victim to any security exploits.

Click Open Ports to open the following page:

NAT == Open Ports

Open Ports Setup | Setto Factory Default |
Index Enable Comment Source IP Local IP Address
1. Any
2. Any
3. Any
4. Any
5. Any
6. Any
1. Any
3. Any
39. Any
40. Any
OK Cancel
Backup settings: Upload From File: | {2 E FEETRERE
Backup Restore
Note:

The port number values set in this page might be invalid due to the same values configured for
Management Port Setup in System Maintenance>>Management, Open VPN and_SSL VPN.

Available settings are explained as follows:

Item Description

Index Click the index number to edit or clear the corresponding
entry.

Enable Check to enable this entry.

Comment Specify the name for the defined network service.

Source IP Display the name of IP object used by such entry.

Aux. WAN IP Display the IP alias setting used by such index. If no IP alias
setting exists, such field will not appear.

Local IP Address Disp_lay the private IP address of the local host offering the
service.

To add or edit port settings, click one index humber on the page. The index entry setup page
will pop up. In each index entry, you can specify 10 port ranges for diverse services.
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NAT == Open Ports »> Edit Open Ports

Index No. 1
Enable Open Ports
Comment | |
Source IP [IP Object v | [None v |
Private IP | | | Choose IP |
Protacal Start Port End Port Protacal Start Part End Port
1. [TCPUDP~]| [0 | o | 2 [TcPwDP~| [0 | o |
3. [TcPuDP~| |0 | o | 4 [TCPWDP~| [D | [o |
5. [TCPUDP~| [0 | |o | & [TCPLDP~| [0 | o |
7. [TCPuDP~| [0 | |o | 8 [TCPWDP~| [0 | [o |
9. [TCPUDP~| [0 | |o | 10. [TCPWDP~| [D | [o |
OK | | Clear | | Cancel |

Available settings are explained as follows:

Item

Description

Enable Open Ports

Check to enable this entry.

Comment

Make a name for the defined network application/service.

Source IP

Use the drop down list to specify an IP object. Or click IP
Object link to create a new one for applying.

WAN IP

Specify the WAN IP address that will be used for this entry.
This setting is available when WAN IP Alias is configured.

Private IP

Enter the private IP address of the local host or click Choose
PC to select one.

Choose IP - Click this button and, subsequently, a window
having a list of private IP addresses of local hosts will
automatically pop up. Select the appropriate IP address of
the local host in the list.

Protocol

Specify the transport layer protocol. It could be TCP, UDP,
or ----- (none) for selection.

Start Port

Specify the starting port number of the service offered by
the local host.

End Port

Specify the ending port number of the service offered by the
local host.

After finishing all the settings here, please click OK to save the configuration.

NAT == Open Ports

Open Ports Setup

| Setto Factory Default |

Index Enable
10
2 O
3. O
4. O
5. OJ
6. M

Comment Source IP Local IP Address

REZ Any 192.168.1.89
Any
Any
Any
Any
Any
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11-3-4 Port Triggering

Port Triggering is a variation of open ports function.
The key difference between "open port" and "port triggering" is:

® Once the OK button is clicked and the configuration has taken effect, "open port" keeps
the ports opened forever.

®  Once the OK button is clicked and the configuration has taken effect, "port triggering"
will only attempt to open the ports once the triggering conditions are met.

® The duration that these ports are opened depends on the type of protocol used. The
"default” durations are shown below and these duration values can be modified via
telnet commands.

TCP: 86400 sec.
UDP: 180 sec.
IGMP: 10 sec.

TCP WWW: 60 sec.
TCP SYN: 60 sec.

NAT == Port Triggering

Port Triggering Set to Factory Default

Triggering Source Triggering Incoming Incoming

Index Enable Comment Protocol IP Port Protocol Port

Any
Any
Any
Any
Any
Any
Any
Any

[ [0 (N0 | (e s =

Any

=2
=

Any

I
"
-
L
=
-
=
no
=
W
W
=
T
=
W

OK Cancel

Available settings are explained as follows:

Item Description

Index Click the index number to edit or clear the corresponding
entry.

Enable Check to enable this entry.

Comment Display the text which memorizes the application of this
rule.

Triggering Protocol Display the protocol of the triggering packets.

Source IP Display the name of the IP object.

Triggering Port Display the port of the triggering packets.

Incoming Protocol Dis;])c!ialy the protocol for the incoming data of such triggering
profile.
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Incoming Port Display the port for the incoming data of such triggering
profile.

Click the index number link to open the configuration page.

NAT == Port Triggering

No. 1
Enable
Service
Comment | |
Source IP [IP Object v | |[None v |

Triggering Protocol

Triggering Port

Inceming Protocol

II

Incoming Port

|
Note:

The Triggering Port and Incoming Port should be input like this :
123-456,777-789 (legal),123-456.759 (legal), but 123-456-739 (illegal).

[ ok || Clear || Cancel |

Available settings are explained as follows:

Item Description
Enable Check to enable this entry.
Service Choose the predefined service to apply for such trigger
profile.
User Defined w
User Defined
Real Player
CuickTime
WMP
IRC
AlM Talk
ICa
PalTalk
BitTorrent
Comment Type the text to memorize the application of this rule.
Source IP Use the drop down list to specify an IP object. Or click IP
Object link to create a new one for applying.
Triggering Protocol Select the protocol (TCP, UDP or TCP/UDP) for such
triggering profile.
Triggering Port Type the port or port range for such triggering profile.
Incoming Protocol When the triggering packets received, it is expected the
incoming packets will use the selected protocol. Select the
protocol (TCP, UDP or TCP/UDP) for the incoming data of
such triggering profile.
Incoming Port Type the port or port range for the incoming packets.

After finishing all the settings here, please click OK to save the configuration.

142 Vigor2765 Series User’s Guide



1I-3-5 ALG

ALG means Application Layer Gateway. There are two methods provided by Vigor router,
RTSP (Real Time Streaming Protocol) ALG and SIP (Session Initiation Protocol) ALG, for
processing the packets of voice and video.

RTSP ALG makes RTSP message, RTCP message, and RTP packets of voice and video be
transmitted and received correctly via NAT by Vigor router.

However, SIP ALG makes SIP message and RTP packets of voice be transmitted and received
correctly via NAT by Vigor router.

NAT == ALG
ALG (Application Layer Gateway) Set to Factory Default
Enable ALG
[l Enable Protocol Listen Port TCP uppP
O sip (1~65535)
0 RTSP (1~65535)
L oK |

Available settings are explained as follows:

Item Description

Enable ALG Check to enable such function.

Listen Port Type a port number for SIP or RTSP protocol.

TCP Check the box to make correspond protocol message packet

from TCP transmit and receive via NAT.

UDP Check the box to make correspond protocol message packet
from UDP transmit and receive via NAT.
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lI-4 Applications
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Dynamic DNS

The ISP often provides you with a dynamic IP address when you connect to the Internet via
your ISP. It means that the public IP address assigned to your router changes each time you
access the Internet. The Dynamic DNS feature lets you assign a domain name to a dynamic
WAN IP address. It allows the router to update its online WAN IP address mappings on the
specified Dynamic DNS server. Once the router is online, you will be able to use the registered
domain name to access the router or internal virtual servers from the Internet. It is
particularly helpful if you host a web server, FTP server, or other server behind the router.

Before you use the Dynamic DNS feature, you have to apply for free DDNS service to the DDNS
service providers. The router provides up to three accounts from three different DDNS service
providers. Basically, Vigor routers are compatible with the DDNS services supplied by most
popular DDNS service providers such as www.dyndns.org, www.no-ip.com, www.dtdns.com,
www.changeip.com, www.dynamic- nameserver.com. You should visit their websites to
register your own domain name for the router.

LAN DNS / DNS Forwarding

The LAN DNS lets the network administrators host servers with privacy and security. When the
network administrators of your office set up FTP, Mail or Web server inside LAN, you can
specify specific private IP address (es) to correspondent servers. Thus, even the remote PC is
adopting public DNS as the DNS server, the LAN DNS resolution on Vigor2765 Series will
respond the specified private IP address.

Schedule

The Vigor router has a built-in clock which can update itself manually or automatically by
means of Network Time Protocols (NTP). As a result, you can not only schedule the router to
dialup to the Internet at a specified time, but also restrict Internet access to certain hours so
that users can connect to the Internet only during certain hours, say, business hours. The
schedule is also applicable to other functions.

RADIUS

Remote Authentication Dial-In User Service (RADIUS) is a security authentication
client/server protocol that supports authentication, authorization and accounting, which is
widely used by Internet service providers. It is the most common method of authenticating
and authorizing dial-up and tunneled network users.

The built-in RADIUS client feature enables the router to assist the remote dial-in user or a
wireless station and the RADIUS server in performing mutual authentication. It enables
centralized remote access authentication for network management.

UPnP

The UPnP (Universal Plug and Play) protocol is supported to bring to network connected
devices the ease of installation and configuration which is already available for directly
connected PC peripherals with the existing Windows 'Plug and Play' system. For NAT routers,
the major feature of UPnP on the router is “NAT Traversal”. This enables applications inside
the firewall to automatically open the ports that they need to pass through a router.
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Wake on LAN

A PC client on LAN can be woken up by the router it connects. When a user wants to wake up

a specified PC through the router, he/she must type correct MAC address of the specified PC
on this web page of Wake on LAN (WOL) of this router.

In addition, such PC must have installed a network card supporting WOL function. By the way,
WOL function must be set as “Enable” on the BIOS setting.
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Web User Interface
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Applications

[1-4-1 Dynamic DNS

Enable the Function and Add a Dynamic DNS Account
1.

Assume you have a registered domain name from the DDNS provider, say
hostname.dyndns.org, and an account with username: test and password: test.

Open Applications>>Dynamic DNS.

Check Enable Dynamic DNS Setup.

Applications > Dynamic DNS Setup

Dynamic DNS Setup

Set to Factory Default

Il Enable Dynamic DNS Setup View Log | | Force Update
Auto-Update interval 14400 Min(s) (180~14400)
Accounts:
Index Enable Domain Name

1. (]

2. (]

3. (W]

4. O

5. (]

6. (]

| OK || Clearal

Available settings are explained as follows:

Item Description

Enable Dynamic DNS | Check this box to enable DDNS function.

Setup

Set to Factory Clear all profiles and recover to factory settings.
Default

View Log Display DDNS log status.

Force Update Force the router updates its information to DDNS server.
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Auto-Update

Set the time for the router to perform auto update for DDNS

interval service.

Index Click the number below Index to access into the setting page
of DDNS setup to set account(s).

Enable Check the box to enable such account.

Domain Name

Display the domain name that you set on the setting page of
DDNS setup.

4. Select Index number 1 to add an account for the router. Check Enable Dynamic DNS
Account, and choose correct Service Provider: dyndns.org, type the registered
hostname: hostname and domain name suffix: dyndns.org in the Domain Name block.
The following two blocks should be typed your account Login Name: test and Password:

test.

Applications >> Dynamic DN$ Setup »> Dynamic DNS Account Setup

Index : 1

Enable Dynamic DNS Account

WAN Interface
Service Provider |d}-‘n.com {(www.dyn.com) v|
Service Type
Domain Name |'-;Ia:<: 54 characters || Max: 63 characters | |—-— hd
Login Name |'-;Ia:<: 64 characters |
Password |'-.-Ia:<: G4 characters |
O wildcards
) Backup MX
Mail Extender |'-;Ia:<: 63 characters
Determine WAN IP ’W‘

| oK || Clear || Cancel |

Available settings are explained as follows:

Item

Description

Enable Dynamic DNS
Account

Check this box to enable the current account. If you did
check the box, you will see a check mark appeared on the
Active column of the previous web page in step 2).

WAN Interface

WAN1/WAN2/WAN3 First - While connecting, the router will
use WAN1/WAN2/WANS3 as the first channel for such
account. If WAN1/WAN2/WANS3 fails, the router will use
another WAN interface instead.

WAN1/WAN2/WAN3 Only - While connecting, the router will

use WAN1/WAN2/WANS3 as the only channel for such
account.

Service Provider

Select the service provider for the DDNS account.

Service Type

Select a service type (Dynamic, Custom or Static). If you
choose Custom, you can modify the domain that is chosen in
the Domain Name field.

Note that such option is not available when Customized is
selected as Service Provider.

Domain Name

Type in one domain name that you applied previously. Use
the drop down list to choose the desired domain.

Note that such option is not available when Customized is
selected as Service Provider.

Login Name

Type in the login name that you set for applying domain.
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Password Type in the password that you set for applying domain.

Wildcard and The Wildcard and Backup MX (Mail Exchange) features are
Backup MX not supported for all Dynamic DNS providers. You could get
more detailed information from their websites.

Mail Extender If the mail server is defined with another name, please type
the name in this area. Such mail server will be used as
backup mail exchange.

Determine Real If a Vigor router is installed behind any NAT router, you can
WAN IP enable such function to locate the real WAN IP.

When the WAN IP used by Vigor router is private IP, this
function can detect the public IP used by the NAT router and
use the detected IP address for DDNS update.

There are two methods offered for you to choose:

® WANIP - If it is selected and the WAN IP of Vigor router
is private, DDNS update will take place right away.

® Internet IP - If it is selected and the WAN IP of Vigor
router is private, it will be converted to public IP
before DDNS update takes place.

5. Click OK button to activate the settings. You will see your setting has been saved.

DrayDDNS Settings

DrayDDNS, a new DDNS service developed by DrayTek, can record multiple WAN IP (IPv4) on
single domain name. It is convenient for users to use and easily to set up. Each Vigor Router is
available to register one domain name.

Choose DrayTek Global as the service provider, the web page will be displayed as follows:

Applications »> Dynamic DNS Setup »=> Dynamic DN S Account Setup

Index : 1
Enable Dynamic DN3 Account
Service Provider | DrayDDNS (Globaly ~| | Wizard | | ViewLog |
Status Inactivated
Domain Name Max: 54 characters . drayddns.com |W|
Determine WAN IP IPva O IPvE
WAN Interfaces L wan 10O waN 2 WAN 3 Alias IP in Service Status Setup
Connection Type
Let's Encrypt certificate
Status Empty | Create |
Auto Renew O
| OK || Clear || Cancel

Available settings are explained as follows:

Item Description

Enable Dynamic DNS | Check this box to enable the current account. If you did check the
Account box, you will see a check mark appeared on the Active column of
the previous web page in step 2).

Service Provider Choose DrayTek Global as the service provider.

Wizard - This button is available when DrayTek Global is selected as
Service Provider. To activate the DrayTek’s DDNS service, click it to
enable license issued by DrayTek through Wizards>>Service
Activation Wizard.
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Refer to secion A-1 How to use DrayDDNS? for detailed
information.

Status

Display if the license is actvtaed or not.

Determine WAN IP

If a Vigor router is installed behind any NAT router, you can enable
such function to locate the real WAN IP.

When the WAN IP used by Vigor router is private IP, this function
can detect the public IP used by the NAT router and use the
detected IP address for DDNS update.

There are two methods offered for you to choose:

® WAN IP - If it is selected and the WAN IP of Vigor router is
private, DDNS update will take place right away.
® Internet IP - If it is selected and the WAN IP of Vigor router is

private, it will be converted to public IP before DDNS update
takes place.

WAN Interfaces

WAN1/WAN2/WAN3 - While connecting, the router will use
WAN1/WAN2/WAN3 as the channel for such account.

Connection Type

Select HTTP or HTTPS for DrayDDNS.

Let’s Encrypt
certificate

Create - Click it to generate a certificate issued by Let’s Encrypt for
applying to such DDNS account.

Auto Update - Check the box to make the system update the
certificate automatically.

Disable the Function and Clear all Dynamic DNS Accounts

Uncheck Enable Dynamic DNS Setup, and click Clear All button to disable the function and
clear all accounts from the router.

Delete a Dynamic DNS Account

Click the Index number you want to delete and then click Clear All button to delete the

account.
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11-4-2 LAN DNS / DNS Forwarding

The LAN DNS lets the network administrators host servers with privacy and security. When the
network administrators of your office set up FTP, Mail or Web server inside LAN, you can
specify specific private IP address (es) to correspondent servers. Thus, even the remote PC is
adopting public DNS as the DNS server, the LAN DNS resolution on Vigor2765 Series will
respond the specified private IP address.

Applications => LAN ONS

Profile Index : 1
| Enable

Profie: seres
Comain Mame: server yourdoman com

1P Address L

A private IP address mapped to the
Domain Name.

192.168.1.x 140.186.223.x

W

Pub-iic DNS Server

eEssaTuas

1
|
I
L]
I
|
!
[
v

server.yourdomain.com
- 210.139.175.223
Private IP = PublicIP
192.168.1.100 ___| 210.139.175.223

server.yourdomain.com

Simply click Application>>LAN DNS / DNS Forwarding to open the following page.

Applications == LAN DNS / DNS Forwarding 0
LAN DNS Resolution / Conditional DN S Forwarding Set to Factory Default
Index Enable Profile Domain Name Forwarding DNS Server

1

2.

3.

4.

5.

6.

1

8.

9.

10.

| oKk |
Each item is explained as follows:
Item Description
Set to Factory Default Clear all profiles and recover to factory settings.
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Index Click the number below Index to access into the setting
page.

Enable Check the box to enable the selected profile.

Profile Display the name of the LAN DNS profile.

Domain Name Display the domain name of the LAN DNS profile.

Forwarding Display that such profile is conditional DNS forwarding or
not.

DNS Server Display the IP addres of the DNS Server.

To create a LAN DNS profile:
1. Click any index, say Index No. 1.
2.  The detailed settings with index 1 are shown below.

Applications >> LAN DNS / DNS Forwarding

LAN DNS Conditional DNS Forwarding

Profile Index : 1

Enable
Profile:
Domain Name:

Note:

1. Suppeort wildcard subdomain, ex: *.example.com or www.example.™

2. 0ne domain Name has only one IPv4 address and IPv6 address in the same subnet.
CNAME(Alias Domain Name): | Add

IP Address List (Max. 40 entries)

Index IF hddress Same Subnet Reply

Add Delete

OK Clear

Available settings are explained as follows:

Iltem Description
Enable Check this box to enable such profile.
Profile Enter a name for such profile.

Note: If you type a name here for LAN DNS and click OK to
save the configuration, the name also will be applied to
conditional DNS forwarding automatically.

Domain Name Enter the domain name for such profile.

CNAME (Alias Domain | CNAME is abbreviation of Canonical name record.

Name) Such option is used to record the domain name or the host
alias.

Add - Click it to add a new host with specified reference.

IP Address List The IP address listed here will be used for mapping with the
domain name specified above. In general, one domain name
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maps with one IP address. If required, you can configure two
IP addresses mapping with the same domain name.

Add - Click it to open a dialog to type the host’s IP address.

Host's IP Address

Conly use this record for responding to DNS queries if the sender's TP
Address (client making the request) is in the same subnet as the host's IP

Address,

®  Only responds to the DNS.... - Different LAN PCs can
share the same domain name. However, you have to
check this box to make the router identify & respond
the IP address for the DNS query coming from different
LAN PC.

Delete - Click it to remove an existed IP address on the list.

Click OK button to save the settings.

4.  If you need to configure LAN DNS settings, click index 1 to edit the LAN DNS profile just
created. Or, you can click index 2 to use this profile as conditional DNS forwarding.

Applications => LAN DNS / DNS Forwarding

LAN DNS Conditional DNS Forwarding
Profile Index : 1
Enable

Profile:| LAN_D2

Domain Name:l

Note:
Support wildcard subdomain, ex: *.example.com

DNS Server IP/Host Name:

| oK | Clear |

Available settings are explained as follows:

Item Description
Enable Check this box to enable such profile.
Profile Type a name for such profile.

Note: If you type a name here for conditional DNS forwarding
and click OK to save the configuration, the name also will be
applied to LAN DNS automatically.

Domain Name Type the domain name for such profile.

DNS Server IP Address | Type the IP address of the DNS server you want to use for DNS
forwarding.

5. Click OK button to save the settings.

6. A new LAN DNS profile has been created.
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11-4-3 DNS Security

DNS security is able to ensure that the incoming data is not falsified and the source of the
data is secure and correct to prevent from DNS attack by someone.

11-4-3-1 General Setup

All of WAN interfaces of Vigor router can be configured with DNS Security enabled
respectively.

Application >> DNS Security d
DNS Security
General Setup Domain Diagnosis Refresh
Interface Enable Primary DNS Secondary DNS Bogus DNS Reply
WANT O = =
WAN2 O
WAN3 O - -

Note:
@ The DNS server supports DNSSEC

% The DNS server does not support DNSSEC, function may not work as expected even if it is enabled

[ ok |

Available settings are explained as follows:

Item Description

Interface There are four WAN interfaces allowed to be set with DNS
security enabled.

Enable Check the box to enable the DNS security management.

Primary DNS Display the IP address of primary DNS obtained from DHCP

server or specified by Static WAN.

Secondary DNS Display the IP address of secondary DNS obtained from DHCP
server or specified by Static WAN.

Bogus DNS Reply Sometime, Vigor router might encounter packets from bogus
DNS inquiry. There are two ways to reply such DNS inquiry.

Drop - Discard the packets.

Pass - Accept the packets and let them pass through Vigor
router.
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11-4-3-2 Domain Diagnose

This page is used to configure settings for manually detecting if the domain is secure not.

Application =» DNS Security

DNS Security

General Setup

Domain Diagnosis DNS Cache

o

Domain:
Interface:
DNS Server:
[ Diagnose |

Note:

Result

| @ipvs Olpvs

If the domain has not been queried before, it will take a few seconds to process.

Domain Name IP Address Interface Verify Result

Available settings are explained as follows:

Item Description

Domain Type the domain name or IP address (IPv4/IPv6) that you
want to query.

Interface Specify the interface required for executing diagnose.

DNS Server Type the IP address of the DNS Server which will diagnose the
domain specified above.

Diagnose Click it to perform the diagnosis for the domain.

Result The diagnosed information will be displayed on such field.
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11-4-4 Schedule

The Vigor router has a built-in clock which can update itself manually or automatically by
means of Network Time Protocols (NTP). As a result, you can not only schedule the router to
dialup to the Internet at a specified time, but also restrict Internet access to certain hours so
that users can connect to the Internet only during certain hours, say, business hours. The
schedule is also applicable to other functions.

You have to set your time before set schedule. In System Maintenance>> Time and Date
menu, press Inquire Time button to set the Vigor router’s clock to current time of your PC.
The clock will reset once if you power down or reset the router. There is another way to set
up time. You can inquiry an NTP server (a time server) on the Internet to synchronize the
router’s clock. This method can only be applied when the WAN connection has been built up.

Applications >> Schedule

Schedule : Current System Time [2000 Jan 1Sat0:16: 27 System time set | Setto Factory Default |

1 O

2 O

2]

1Y

Index Enable Comment

Time Frequency
uri.

w

|

w

un.

|

w

un.

|

w

un.

|

w

E

un

1]

un.

|

[14]

un.

|

w

un.

|

w

un.

|

w

un.

|

w

un.

|

w

un.

|

w

un.

|

w

un.

|

w

un.

|

mm Force on Force down

Lok |

Available settings are explained as follows:

Item

Description

Current System Time

Shows the current time of the router.

System time set

Click to navigate to System Maintenance >> Time and Date
to set the system time and date.

Set to Factory Default

Reset all schedules to factory default values.

Index

Shows the index number of the schedule entry.

Enable

Select to enable the schedule; clear to disable it.
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Comment Shows the name given to the schedule.

Time Shows the start and end times of the schedule. The time
interval of the schedule is indicated in dark grey.

Frequency Shows the days of the week configured for the schedule.

Selected days are shown in dark grey.
- If it lights in green, it means such schedule is active.

To configure a schedule, click on its index to bring up the settings page.

Applications >> Schedule

Index No. 1 Current System Time |2000 Jan 1 Sat0:19: 35 | System time set

Enable Schedule Setup

Action

How Often
O Once
® Weekdays
[J Sun Mon

Comment |Read'-,r for RD |
Start Date (yyyy-mm-dd) [2000%v {1 ~[{1 +]

Start Time (hh:mm) H

Duration Time (hh:mm) H

End Time (hh:mm) 23 100

C Monthly, on date

O Cycle duration:[1 w|days (Cycle will start on the Start Date )

Force On v

Tue Wed Thu Fri [ Sat

Note:
Comment can only contain A-Z a-z 0-9 ,

Ay

OK || Clear || Cancel |

Available settings are explained as follows:

Item

Description

Enable Schedule Setup

Select to enable the schedule; clear to disable it.

Comment

Name to identify this schedule entry.

Start Date (yyyy-mm-dd)

The date when the entry comes into effect.

Start Time (hh:mm)

The time when the schedule is triggered. See the How Often
setting below for details.

Duration Time (hh:mm)

How long the action lasts when the scheduled is triggered.

End Time (hh:mm)

It will be calculated automatically when Start Time and
Duration Time are configured well.

Action

Action to take when the schedule is triggered.

Force On - The feature with which this schedule is
associated will be turned on.

Force Down - The feature with which this schedule is
associated will be turned off.

How Often

How frequently the schedule is triggered.

® Once - The schedule is triggered once, on the Start
Date at the Start Time, for the Duration Time.

® Weekdays - The schedule will be triggered repeatedly,
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starting on the Start Date at the Start Time, on the
selected days of the week, at the Start Time, for the
Duration Time.

® Monthly, on date - The router will only execute the
action applied such schedule on the date (1 to 28) of a
month.

® Cycle duration - Type a number as cycle duration.
Then, any action applied such schedule will be
executed per several days. For example, “3” is selected
as cycle duration. That means, the action applied such
schedule will be executed every three days since the
date defined on the Start Date.

To save changes made to the Schedule, click OK. To clear the schedule and restore the
factory default blank values, click Clear. To cancel the changes and return to the main
Schedule page, click Cancel.

Example

Suppose you want to control the PPPoE Internet access connection to be always on (Force On)
from 9:00 to 18:00 for whole week. Other time the Internet access connection should be
disconnected (Force Down).

Office niza R
Hour: 10 2 10 2
-9 k2 -9 ¥

ki 5

(Force On) g 4 g

Mon - Sun 9:00 am to 6:00 pm

Make sure the PPPoE connection and Time Setup is working properly.
Configure the PPPoE always on from 9:00 to 18:00 for whole week.

Configure the Force Down from 18:00 to next day 9:00 for whole week.

A W N

Assign these two profiles to the PPPOE Internet access profile. Now, the PPPoE Internet
connection will follow the schedule order to perform Force On or Force Down action

according to the time plan that has been pre-defined in the schedule profiles.

11-4-5 RADIUS

Remote Authentication Dial-In User Service (RADIUS) is a security authentication
client/server protocol that supports authentication, authorization and accounting, which is
widely used by Internet service providers. It is the most common method of authenticating
and authorizing dial-up and tunneled network users.

The built-in RADIUS client feature enables the router to assist the remote dial-in user or a
wireless station and the RADIUS server in performing mutual authentication. It enables
centralized remote access authentication for network management.

Vigor router can be operated as a RADIUS client. Therefore, this page is used to configure
settings for external RADIUS server. Then LAN user of Vigor router will be authenticated by
such server for network application.
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Applications >> RADIUS

RADIUS Setup

Enable
Enable Accounting

Comments:|

Primary Server

Primary Server

|
Secret | |
Authentication Port
Accounting Port
Disconnect Message Port

Interim Update Interval min{s)(10~1440)
Retry times(1~3)
Secondary Server
Secondary Server | |
Secret | |
Authentication Port
Accounting Port
Disconnect Message Port
Interim Update Interval min{s)(10~1440)
Retry times(1~3)
Note:

If RADIUS server has specified Intenm Update Interval value(Acct-Interim-Interval), Vigor Router will follow the
interval that the RADIUS server provides and ignore the Interim Update Interval setting here.

o

K || Clear || Cancel |

RADIUS Server Status Log
Refresh | Clear|

Available settings are explained as follows:

Item Description

Enable Check to enable the RADIUS server settings for RADIUS client
authentication.

Enable Accounting Check to enable the accounting function for RADIUS client.

Comments Enter a brief description for the RADIUS server.

Primary Server / Secondary Server --- When the Primary server is down, Vigor system will
try to connect the secondary server.
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Primary Server

Primary Server - Enter the IP address of RADIUS server.

Secret - The RADIUS server and client share a secret that is
used to authenticate the messages sent between them. Both
sides must be configured to use the same shared secret. The
maximum length of the shared secret you can set is 36
characters.

Authentication Port - The UDP port number that the RADIUS
server uses for client authentication. The default value is
1812, based on RFC 2138.

Accounting Port - The UDP port number that the RADIUS
server uses to receive the accounting information from Vigor
router. The default value is 1813.

Disconnect Message Port - The UDP port number that the
Vigor router uses to receive the disconnection information
from the RADIUS server. The default value is 3799.

Interim Update Interval - Set the time interval that Vigor
router transmits the accounting information to RADIUS
server.

Retry - Set the number of attempts to perform reconnection
with RADIUS server. If the connection (with the Primary
Server) still fails, stop the connection attempt and begin to
make connection with the secondary server.

Secondary Server

Secondary Server - Enter the IP address of RADIUS server.

Secret - The RADIUS server and client share a secret that is
used to authenticate the messages sent between them. Both
sides must be configured to use the same shared secret. The
maximum length of the shared secret you can set is 36
characters.

Authentication Port - The UDP port number that the RADIUS
server uses for client authentication. The default value is
1812, based on RFC 2138.

Accounting Port - The UDP port number that the RADIUS
server uses to receive the accounting information from Vigor
router. The default value is 1813.

Disconnect Message Port - The UDP port number that the
Vigor router uses to receive the disconnection information
from the RADIUS server. The default value is 3799.

Interim Update Interval - Set the time interval that Vigor
router transmits the accounting information to RADIUS
server.

Retry - Set the number of attempts to perform reconnection.
If the connection (with the Secondary Server) still fails, stop
the connection attempt. The client authentication would be
determined as "failed".

RADIUS Server Status Log

Display the record of current status of RADIUS server.

After finished the above settings, click OK button to save the settings.
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1I-4-6 UPnP

The UPnP (Universal Plug and Play) protocol is supported to bring to network connected
devices the ease of installation and configuration which is already available for directly
connected PC peripherals with the existing Windows 'Plug and Play' system. For NAT routers,
the major feature of UPnP on the router is “NAT Traversal”. This enables applications inside
the firewall to automatically open the ports that they need to pass through a router.

1)

Info UPNP is required for some applications such as PPS, Skype, eMule...and etc.
If you are not familiar with UPnP, it is suggested to turn off this function for
security.

Applications == UPnP

UPnP
Enable UPnP Service Default WAN v
[] Enable Connection Control Service D"m
_ WAN1
|_| Enable Connection Status Service WWANZ
WAN3
Note:

To allow NAT pass-through to a UPnP enabled client the connection control service must also be enabled.

| QK || Clear || Cancel |

Available settings are explained as follows:

Item Description

Enable UPnP Service Accordingly, you can enable either the Connection Control
Service or Connection Status Service.

Default WAN It is used to specify the WAN interface for applying such
function.

The reminder as regards concern about Firewall and UPnP:
Can't work with Firewall Software

Enabling firewall applications on your PC may cause the UPnP function not working properly.
This is because these applications will block the accessing ability of some network ports.

Security Considerations

Activating the UPnP function on your network may incur some security threats. You should
consider carefully these risks before activating the UPnP function.

® Some Microsoft operating systems have found out the UPnP weaknesses and hence you
need to ensure that you have applied the latest service packs and patches.

® Non-privileged users can control some router functions, including removing and adding
port mappings.

The UPnP function dynamically adds port mappings on behalf of some UPnP-aware
applications. When the applications terminate abnormally, these mappings may not be
removed.
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II-4-7 IGMP

IGMP is the abbreviation of Internet Group Management Protocol. It is a communication
protocol which is mainly used for managing the membership of Internet Protocol multicast

groups.

[1-4-7-1 General Setting

Applications == IGMP

General setting

Working status

[JIGMP Proxy

Interface

IGMP version

General Query Interval

Add PPP header
(Encapsulate IGMP in PPPoE)
Enable IGMP syslog

[JIGMP Snooping

IGMP Fast Leave

IGMP Proxy acts as a multicast proxy for hosts on the LAN side. Enable IGMP proxy to access any multicast group. This
function takes no effect when Bridge Mode is enabled.

WAN1 v

Auto v

M I
I_n

Enable: Forwards multicast traffic only to ports that are members of that group.
Disable: Treats multicast traffic the same as broadcast traffic.

The router stops forwarding multicast traffic to a LAN port as soon as it receives a leave message from that port.
Each LAN port should have ne more than one IGMP host connected.

(seconds)

[ oK | | Cancel |

Available settings are explained as follows:

Item

Description

IGMP Proxy

Check this box to enable this function. The application of
multicast will be executed through WAN /PVC/VLAN port.
In addition, such function is available in NAT mode.

Interface - Specify an interface for packets passing
through.

IGMP version - At present, two versions (v2 and v3) are
supported by Vigor router. Choose the correct version
based on the IPTV service you subscribe.

General Query Interval - Vigor router will periodically
check which IP obtaining IPTV service by sending query. It
might cause inconvenience for client. Therefore, set a
suitable time (unit: second) as the query interval to limit
the frequency of query sent by Vigor router.

Add PPP header - Check this box if the interface type for
IGMP is PPPOE. It depends on the specifications regulated
by each ISP. If you have no idea to enable or disable, simply
contact your ISP providers.

Enable IGMP syslog - Check the box to send the record of
IGMP server to Syslog.

IGMP Snooping

Check this box to enable this function. Multicast traffic will
be forwarded to ports that have members of that group.
Disabling IGMP snooping will make multicast traffic treated
in the same manner as broadcast traffic.
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IGMP Fast Leave

Check this box to make the router stop forwarding
multicast traffic to a LAN port as soon as it receives a leave
message from that port. Each LAN port should have one
IGMP host connected.

After finishing all the settings here, please click OK to save the configuration.

[1-4-7-2 Working Group

Applications == IGMP

General setting

Working status

| Refresh
Multicast Group Table
Index P1 P2 P3 | P4
IGMP Device Table
I Index | MAC Address IP Address Interface IGMP Version

Available settings are explained as follows:

Item Description

Refresh Click this link to renew the working multicast group status.

Group ID This field displays the ID port for the multicast group. The
available range for IGMP starts from 224.0.0.0 to
239.255.255.254.

P1 to P4 It indicates the LAN port used for the multicast group.

11-4-8 Wake on LAN

A PC client on LAN can be woken up by the router it connects. When a user wants to wake up
a specified PC through the router, he/she must type correct MAC address of the specified PC
on this web page of Wake on LAN (WOL) of this router.

In addition, such PC must have installed a network card supporting WOL function. By the way,
WOL function must be set as “Enable” on the BIOS setting.

Applications >> Wake on LAN

Wake on LAN
Wake by
IP Address:
MAC Address: \:I\:ID\:ID\:I | Wake Upl |
Result
s
Note:

Wake on LAN integrates with Bind IP to MAC function; only bound PCs can wake up through IP.

Available settings are explained as follows:
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Item Description

Wake by If you choose to be woken by MAC Address, you have to
type the correct MAC address of the host in MAC Address
boxes.

IP Address The IP addresses that have been configured in

Firewall>>Bind IP to MAC will be shown in this drop down
list. Choose the IP address from the drop down list that you
want to wake up.

MAC Address Type any one of the MAC address of the bound PCs.

Wake Up Click this button to wake up the selected IP. See the
following figure. The result will be shown on the box.

11-4-9 SMS / Mail Alert Service

The function of SMS (Short Message Service)/Mail Alert is that Vigor router sends a message to
user’s mobile or e-mail box through specified service provider to assist the user knowing the
real-time abnormal situations.

Vigor router allows you to set up to 10 SMS profiles which will be sent out according to
different conditions.

[1-4-9-1 SMS Alert

This page allows you to specify SMS provider, who will get the SMS, what the content is and
when the SMS will be sent.

Applications == SMS/ Mail Alert Service

SMS Alert Mail Alert Set to Factory Default
Index Enable SMS Provider Recipient Number Notify Profile Schedule(1-13)
1

LT-R - T - L = I O T

=y
=

Note:
All the SMS Alert profiles share the same "Sending Interval” setting if they use the same SMS3 Provider.

| oK || cancel |

Available settings are explained as follows:

Item Description

Index Check the box to enable such profile.

Enable Click the box to enable such profile.

SMS Provider Use the drop down list to choose SMS service provider.
You can click SMS Provider link to define the SMS server.
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Recipient Number

Type the phone number of the one who will receive the
SMS.

Notify Profile

Use the drop down list to choose a message profile. The
recipient will get the content stated in the message profile.

You can click the Notify Profile link to define the content
of the SMS.

Schedule (1-15)

Type the schedule number that the SMS will be sent out.

You can click the Schedule(1-15) link to define the
schedule.

After finishing all the settings here, please click OK to save the configuration.

[1-4-9-2 Mail Alert

This page allows you to specify Mail Server profile, who will get the notification e-mail, what
the content is and when the message will be sent.

Application == SMS / Mail Alert Service

SMS Alert Mail Alert Set to Factory Default
Index Enable Mail Service Mail Address Notify Profile Schedule(1-15)
1 (]
2 O
3 O
4 O
5 O
[ O
T O
3 O
] O
10 O
Note:

All the Mail Alert profiles share the same "Sending Interval” setting if they use the same Mail Server.

| ok || cancel

Available settings are explained as follows:

Item Description

Index Check the box to enable such profile.

Enable Click the box to enable such profile.

Mail Service Use the drop down list to choose mail service object. All of
the available objects are created in Object
Settings>>SMS/Mail Service Option. If there is no object
listed, click Mail Service link to define a new one with
specified service provider.

Mail Address Type the e-mail address of the one who will receive the
notification message.

Notify Profile Use the drop down list to choose a message profile. The

recipient will get the content stated in the message profile.

You can click the Notify Profile link to define the content
of the mail message.
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Schedule (1-15) Type the schedule number that the notification will be sent
out.

You can click the Schedule(1-15) link to define the
schedule.

After finishing all the settings here, please click OK to save the configuration.
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11-4-10 Bonjour

Bonjour is a service discovery protocol which is a built-in service in Mac OS X; for Windows or
Linux platform, there is correspondent software to enable this function for free.

Usually, users have to configure the router or personal computers to use above services.
Sometimes, the configuration (e.g., IP settings, port number) is complicated and not easy to
complete. The purpose of Bonjour is to decrease the settings configuration (e.g., IP setting).
If the host and user’s computer have the plug-in bonjour driver install, they can utilize the
service offered by the router by clicking the router name icon. In short, what the
Clients/users need to know is the name of the router only.

To enable the Bonjour service, click Application>>Bonjour to open the following page. Check
the box(es) of the server service(s) that you want to share to the LAN clients.

Applications => Bonjour 0

Bonjour Setup

Enable Bonjour Service
HTTP Server
Telnet Server
FTP Server
S5SH Server
LPR. Printer Server

ok || Cancel

Below shows an example for applying the bonjour feature that Vigor router can be used as the
FTP server.

1. Here, we use Firefox and DNSSD to discover the service in such case. Therefore, just
ensure the Bonjour client program and DNSSD for Firefox have been installed on the
computer.

) Browser - Mozilla Firefox
File Edit ¥View History Bookmarks Tools Help
| @ Meozilla Firefox Start Page | L Browser * | L Browser * | Browser

€ B3 | @ chrome:/fdnsedicontent/browser htm]
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2. Open the web browse, Firefox. If Bonjour and DNSSD have been installed, you can open
the web page (DNSSD) and see the following results.

chrome:#dnssd/content/browser html ¢ || 8- Google

DNSSD for Firefox

Browser Caonfiguration Options Diagnostic Information

Interface Name Type Domain Service Info

2 DS1010F lus _http._tep local Select a service on the [eft to view
further details

2 DE1010Pus(WebDAY) _http_tcp local

2 HP Laserlet 1300 _ipp._tcp. local

2 tetseng-vitual-machine {b _udisks-ssh._tcp. local

2 tetseng-virtual-machine [00:0c:29:78:bc:24] _workstation_tcp local

2 tomkac-desktop [00:0c:29:26:02:5d] _winrkstation._tcp local

3. Open System Maintenance>>Management. Enter a name as the Router Name and click

System Maintenance >> Manag nt a
IPv4 Management Setup IPv6 Management Setup LAN Access Setup
Router Name DrayTek
Default:Disable Auto-Logout Management Port Setup
Enable Validation Code in Internet/LAN Access ® User Define Ports Default Ports
Telnet Port 23 (Default: 23)
Internet Access Control HTTP Port a0 (Default: €0)
allow management from the Internet HTTPS Port 443 (Default: 443)
Demain name allowed
FTP Port 21 (Default: 21)
FTP Server
TROG9 Port 6069 (Default: 8069)
HTTD Sarver Enforce HTTPS Arrass

4. Next, open Applications>>Bonjour. Check the service that you want to use via Bonjour.

Applications >> Bonjour .o

Bonjour Setup

Enable Bonjour Service
HTTP Server
Telnet Server
FTP Server

SSH Server

LPR Printer Server

EEEOE

[ Ok ] [ Cancel ]

5. Open the DNSSD page again. The available items will be changed as the follows. It means
the Vigor router (based on Bonjour protocol) is ready to be used as a printer server, FTP
server, SSH Server, Telnet Server, and HTTP Server.
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| @ chrome /dnssd/content/browser. html

¢ | 8- Google

DNSSD for Firefox

Birowser Configuration Options

Diagnostic Infarmation

Interface Name

2 DS1010PIus

2 DE1010P lus(WWebDAY)

2 HP Laserlet 1300

2 igor Router

2 igor Router

2 igor Router

2 igor Router

2 igor Router

2 tetseng-virtual-machine

2 tetsengvirtualmaching [00:0c:29:78: be:24]
2 tormkac-desktop [00:0c:29:26:09:54d]

Type Domain Service Info
_http._tep local. Select a service on the left to view
further details
_http_tep local
_ipp._tcp. local
_ftp_tep local
_http._tep local.
_printer._top. local.
_ssh._tcp. local.
_telnet._tcp local
0
hW) _udisks-zsh._tcp local
_wiorkstation._top. local.
_workstation._top. local.

6. Now, any page or document can be printed out through Vigor router (installed with a

printer).

Prinker
Mame Microsoft KPS Document YWriker Properties... ]
Stakus Auka HP Laserlet 1200 Series PCL on RD-KC
Auko Microsoft KPS Document Writer on RD-KC
Type Auka Microsaft %P5 Document ‘Writer an TIM-PiC
Lacation Wigar Router
Carnrnert
[ ] Prink ko file
Print range Copies
(&) &ll pages Mumber of copies -
(O Pages 1 =, =,
) | | [ 2 3 [ 2 3 Collate
Selection 1 1
Qpkions, ., [ (0] 4 l [ Zancel ] [ Help
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Application Notes

A-1 How to Configure Customized DDNS?

This article describes how to configure customized DDNS on Vigor routers to update your IP to

the DDNS server. We will take “Changeip.org” and “3322.net” as example. Before setting,

please make sure that the WAN connection is up.

Part A : Changeip.org

Online Status

Physical Connection

System Uptime: Oday 2:25:59

IPv4 IPvé
LAN Status Primary DNS: 168.95.192.1 Secondary DNS: 168.95.1.1
IP Address RX Packets
i iser e 1036
WAN 1 Status => Drop PPPoE
Enable Line Name Mode Up Time
Yes Ethernet 1wiz PPPOE 2:25:53
IP GW IP TX Packets  TX Rate(Bps) RX Packets RX Rate(Bps)
1.169.185.242 168.,95,98.254 14851 9506 11281 Q12

Note that,

Username: jo***

Password: jo*****xxx

Host name: j*****_changeip.org
WAN IP address: 1.169.185.242

Following is the screenshot of editing the HTML script on the browser to update your IP to the

DDNS server.

L e wew.changep. comidynz
L7 B Hotmadd [ ] HRIMEDERS Home Pape

SMEREE ) REEN o

200 Succesaful Update [(Address U=ed: 1.169.185.242)

Updated carger: . changeip.org

Fpdated 1 ho=st records
Updated 0 zon= serial nusbers
Fewviewed 1 poazible records
Toral updaces: 75

Lockour councer: 1 our of &0
Lockour feaec: 60 mina
Elmpaed cime: 0.01 seconda
NIC wvermlon: £.68

For X¥AL output add fxmi=1
Use 550 for better security.
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Now we have to configure the router so it can do the same job for us automatically.

1. Please go to Applications >> Dynamic DNS to create a profile for Customized DDNS
client.
Applications >> Dynamic DNS Setup »> Dynamic DNS Account Setup
Index =1
¥ Enable Dynamic DNS Account
WAkl Interface WWAMT First 7
Service Provider Custarnized v
Prowvider Host changeip.org
Service API fdynamic/dns/update . asp?
u= oM £ =0 MNP < oSt nare =] @I . changeip . orgsip=HiH IPH#ksc
md=updatefoffline=0
g
auth Type basic ¥
Connection Type | Http ¥
Server Response
Login Marne chronicB653 {max. 64 characters)
Password ~ |seessessess {max. 23 characters)
Wildcards
Backup Mx
Mail Extender
Determine Real
poeg
Ok Clear Cancel
2. Set the Service Provider as Customized.
3.  Set the Service API as:
/dynamic/dns/update.asp?u=jo***&p=jo******+**&hostname=j****.changeip.org&ip=###IP
### &cmd=update&offline=0
In which, ###|P### is a value which will be replaced with the current interface IP
address automatically when DDNS service is running. In this case the IP will be
1.169.185.242.
4.  After setting, the Customized DDNS service will be up, and our IP will be updated to the

DDNS server.

Part B : 3322.net

WAN 1
Link Status : Connected
MAC Address : 00-50-7F-C8-C6-A1
Connection : PPPoE
IP Address 1 111.243.178.53
Default Gateway : 168.95.98.254
Primary DNS : 168.95.192.1
Secondary DNS : 168.95.1.1

Username: bjx******
Password: 88xxxxxkik*
Host name: bi******* 3322 org
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WAN IP address: 111.243.178.53

To update the IP to the DDNS server via editing the HTML script, we can type the following
script on the browser:

‘aae members.3322.net/dyndns fupdate
a4 k- = ﬂ. :"' 5] mrmbﬂ‘..i!?l.nﬂ,l’d'(ndnc,lupdlllﬂhn‘ma.ml'-w.l!)!.nn}&m‘uip-llllﬂ'l!wilﬂ'(lrd-OFMmu-mnl.l'uhlllqrr.l'm!harkmse-NOM!“-I"-NCI HTTR{1.1

And the result will be

&5 a memibers. 332 2.net/dyndns fupdateThostname = . 332 2, crglmyip= G2 12 1IPK2 352 32 38wildeard = OFF Ama=mail e xchanger. e xtAback mo = HO&oHline =02 0HTTP/ 1.1
4 b & (] | B ) members 3322 net W—
ted 0 HE  Bomjew ™ Coccalev  Cocoalab  Yahoo!BM  oirs  swm  Mews ™

Oighal.. | MscOS. | Bomur,, | waDC. | Misey | Blesaen. | RO, | pleshe.. | 200202, | locked. | S@apl, | OwTe. | m
good 111,241.178.51

“good 111.243.178.53” means our IP has been updated to the server successfully.
Now we have to configure the router so it can do the same job for us automatically.

1. Please go to Applications >> Dynamic DNS to create a profile for Customized DDNS
client.

Applications => Dynamic DNS Setup »>> Dynamic DNS Account Setup

Index : 1

#| Enable Dynamic DNS Account
WiaM Interface WANT First

Service Provider | Customized v
Provider Host members.3322.net
Service AP /dyndns/update?

hostname=h gt . 3322 . orgenmyip=HE#IP### vl ldecard=0OFF émx=mail
.exchanger .ext thackmx=NOgoffline=NO

Auth Type basic ¥
Connection Type | Hitp ¥

Server Response

Login Marme chronicB653 {max. 64 characters)
Password {max. 23 characters)
wildcards
Backup Mx

Mail Extender

Determine Real
WAN IP Internet IP

8134 Clear Cancel

2.  Set the Service Provider as Customized.

3. Set the Provider Host as member.3322.net.

4. Set the Service API as:
/dyndns/update?hostname=yourhost.3322.org&myip=###P###&wildcard=OFF&mx=mail
.exchanger.ext&backmx=NO&offline=NO

5.  Enter your account and password.

6.  After the setting, the Customized DDNS service will be up, and our IP will be updated to
the DDNS server automatically.
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Part C : Extend Note

The customized Service Provider is also eligible with the ClouDNS.net.

ece 14 coudns et/ a0 yraicURL =M TUZMTELOJEONTALMZAGDAYODE MO ZGQ32Z Mz

Applications »> Dynamic DNS Setup »> Dynamic DNS Account Setup

Index : 1

¥ Enable Dynamic DNS Account

WAl Interface WWANT First v

Service Provider |Cust0mized v |

Provider Host [members.ﬁﬂ.mt
Service API

Jdyndnz/update?
hostname=h gyt . 3322 . orgenyip=HEEIPEEE cvl ldecard=0FF Smx=mail
.exchanger .ext ébackmx=NO&offline=NO

Au\h Type
Confpiection Type | Hitp v

[Server Response |OK | ]
Login Mame |chr0ni0655_3 | {max. 64 characters)
Password | {max. 23 characters)
) wildcards
[ Backup M

Mail Extender | |

Deﬂtermi @ Real _
WAN IP Internet P

| [0]24 | | Clear | | Cancel
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[I-5 Routing

Route Policy (also well known as PBR, policy-based routing) is a feature where you may need
to get a strategy for routing. The packets will be directed to the specified interface if they
match one of the policies. You can setup route policies in various reasons such as load balance,
security, routing decision, and etc.

Through protocol, IP address, port number and interface configuration, Route Policy can be
used to configure any routing rules to fit actual request. In general, Route Policy can easily
reach the following purposes:

Load Balance
You may manually create policies to balance the traffic across network interface.
Specify Interface

Through dedicated interface (WAN/LAN/VPN), the data can be sent from the source IP to the
destination IP.

Address Mapping

Allows you specify the outgoing WAN IP address (es) for an internal private IP address or a
range of internal private IP addresses.

Priority

The router will determine which policy will be adopted for transmitting the packet according
to the priority of Static Route and Route Policy.

Failover to/Failback

Packets will be sent through another Interface or follow another Policy when the original
interface goes down (Failover to). Once the original interface resumes service (Failback),
the packets will be returned to it immediately.

Other routing

Specify routing policy to determine the direction of the data transmission.

1)

Info For more detailed information about using policy route, refer to SUPPORT
>> TECH SUPPORT >> KNOWLEDGE BASE on www.draytek.com.
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Web User Interface

11-5-1 Static Route

Go to Routing >> Static Route. You can create static routes so that traffic to specific IP
addresses go through a particular LAN or WAN.

The Static Route Setup screen has separate tabs for IPv4 and IPv6. Select the appropriate tab
to begin.

11-5-1-1 Static Route for IPv4

Routing == Static Route Setup

IPv4 IPvE | Set to Factory Default | View Routing Table |

Index Enable Destination Address Mask Gateway Interface

I o O A A o

(] |- |- | — - |- |- |- |- =9 =Y
FPRERFPEFFEREB® P HP BB @M

| OK || Cancel |

Backup settings: Upload From File: FEECTOES

Available settings are explained as follows:

Item Description
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Set to Factory Default

Clear all of the settings and return to factory default
settings.

Viewing Routing Table

Displays the routing table for your reference.

Disgnostics =» View Routing Table

Refrush

1Pvd Routing Tabh

Ky
C:Connected S State R RIP " default - private

1P Routing Table Show Detail | Refresh

Flag
U Routs UP  F Default Routle G Use NextHop S Static Route R RIPng

Index The number (1 to 40) under Index allows you to open next
page to set up static route.
Enable Enables or disables the static route.

Destination Address

Beginning destination address.

Mask Subnet mask of the destination address.

Gateway IP address of the gateway, which is the host that the traffic
needs to go through to reach the destination.

Interface The LAN or WAN that should be used to contact the gateway.

Backup Click it to backup the configuration of static route settings.

Restore Click it to restore the configuration of static route settings.

Before clicking, make sure upload the configuration file onto

Vigor router.
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Add Static Routes to Private and Public Networks

Here is an example (based on IPv4) of setting Static Route in Main Router so that user A and B
locating in different subnet can talk to each other via the router. Assuming the Internet
access has been configured and the router works properly:

®  use the Main Router to surf the Internet.

® create a private subnet 192.168.10.0 using an internal Router A (192.168.1.2)

® create a public subnet 211.100.88.0 via an internal Router B (192.168.1.3).

®  have set Main Router 192.168.1.1 as the default gateway for the Router A 192.168.1.2.

Before setting Static Route, user A cannot talk to user B for Router A can only forward
recognized packets to its default gateway Main Router.

Router C
192.168.1.1

Router A N
192.168.1.2 Router B
(Gateway:192.168.1.1) 192.168.1.3

Private Subnet
192.168.10.0/24

1 Private Subnet
‘ 211.10.88.0/24

== User B
1. Go to LAN page and click General Setup, select 1st Subnet as the RIP Protocol Control.
Then click the OK button.

(1)

Info There are two reasons that we have to apply RIP Protocol Control on
1st Subnet. The first is that the LAN interface can exchange RIP
packets with the neighboring routers via the 1st subnet
(192.168.1.0/24). The second is that those hosts on the internal
private subnets (ex. 192.168.10.0/24) can access the Internet via the
router, and continuously exchange of IP routing information with
different subnets.
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2. Click the Routing>> Static Route and click on the Index Number 1. Check the Enable
box. Please add a static route as shown below, which regulates all packets destined to
192.168.10.0 will be forwarded to 192.168.1.2. Click OK.

Routing >= Static Route Setup

Index No. 1

Enable
Destination IP Address [192.168.10.0 |
Subnet Mask [255.255.255.255 /32 v |
Gateway IP Addrees [192.768.1.2 |
Network Irterface

Note:

WANL, WANS, WANE are PVCs or YLANSs that can be configured on the Multi-PVC/VLAN page.

| OK | [ cancel || Delete |

Available settings are explained as follows:

Iltem Description

Enable Enables or disables the static route.

Destination IP Beginning destination address. Enter an IP address as the
Address destination of the static route.

Subnet Mask Subnet mask of the destination address. Enter the subnet

mask for the static route.

Gateway IP Address Enter the IP address of the gateway, which is the host that
the traffic needs to go through to reach the destination.

Network Interface Use the drop down list to specify an interface for such
static route. The LAN or WAN that should be used to
contact the gateway.

3. Return to Static Route Setup page. Click on another Index Number to add another
static route as show below, which regulates all packets destined to 211.100.88.0 will be
forwarded to 192.168.1.3. Click OK.

Routing == Static Route Setup

Index No. 2
Enable
Destination IP Address [211.100.85.0 |
Subnet Mask [255.255.255.255 ] 32 v |
Gateway IP Address [192.168.13 |
Network Interface
Note:

WAN4, WANS, WANE are PVCs or VLANs that can be configured on the Multi- PVC/VLAN page.
| OK | | Cancel | | Delete |
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4. Go to Diagnostics and choose Routing Table to verify current routing table.

Diagnostics »= View Routing Table

|Pv4 Routing Table | Refresh |
Key Destination Gateway Interface
S 192.168.1@.8/ 255.255.255.255 wia 192.168.1.2 LANL
o 192.168.1.84/ 255.255.255.8@ directly connected LANL
S 211.1@8.88.8/ 255.255.255.255 wvia 192.168.1.3 LANL
-
)
Kay

C:Connected S5:Static R RIP  *: default ~: private

11-5-1-2 Static Route for IPv6

You can set up to 40 profiles for IPv6 static route. Click on a route index on the IPv6 tab to
configure an IPv6 static route.

Routing => Static Route Setup

IPv4 IPve | Setto Factory Default | View IPv6 Routing Table
Index Enable Destination Address Gateway Interface
1. O
2. O
3. 0
4. O
i O
6. O
Tir, O
8. O
9. O
10. O
11. O
12 O

Available settings are explained as follows:

Item Description

Index The number (1 to 40) under Index allows you to open next
page to set up static route.

Enable Enables or disables the static route.

Destination Address Beginning destination address.

Gateway IP address of the gateway, which is the host that the traffic
needs to go through to reach the destination.
Interface The LAN or WAN that should be used to contact the

gateway.

Clear all of the settings and return to factory default
settings.

Set to Factory Default
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Viewing IPv6 Routing Displays the routing table for your reference.

Table
Backup Click it to backup the configuration of static route settings.
Restore Click it to restore the configuration of static route settings.

Before clicking, make sure upload the configuration file
onto Vigor router.

Click any underline of index number to get the following page.

Routing == Static Route Setup

Index No. 1
[ Enable
Destination IPvE Address / Prefix Len |:: |.’ |D |
Gateway |PvE Address | |
Network Interface

[ oK | | Cancel | | Delete |

Available settings are explained as follows:

Item Description

Enable Enables or disables the static route.

Destination IPv6 Address / | Beginning destination address and the number of bits in the
Prefix Len subnet mask of the destination IPv6 address.

Enter the IP address with the prefix length for this entry.

Gateway IPv6 Address IP address of the gateway, which is the host that the traffic
needs to go through to reach the destination.

Network Interface The LAN or WAN that should be used to contact the
gateway.

When you finish the configuration, please click OK to save and exit this page.

11-5-2 Route Policy

The Route Policy feature gives you control over how different types of outbound traffic are
routed, through any of the LANs, WANs or VPNs. To add, delete or modify load balance or
route policies, select Routing >> Route Policy from the menu bar.
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Routing >> Route Policy d

Route Policy |10—v| rules per page | Setto Factory Default | Diagnose
Index Enable Comment Protocol  Interface Priority Source Destination Dest Port Move Bﬁ:ﬁ
1 O Any WAN1 200 Any Any Any Down
2 O Any WAN1 200 Any Any Any UP Down
3 O Any WAN1 200 Any Any Any UP Down
4 [} Any WAN1 200 Any Any Any UP Down
5 O Any WAN1 200 Any Any Any UP Down
6 O Any WAN1 200 Any Any Any UP Down
T O Any WAN1 200 Any Any Any UP Down
8 O Any WAN1 200 Any Any Any UP Down
9 O Any WAN1 200 Any Any Any UP Down
10 O Any WAN1 200 Any Any Any UP Down
1-10 | 11-20 | 21-30 Next ==

O Wizard Mode: most frequently used settings in three pages

® Advance Mode: all settings in one page

oK |
Available settings are explained as follows:

Item Description

Rules per page The number of rules to display on a single page.

Set to Factory Default Clear the settings of all Load-Balance and Route Policy
rules.

Index Rule index. Click to bring up the configuration page of the
rule.

Enable Select to enable this rule.

Protocol Protocol(s) to which this rule applies.

Interface LAN, IP Routed Subnet, WAN or VPN interface that the
traffic described by this rule is to be directed.

Priority The priority of this rule.

Source The source IP address.

Destination The destination IP address.

Move UP/Move Down Click to shift priority of rule up/down by one.

Wizard Mode The setup wizard will present the most-commonly used rule
settings in three steps.

Advance Mode All the rule settings will be shown on one configuration
page.

If Wizard Mode is selected, you will be guided through the configuration process in three steps.
Only the most commonly used settings will be shown.

1. Click the Wizard Mode radio button.

2. Click Index 1. The setting page will appear as follows:
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Routing > Route Policy

Index: 1 Criteria

Load-Balance/Route Policy applies to packets that meet the following criteria

Source IP @ Any

) Sre IP Start Src IP End
Destination IP @ Any

O Dest IP Start Dest IP End

() Country Object

| Next> | | Cancel |
Available settings are explained as follows:
Iltem Description
Source IP Source IP addresses to which this rule is to be applied.

Any - This rule applies to all source IP addresses.

Src IP Start, Src IP End - This rule applies to the specified
range of source IP addresses. If there is only one source IP
address, enter the address in both the Start and End fields.

Destination IP Destination IP addresses to which this rule is to be applied.
Any - This rule applies to all destination IP addresses.

Dest IP Start, Dest IP End - This rule applies to the
specified range of destination IP addresses. If there is only
one destination IP address, enter the address in both the
Start and End fields.

Country Object - Specify a country object. All the IPs
coming from the country (countries) specified in the object
will be passed through the WAN interface.

3. Click Next to get the following page.

Routing => Route Policy

Index: 1 Interface

Load-Balance/Route Policy directs the packets to the interface below

Interface WARN1 A
| <Back || Next> | | Cancel |
Available settings are explained as follows:
Item Description
Interface You can select an interface from one of the following: WAN,

LAN, VPN, IP Routed Subnet, and DMZ Subnet. Packets match
with the above criteria will be transferred to the interface
chosen here. Select an interface from the list.
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4. After specifying the interface, click Next to get the following page.

Routing == Route Policy

Index: 1 NAT or Routing

Based on the settings in the previous pages, we guess you want to have: Faorce NAT

The current setting is:
[C] Force NAT
Force Routing

< Back || Next =

Available settings are explained as follows:

I[tem Description
Force NAT /Force It determines which mechanism that the router will use to
Routing forward the packet to WAN.

5. After choosing the mechanism, click Next to get the summary page for reference.

Routing == Route Policy

Index: 1 Configuration Summary

Criteria

Source IP Any
Destination IP Any
Interface

WAM1

More options

Force MAT

< Back Next = Finish | | Cancel

6. If there is no error, click Finish to complete wizard setting. To make changes, click Back
to return to the previous pages. To discard all changes, click Cancel.

Routing »> Route Policy o
Route Policy 10 ¥ | rules per page | Setto Factory Default | Diagnose
Index Enable Comment Protocol Interface Priority SSrtcarI_f SécndIP D;\tsatrip D:s:dIP Esftt Esftt MS;e gng\:,i
Start End
1 rd Any WAN1 200 Any Any Any Any Any  Any Down
2 Any WAN1 200 Any Any Any Any Any Any UP Down
3 Any WANL 200 Any Any Any Any Any  Any UP Down
4 Any WANL 200 Any Any Any Any Any  Any UP Down
5 Any WAN1 200 Any Any Any Any Any Any UP Down
6 Any WANL 200 Any Any Any Any Any  Any  UP  Down
i Any WAN1 200 Any Any Any Any Any Any UP Down
8 Any WAML 200 Any Any Any Any Any Any UP Down
9 Any WANL 200 Any Any Any Any Any Any UP Down
10 Any WANL 200 Any Any Any Any Any  Any UP Down
<= 110 | 11-20 | 21-30 Next =

* wizard Mode: most frequently used settings in thres pages
Advance Mode: all settings in one page

OK
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If Advance Mode is selected, you will be presented with a single page with all the
configurable settings for the rule.

1. Click the Advance Mode radio button.

2. Click Index 1 to access into the following page.

Routing => Route Policy

Index: 1
Enable
Comment | || Delete |
Criteria
Protocol Any i
Saurce
Destination Any -
Destination Port Any w
Send via if Criteria Matched
Interface @ WAN/LAN WAN1 v
VPN

Gateway Default Gateway

Ospecifc Gateway [ |
Packet Forwarding to @ F NAT
WAN/LAN via @ roee

(O Force Routing
[ Failover to @ WAN/LAN Default WAN v

VPN
() Route Policy
Gateway ® Default Gateway
O Specific Gateway [0.0.0.0
JPriDrity

| ok | | Clear || Cancel | | Diagnose |

Note:
Force NAT(Routing): NAT{Routing) will be performed on outgoing packets, regardless of which type of subnet (NAT or IP
Routing) they originate from.

Available settings are explained as follows:

Iltem Description

Enable Select to enable rule and unlock all fields for configuration.
Comment Type a brief explanation for such profile.

Criteria Router examines outgoing LAN traffic to find the first rule

whose criteria are satisfied.

Protocol - Use the drop-down menu to choose a proper
protocol for the WAN interface.

Source - Source |IP addresses to which this rule is to be
applied.

® Any - This rule applies to all source IP addresses.

® |P Range -This rule applies to the specified range of
source IP addresses.

- Start - Enter an address as the starting IP for such
profile.

- End - Enter an address as the ending IP for such
profile.

® |P Subnet - This rule applies to source IP addresses
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defined by the specified network IP address and subnet
mask.

- Network - Enter an IP address here.

- Mask - Use the drop down list to choose a suitable
mask for the network.

IP Object / IP Group - Use the drop down list to choose
a preconfigured IP object/group.

Destination - Destination IP addresses to which this rule is to
be applied.

Any - This rule applies to all source IP addresses.

IP Range -This rule applies to the specified range of

destination IP addresses.

- Start - Enter an address as the starting IP for such
profile.

- End - Enter an address as the ending IP for such
profile.

IP Subnet - This rule applies to destination IP addresses
defined by the specified network IP address and subnet
mask.

- Network - Enter an IP address here.

- Mask - Use the drop down list to choose a suitable
mask for the network.

Domain Name - Specify a domain name as the

destination.

- Select - Click it to choose an existing domain name
defined in Objects Setting>>String Object.

- Delete - Remove current used domain name.

- Add - Create a new domain name as the
destination.

IP Object / IP Group - Use the drop down list to choose

a preconfigured IP object/group.

Country Object - Use the drop dwon list to choose a
preconfigured object. Then all IPs within that country
will be treated as the destination IP.

Destination Port - Destination port numbers to which this
rule is to be applied. As only TCP and UDP protocols use port
numbers, this setting does not apply to the ICMP protocol.

Any - This rule applies to all destination ports.

Dest Port Range - This rule applies to the specified
range of destination ports.

- Start - Enter the destination port start for the
destination IP.

- End - Enter the destination port end for the
destination IP. If this field is blank, it means that all
the destination ports will be passed through the
WAN interface.

Send to if criteria If criteria are matched, the traffic will be sent to the
matched designated interface and gateway.

Interface - Packets match with the above criteria will be
transferred to the interface chosen here. Select an interface
from the list (WAN/LAN: A WAN or LAN interface; VPN: A
Virtual Private Network).

Gateway IP - Select a gateway.

Default Gateway - Traffic will be sent to the default
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gateway address of the specified interface.

®  Specific Gateway - Traffic will be sent to the specified
gateway address instead of the default gateway
address.

Packet Forwarding to WAN/LAN via - When you choose
LAN/WAN (e.g., WAN1) as the Interface for packet
transmission, you have to specify the way the packet
forwarded to.

) Force NAT - The source IP address will not be used to
connect to the remote destination. Network Address
Translation (NAT) will be used, where a common IP
address will be used.

®  Force Routing - The source IP address will be preserved
when connecting to the remote destination.

Failover to - If the interface specified above loses
connection, traffic can be forwarded to an alternate
interface or be scrutinized by an alternate route policy.

® WAN/LAN - Use the drop down list to choose an
interface as an auto failover interface.

® VPN - Use the drop down list to choose a VPN tunnel as
a failover tunnel.

® Route Policy - Use the drop down list to choose an
existed route policy profile.

® Gateway IP - The failed-over traffic can be sent to the
Default Gateway of the alternate interface/route
policy, or a Specific Gateway at the specified IP
address.

Priority Specifies the priority of the rule in relation to other rules.
Lowering the priority value increases the priority of the rule,
and vice versa. Routes in the routing table have a priority
value of 150, whereas the default routes have a priority
value of 250.

The default priority value of Load Balance/Route Policy rules
is 200. To change the priority, move the slider or enter a
value.

3. When you finish the configuration, please click OK to save and exit this page.

Diagnose for Route Policy

The Diagnose function allows you to determine how a specific type of traffic from a host to a
destination will be routed, and which routes, route policies and load balance rules match the
criteria of the traffic.

e e ae e T T W TR

Ovew
O Route Policy
Gateway @ Default Gateway

O Specific Gatewa'-,f|Cl.0.U.U

IPriority

| OK | | Clear || Cancel | | Diagnose |

Click Diagnose.
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Analyze a single packet

Select this mode to make Vigor router analyze how a single packet will be sent by a route
policy.

Diagnostics >> Route Policy Diagnosis d
Test how the packets will be routed

Mode ® Analyze a single packet

) Analyze multiple packets by uploading an input file

Packet Information

Protocal [Any ~|
Src 1P [Specify an IP v] [192188.12 |
DstIP  [Specify an IP ~]| [88.28 |
Dst Port [Any Port ~|
| Analyze |
Analysis
Available settings are explained as follows:
Item Description
Packet Information Specify the nature of the packets to be analyzed by Vigor
router.

Protocol - Specify a protocol for diagnosis.
Src IP - IP address of host where the traffic originates.
®  Specify an IP - One source IP address.

® Any IP- Source IP address is not specified. Any IP from
LAN 1/LAN 2/LAN 3/LAN 4/LAN 5/LAN 6/DMZ.

®  Subnet/IP Routed Subnet - Any source IP address on
the specified subnet.

Dst IP - IP address of the destination host.
® Specify an IP - One destination IP address.
® Any IP - Destination IP address is not specified.

Dst Port - Number of port to which the traffic is sent. This
setting is only applicable to UDP and TCP protocols. Use the
drop down list to specify the destination port.

Analyze - Click to analyze and display routes, route
policies and load balance rules with matching criteria. If
required, click export analysis to export the result as a
file.
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The following shows an analysis example. The packet matched the criteria of one route

policy.

Test how the packets will be routed

Mode @ Analyze a single packet

O Analyze multiple packets by uploading an input file

Packet Information

Protosol
Src P [Specify an IP ~| [192.188.1.2 |
DstIP | Specify an [P v| [s8.38 |
Dst Port
[ Analyze |
Analysis
\ l / The packet was dropped because the send-to interface of the matched
the packet LAN \ # policy "policy 1" was inactive and there was no failover setting

Matched Route

Vigor2T65

Matched Priorit;

Matched Policy

Matched Priorit failovered

Route Policy 1 200 No

Analyze multiple packets by uploading an input file

Diagnostics == Route Policy Diagnosis

Test how the packets will be routed

Mode

) Analyze a single packet

® Analyze multiple packets by uploading an input file

Input File

{ download an example input file)

| Analyze |

Available settings are explained as follows:

Item

Description

Input File

Browse - Click to browse folder structure and select an
input file.

Download and example input file - Click to download a
sample input file (blank “.csv” file). Then, click the Browse
button to select that blank “.csv” file for saving the result
of analysis.

Mode
O analyze how a packet will be sent

© 2 e

Input File . . .
- | diagnos_example_input_file cov
SRR ,
402 B
Anahze

:ES -

TR & AuH

Analyze - After selecting 