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Copyrights

© All rights reserved. This publication contains information that is protected by copyright. No part may be
reproduced, transmitted, transcribed, stored in a retrieval system, or translated into any language without
written permission from the copyright holders.

Trademarks

The following trademarks are used in this document:

Microsoft is a registered trademark of Microsoft Corp.
Windows 10, 11 and Explorer are trademarks of Microsoft Corp.
Apple and Mac OS are registered trademarks of Apple Inc.

Other products may be trademarks or registered trademarks of their respective manufacturers.

Safety Instructions

® Read the installation guide thoroughly before you set up the router.

(] The router is a complicated electronic unit that may be repaired only be authorized and qualified personnel.
Do not try to open or repair the router yourself.

L Do not place the router in a damp or humid place, e.g. a bathroom.
The router should be used in a sheltered area, within a temperature range of 0 to +45 Celsius.
Do not expose the router to direct sunlight or other heat sources. The housing and electronic components
may be damaged by direct sunlight or heat sources.
Do not deploy the cable for LAN connection outdoor to prevent electronic shock hazards.
Do not power off the router when saving configurations or firmware upgrades. It may damage the
data in a flash. Please disconnect the Internet connection on the router before powering it off
when a TR069/ ACS server manages the router.

L Keep the package out of reach of children.

(] When you want to dispose of the router, please follow local regulations on conservation of the environment.

Warranty

° We warrant to the original end user (purchaser) that the router will be free from any defects in

workmanship or materials for a period of two (2) years from the date of purchase from the dealer. Please
keep your purchase receipt in a safe place as it serves as proof of date of purchase. During the warranty
period, and upon proof of purchase, should the product have indications of failure due to faulty
workmanship and/or materials, we will, at our discretion, repair or replace the defective products or
components, without charge for either parts or labor, to whatever extent we deem necessary tore-store the
product to proper operating condition. Any replacement will consist of a new or re-manufactured
functionally equivalent product of equal value, and will be offered solely at our discretion. This warranty
will not apply if the product is modified, misused, tampered with, damaged by an act of God, or subjected
to abnormal working conditions. The warranty does not cover the bundled or licensed software of other
vendors. Defects which do not significantly affect the usability of the product will not be covered by the
warranty. We reserve the right to revise the manual and online documentation and to make changes from
time to time in the contents hereof without obligation to notify any person of such revision or changes.
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Part | Installation

This part will introduce Vigor router and guide to
install the device in hardware and software.

Installation
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|-1 Introduction

This is a generic International version of the user guide. Specification,
compatibility and features vary by region. For specific user guides
suitable for your region or product, please contact local distributor.

Vigor3912 Series, a broadband router, integrates IP layer QoS, NAT session/bandwidth
management to help users control works well with large bandwidth.

By adopting hardware-based VPN platform and hardware encryption of AES/DES/3DES, the
router increases the performance of VPN greatly and offers several protocols (such as
IPSec/PPTP/L2TP) with up to 500 VPN tunnels.

The object-based design used in SPI (Stateful Packet Inspection) firewall allows users to set
firewall policy easily. CSM (Content Security Management) provides users control and
management in IM (Instant Messenger) and P2P (Peer to Peer) more efficiency than before. By
the way, DoS/DDoS prevention and URL/Web content filter strengthen the security outside
and control inside.

Object-based firewall is flexible and allows your network be safe.
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I-1-1 Indicators and Connectors

Before you use the Vigor router, please get acquainted with the LED indicators and
connectors first.

Vigor3912 series

. consaLe e 2808ase.T cae
' 3 ] " " " ) " Ll L " ) it 2
AN LAN Las

Status Explanation
PWR On The router is powered on.
Off The router is powered off.
PWR On The router is powered on.
Off The router is powered off.
ACT Blinking The system is active.
Off The system is hanged.
USB On The USB device is installed and ready.
Off No USB device is installed.
SFP+ On The fiber connection is established.
Off No fiber connection is established or the system is
hanged.
On The Ethernet link is established on corresponding
port.
Left A -
Off No Ethernet link is established.
P3 ~ Blinking The data is transmitting.
P12 On The Ethernet link is established on corresponding
Right port with 1G M_bps_or abov_e. .
Off The Ethernet link is established on corresponding
port with less than 1G Mbps.
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Vigor3912 series

consaLe

Hilv[maanaanaannn

Interface Description

USB1 / USB2 Connecter for the USB device.

Console Provided for technician use.

SFP+ P1~P2 Connecter for SFP module with the rate of 10G/1G bps.
2.5GBase-T Connector for remote network devices or local network devices
(P3~P4) (WAN/LAN) with the rate of 2.5G/1G/100M/10M bps.

Connectors for remote network devices or local network devices
(WAN/LAN) with the rate of 1G/100M/10M bps.

Connecter for local network devices (LAN) with the rate of
1G/100M/10M bps.

The Factory Reset button is used to restore the default settings. Turn
on the router (ACT LED is blinking). Press the hole and keep for more
than 5 seconds. When you see the ACT LED begins to blink rapidly than
usual, release the button. Then the router will restart with the factory
default configuration.

e I - Connecter for a power cord.
- N0 ON/OFF - Power switch.

GDbE P5~P8

GbE P9~P12
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|-2 Hardware Installation

I-2-1 Installing Vigor Router

Before starting to configure the router, you have to connect your devices correctly.

1.

Connect a modem to any WAN port of Vigor3912 with Ethernet cable (RJ-45) to access
Internet.

Connect the other end of the cable (RJ-45) to the Ethernet port on your computer (that
device also can connect to other computers to form a small area network). The LAN LED
for that port on the front panel will light up.

Connect a server/router (depends on your requirement) to any WAN port of Vigor3912
with Ethernet cable (RJ-45). The WAN LED will light up.

Connect the power cord to Vigor3912’s power port on the rear panel, and the other side
into a wall outlet.

Power on the device by pressing down the power switch on the rear panel. The PWR LED
should be ON.

The system starts to initiate. After completing the system test, the ACT LED will light up
and start blinking.

Below shows an outline of the hardware installation for your reference.

4 5

Power cord

SilivEaaasnasansa
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|-2-2 Rack-Mounted Installation

The Vigor3912 Series can be mounted on the wall by using standard brackets shown below.

Attach the brackets to the chassis of a rack. The second bracket attaches the other side of the
chassis.

After the bracket installation, the Vigor3912 Series chassis can be installed in a rack by using
four screws for each side of the rack.

Desktop Type Installation

Rubber pads are included with the Vigor3912 Series. These rubber pads improve the air
circulation and decrease unnecessary rubbing on the desktop.
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-3 Accessing Web Page

1. Make sure your PC connects to the router correctly.

You may either simply set up your computer to get IP dynamically from the router or set
up the IP address of the computer to be the same subnet as the default IP address of
Vigor router 192.168.1.1. For the detailed information, please refer to the later
section - Trouble Shooting of the guide.

2. Open a web browser on your PC and type http://192.168.1.1. The following window
will be open to ask for username and password.

Username

admin

DrayTek Password

Vigor 3912

3. Please type “admin/admin” as the Username/Password and click Login.

Info If you fail to access to the web configuration, please go to “Trouble Shooting” for
detecting and solving your problem.
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4.

Now, the Main Screen will appear.

DrayTek vz AOoEEBDA

Modal Hame Vigerasiz Systam Up Time 93:43:38

Houter Fam DrayTek Sm—— Tus Har 21 2023 04:18:09
FW [Loader Version  4.3.5.1/v18 Build Bata/Time Mow 13 3033 16:38:30
LAN MAC &ddrass 14-45-0C-29-0E-08

CFU Usage: [ | 1%
Cerbroc CPU; ] Eh)
a Hamory Usage S oM

Switch
Exsemnal Guvicws Sewsion (curmax ) i

FProduc Heglstratom
Sevvice Stasun

AT Hights Heverved.

Line | Mode i Address MAC Address Up Tume

Info The home page will be different slightly in accordance with the type of the
router you have.

The web page can be logged out according to the chosen condition. The default setting
is Auto Logout, which means the web configuration system will logout after 5 minutes
without any operation. Change the setting for your necessity.

o Logou v Il 1R

Auto Logout
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I-4 Changing Password

Please change the password for the original security of the router.

1. Open a web browser on your PC and type http://192.168.1.1. A pop-up window will
open to ask for username and password.

2. Please type “admin/admin” as Username/Password for accessing into the web user

interface with admin mode.

3. Go to System Maintenance page and choose Administrator Password.

System Maintenance >> Administrator Password

Administrator Password

Old Password |!-.-Iax 83 characters
New Password |r-.-lax 83 characters
Confirm Password |V'-'Iax 83 characters

Password Strength:

Strong password requirements:
1. Have at least one upper-case letter and one lower-case letter,
2. Including non-alphanumeric characters is a plus.

Enable 'admin' account legin to Web UI from the Internet
[CJ Enable advanced Authentication method when login fram "WAN"
Mobile one-Time Passwords(mOTP)
PIN Code *==* Secret e

2-Step Authentication
Send Auth code via

Mail Profile

SMS Profile -7 G Recipient Number
Mail Address

4.  Enter the login password (the default is “admin’) on the field of Old Password. Type
New Password and Confirm Password. Then click OK to continue.

5.  Now, the password has been changed. Next time, use the new password to access the

Web user interface for this router.

DrayTek

Vigor3912

Username

admin

Password

Language

English ~

Copyright @ 2023 DrayTek Corp

Info Even the password is changed, the Username for logging onto the web user interface

is still “admin”.
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|-5 Dashboard

10

Dashboard

AT _ W _

W LELEN L

Online Status

SFP +
l'l“, A f

Dashboard shows the connection status including System Information, IPv4 Internet Access,
IPv6 Internet Access, Interface (physical connection), Security and Quick Access.

Click Dashboard from the main menu on the left side of the main page.

A web page with default selections will be displayed on the screen. Refer to the following
figure:

- LoD TT I T T

WA WAN Security Agphance

WAN1 WANZ LAN WANS WANGE WAN7 WANE

M10/100M W1G M2.5G M10G

System Information Quick Access
Model Name Vigor3912 System Up Time 00:21:08 System Status
Router Name DrayTek Current Time Mon Mar 20 2023 14:53:39 Dynamic DNS
FW /Loader Version 4.3.5.1/v16 Build Date/Time Nov 13 2023 16:38:20 TR-069

LAN MAC Address 14-49-BC-34-9B-88

System Resource

CPU Usage: [ |

Co-Proc CPU: [ |

Memory Usage: Lo ]

Session (cur./max.):

IPv4 LAN Information
IP Address DHCP IP Address
LAN1 192.168.1.1/24 v
IPv4 Internet Access
Line / Mode IP Address MAC Address
WAN1 SFP+ / DHCP Client ed 1 C-34

WAN3

WAN5 connected
WANS nected
WANT disconnected

User Management

IM/P2P Block
Schedule
1% SysLog / Mail Alert
1% LDAP
70% RADIUS
Firewall Object Setting
N/A
Data Flow Monitor
DHCP Certificate Status
@ Expired (0)
Up Time
00:00:00 ® 0K (0)
00:00:00
View More
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|-5-1 Virtual Panel

On the top of the Dashboard, a virtual panel (simulating the physical panel of the router)
displays the physical interface connection. It will be refreshed every five seconds. When you
move and click the mouse cursor on LAN, or WAN, related web setting page will be open for

you to configure if required.

Dashboard

Security VPN Router

CONSOLE SFP+ 2.5GBASE-T

ﬁ}l] D [r:] . EE - i ) i : i am Nl i I

Vigor3912 Series

Pz

Pa P11 Pi2
WAN1  LAN  WAN3 LaN WANS WANG WAN7 WANS LAN

Wio/100M 1c M2.5¢ W10G

Port Color Description

LAN Black LAN port is disconnected.
Orange LAN port is connected at 10/100 Mbps.
Green LAN port is connected at 1 Gbps.
Blue LAN port is connected at 10 Gbps.

WAN Black WAN port is disconnected.
Orange WAN port is connected at 10/100 Mbps.
Green WAN port is connected at 1 Gbps.
Blue WAN port is connected at 10 Gbps.

For detailed information about the LED display, refer to I-1-1 LED Indicators and

Connectors.

Vigor3912 Series User’s Guide
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I-5-2 Quick Access for Common Used Menu

All the menu items can be accessed and arranged orderly on the left side of the main page for
your request. However, some important and common used menu items which can be
accessed in a quick way just for convenience.

Look at the right side of the Dashboard. You will find a group of common used functions
grouped under Quick Access.

The function links of System Status, Dynamic DDNS, TR-069, User Management, IM/P2P Block,
Schedule, Syslog/Mail Alert, LDAP, RADIUS, Firewall Object Setting and Data Flow Monitor are
displayed here. Move your mouse cursor on any one of the items and click on it. The
corresponding setting page will be open immediately.

Dashboard

SFP =

oY - | oo T T T I T 11

L
LAN WANZ LAN WANS WANE WAN7 WANE

Pl iz
Mo WAN Security Appiance
LAN

W10/100M W1G M2.56 W10G

System Information Quick Access \
Model Name Vigor3g12 System Up Time 00:21:08 System Status
Router Name DrayTek Current Time Mon Mar 20 2023 14:53:39 Dynamic DNS
FW /Loader Version 4,3.5/v16 Build Date/Time Nov 13 2023 16:328:20 TR-069
LAN MAC Address 14-49-BC-34-9B-88 User Management
M/P2F Block
System Resource Schedule
CPU Usage: I 1% SysLog / Mail Alert
Co-Proc CPU: [ ] 1% LDAP
Memory Usage: | 70% RADILS

Firewall Object Setting

\Dala Flow Monitor /

Session (cur./max.): NfA

IPv4 LAN Information

1P Address DHCP IP Address DHCP Certificate $tatus

LAN1 192.168.1.1/24 v ® Expired (0)
IPv4 Internet Access

Line / Mode 1P Address MAC Address

P Client 14-49-BC-34-9B-89 ® 0K (0)
CP Client 14-49-BC-34-0B-8B
et / DHCP Client 14-49-BC-34-9B-8D View More
Ethernet / DHCP Client 14-49-BC-34-0B-8E
Ethernet / DHCP Client 14-49-BC-34-9B-6F o

Besides, LAN, IP Routed Subnet, WAN interfaces, VPN security settings such as Remote Dial-in
User and LAN to LAN also can be accessed on this page easily. Scroll down the page to find
them and move your mouse cursor on the item to open the configuration web page.

Interface
WAN Connected : (s WAN1 WAN3 WANS WANG WANT WANS
—\
LAN Connected : 1, Port2 Port4 @Port9 @Portl0 Portil Porti2
Security
VPN Connected : 0 [ Remote Dial-in User / LANto LAI\]
MyVigor Activate : 0
DoS Attack Detected :
RooOtCA

Note that there is a plus ( F ) icon located on the left side of VPN/LAN. Click it to review the
LAN connection(s) used presently.
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Interface

WAN Connected : a, WAN1 WAN3 WANS WANG WANT WANS
B Lan Connected : 1, Port2 Port4 @Port9 @Port1o Port1i1 Port12
Host ID IP Address MAC Port
CarrieNi 192.168.1.10 08-BF-B8-D5-DD-A9 ]
Security
VPN Connected : 0 Remote Dial-in User / LAN to LAN
MyVigor Activate : 0

All of the hosts (including wireless clients) displayed with Host ID, IP Address and MAC address
indicates that the traffic would be transmitted through LAN port(s) and then the WAN port.
The purpose is to perform the traffic monitor of the host(s).

1-5-3 GUI Map

All the functions the router supports are listed with table clearly in this page. Users can click

the function link to access into the setting page of the function for detailed configuration.

Click the icon on the top of the main screen to display all the functions.

GUI Map

Dashboard VPN and Remote Access

Wizards Remote Access Control
Quick Start Wizard PPP General Setup
Service Activation Wizard SSL General Setup
VEN Client Wizard IPsec General Setup
VPN Server Wizard IPsec Peer Identity

Online Status VPN Matcher Setup
Physical Connection QOpenVPN
Virtual WAN WireGuard

Port Setup Remote Dial-in User

WAN LAN fo LAN
General Setup VPN TRUNK Management
Internet Access Connection Management
Multi-VLAN Certificate Management
WAN Budget Local Certificate

LAN Trusted CA Certificate
General Setup Certificate Backup
VLAN Self-Signed Certificate
Bind IP to MAC USE Application
Port Mirror/Packet Capture USB General Settings
Wired 802.1X USB User Management
PPPoE Server File Explorer

Wnternnt Wah Dartal

Vigor3912 Series User’s Guide

1EE Naoavira Statie

13



I-5-4 Web Console

AEEEEE

Web Consaole

It is not necessary to use the telnet command via DOS prompt. The changes made by using
web console have the same effects as modified through web user interface. The
functions/settings modified under Web Console also can be reviewed on the web user
interface.

Click the Web Console icon on the top of the main screen to open the following screen.

D Console - Google Chrome =]=] =
A T2 | v3910spiltdrank.drayddns.com/doc/console.htm B

Type ? for command help
> 7

% Valid commands are:

csm ddns dos exit internet ip

ipé ipf log ldap tacacsplus mngt
msubnet object port portmaptime  qos quit
show srv switch sys testmail fs
upnp usb vigbhrg vlan vpn wan
hsportal radius local 8@21x  wol user appgos
nand apm ha Stum dpdk cert

service
>

I-5-5 Config Backup

DEEEOE

Config Backup

There is one way to store current used settings quickly by clicking the Config Backup icon. It
allows you to backup current settings as a file. Such configuration file can be restored by
using System Maintenance>>Configuration Backup.

Simply click the icon on the top of the main screen.
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|-5-6 Manual Download

BEBEREE

Click this icon to open online user’s guide of Vigor router. This document offers detailed

Marual Download

information for the settings on web user interface.

|-5-7 Logout

DEBERED

logout

Click this icon to exit the web user interface.

Vigor3912 Series User’s Guide
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I-5-8 Online Status

Online Status

Search menu

|-5-8-1 Physical Connection

Such page displays the physical connection status such as LAN connection status, WAN
connection status, ADSL information, and so on.

Physical Connection for IPv4 Protocol

Online Status

Physical Connection System Uptime: 6days 7:14:11

16

IPvd4 IPvE
LAN Status
IP Address TX Packets RX Packets galgt:er Primary gﬂ%ﬁer Secondary
192.168.1.1 260,444 128,959 8.8.8.8 8.8.4.4
WAN 1 Status == Renew
Enable Line Name Mode Up Time
Yes Ethernet DHCP Client 00:00:00
IP GWIP TX Packets TX Rate(Bps) RX Packets RX Rate(Bps)
R D C. D D
WAN 3 Status = > Renew
Enable Line Name Mode Up Time
Yes Ethernet DHCP Client 00:00:00
P GWIP TX Packets TX Rate(Bps) RX Packets RX Rate(Bps)
_—— _—— D S. D :)
WAN 5 Status => Renew
Enable Line Name Mode Up Time
Yes Ethernet DHCP Client 00:00:00
P GWIP TX Packets TX Rate(Bps) RX Packets RX Rate(Bps)
R D C. D D
WAN 6 Status => Renew
Enable Line Name Mode Up Time
Yes Ethernet DHCP Client 00:00:00
P GWIP TX Packets TX Rate(Bps) RX Packets RX Rate(Bps)
_—— D S. D :)
WAN 7 Status =>» Renew
Enable Line Name Mode Up Time
Yes Ethernet DHCP Client 00:00:00
P GWIP TX Packets TX Rate(Bps) RX Packets RX Rate(Bps)
--- 0 1] 1] L]
WAN & Status => Renew
Enable Line Name Mode Up Time
Yes Ethernet DHCP Client 00:00:00
P GWIP TX Packets TX Rate(Bps) RX Packets RX Rate(Bps)
_—— D S. D :)
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Physical Connection for IPv6 Protocol

Online Status

Physical Connection

System Uptime: 6days 7:14:46

IPv4 IPv6

LAN Status

IP Address

FE80::21D:AAFF:FE4B:3E90/64 (Link)

TX Packets RX Packets TX Bytes RX Bytes

2,360 1,288 184,088 113,150
WAN1 IPv6 Status

Enable Mode Up Time

Mo Offline

P Gateway IP
WAN3 IPvG Status

Enable Mode Up Time

Mo Offline

P Gateway IP
WANS IPv6 Status

Enable Mode Up Time

Mo Offline

IP Gateway IP
WANG IPvG Status

Enable Mode Up Time

Mo Offline

IP Gateway IP
WANT IPv6 Status

Enable Mode Up Time

Mo Offline

IP Gateway IP
WANS IPvG Status

Enable Mode Up Time

Mo Offline

P Gateway IP

Detailed explanation (for IPv4) is shown below:

Item

Description

LAN Status

Primary DNS-Displays the primary DNS server address for
WAN interface.

Secondary DNS -Displays the secondary DNS server address
for WAN interface.

IP Address-Displays the IP address of the LAN interface.

TX Packets-Displays the total transmitted packets at the
LAN interface.

RX Packets-Displays the total received packets at the LAN
interface.

WAN1 to WANS8 Status

Enable - Yes in red means such interface is available but
not enabled. Yes in green means such interface is enabled.

Line - Displays the physical connection (VDSL, ADSL,
Ethernet) of this interface.

Name - Display the name of the router.

Vigor3912 Series User’s Guide
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Item Description

Mode - Displays the type of WAN connection (e.g., PPPOE).
Up Time - Displays the total uptime of the interface.

IP - Displays the IP address of the WAN interface.

GW IP - Displays the IP address of the default gateway.

TX Packets - Displays the total transmitted packets at the
WAN interface.

TX Rate - Displays the speed of transmitted octets at the
WAN interface.

RX Packets - Displays the total number of received packets
at the WAN interface.

RX Rate - Displays the speed of received octets at the WAN
interface.

Detailed explanation (for IPv6) is shown below:

Item Description

LAN Status IP Address- Displays the IPv6 address of the LAN interface.

TX Packets-Displays the total transmitted packets at the LAN
interface.

RX Packets-Displays the total received packets at the LAN
interface.

TX Bytes - Displays the speed of transmitted octets at the
LAN interface.

RX Bytes - Displays the speed of received octets at the LAN
interface.

WAN1 to WANS8 IPv6 Status | Enable - No in red means such interface is available but not
enabled. Yes in green means such interface is enabled. No in
red means such interface is not available.

Mode - Displays the type of WAN connection (e.g., TSPC).
Up Time - Displays the total uptime of the interface.

IP - Displays the IP address of the WAN interface.

Gateway IP - Displays the IP address of the default gateway.

Info The words in green mean that the WAN connection of that interface is ready for
accessing Internet; the words in red mean that the WAN connection of that interface
is not ready for accessing Internet.

|-5-8-2 Virtual WAN
Such page displays the virtual WAN connection information.
Virtual WAN are used by TR-069 management, VolIP service and so on.

The field of Application will list i-9the purpose of such WAN connection.
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|-6 Quick Start Wizard

Quick Start Wizard can help you to deploy and use the router easily and quickly. Go to
Wizards>>Quick Start Wizard. The first screen of Quick Start Wizard is entering login
password. After typing the password, please click Next.

Wizards == Quick Start Wizard

Enter login password

Please enter an alpha-numeric string as your Password {Max 83 characters)

Old Password | |

Mew Password | |

Confirm Password | |

Password Strength:

Strong password requirements:
1. Have at least one upper-case letter and one lower-case letter.
2. Including non-alphanumeric characters is a plus.

Hint: If you want to keep the password unchanged, leave the password blank and press
"Mext" button to skip this process.

On the next page as shown below, please select the WAN interface that you use. If fiber is
used, please choose WANL1; if Ethernet is used, please choose WAN3 ~ WANS. Then click Next
for next step.

Wizards == Quick Start Wizard

Select WAN Interface

Select WAN Interface: WAN3 »
Display Name: |MK—Carrie |
Physical Mode: Ethernet
Physical Type:
[<Back | [ New> |
WAN1 and WAN2 will bring up different configuration page. Refer to the following for detailed
information.
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|-6-1 For WANT (Fiber)

WANL1 can be configured for physical mode of SFP+ (Fiber connection).

Quick Start Wizard

WAN Interface

WAN Interface:
Display Mame:

Physical Mode:
Physical Type:

WANT »

SFP+

Auto negotiation v

| <Back | | Next> | | cancel |

Available settings are explained as follows:

Item

Description

Display Name

Enter a name for the router.

Physical Type

This setting will vary based on the Physical Mode.
In general, Auto negotiation is suggested.

On the next page as shown below, please select the appropriate Internet access type
according to the information from your ISP. For example, you should select PPPoE mode if the
ISP provides you PPPOE interface. Then click Next for next step.
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Ethernet WANT1 - PPPoE

1. Choose WANL1 as the WAN Interface. Click the Next button. The following page will be
open for you to specify Internet Access Type.

Quick Start Wizard

Connect to Internet

WAN 1

Select one of the following Internet Access types provided by your ISP,
® ppPoE
O static 1P
O DHcP

| <Back | | Next> | | Cancel |

2.  Click PPPoE as the Internet Access Type to get the following page.

Quick Start Wizard

PPPoE Client Mode

WAN 1

Enter the user name and password provided by your ISP.
Service Name (Optional) CHT
Username 834005657 @hinet.nat
Password
Confirm Password

= Back Mext = Finish Cancel
Available settings are explained as follows:
Item Description
Service Name Enter the description of the specific network service.
(Optional)
Username Assign a specific valid user name provided by the ISP.

Note: The maximum length of the user name you can set is
63 characters.

Password Assign a valid password provided by the ISP.

Note: The maximum length of the password you can set is 62
characters.
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5.

Item Description

Confirm Password Re-enter the password.

Back Click it to return to previous setting page.
Next Click it to get into the next setting page.
Cancel Click it to give up the quick start wizard.

Please manually enter the Username/Password provided by your ISP. Click Next for
viewing summary of such connection.

Quick Start Wizard

Please confirm your settings:

WAN Interface: WAN1
Physical Mode: SFP+
Internet Access: PPPoE

Click Back to modify changes if necessary. Otherwise, click Finish to save the current
settings and restart the Vigor router.

| <Back | | Finish | | Cancel |

Click Finish. A page of Quick Start Wizard Setup OK!!! will appear. Then, the system
status of this protocol will be shown.

Cluick Start Wizard Setup OK!

Now, you can enjoy surfing on the Internet.
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Ethernet WANT - Static IP

1. Choose WANL1 as the WAN Interface. Click the Next button. The following page will be
open for you to specify Internet Access Type.

Quick Start Wizard

Connect to Internet

WAN 1

) PPPoE
@® Static IP
) DHCP

Select one of the following Internet Access types provided by your ISP,

2.  Click Static IP as the Internet Access type to get the following page.

Wizards == Quick Start Wizard

Static IP Client Mode

| < Back | |

MNext = |

WAN 1

Enter the Static IP configuration provided by your ISP

WAN IP 192.168.3.100

Subnet Mask 255.255255.0

Gateway 192 168.31

Primary DMNS 5888

Secondary DNS 2844 (optional)
[ =Back | | Nexi=

Available settings are explained as follows:

Item

Description

WAN IP

Enter the IP address.

Subnet Mask

Enter the subnet mask.

Gateway Enter the IP address of gateway.

Primary DNS Enter the primary IP address for the router.

Secondary DNS Enter the secondary IP address for necessity in the future.
Back Click it to return to previous setting page.

Next Click it to get into the next setting page.
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4.

5.

Cancel Click it to give up the quick start wizard.

Please Enter the IP address information originally provided by your ISP. Then click Next

for next step.

Quick Start Wizard

Please confirm your settings:

WAMN Interface: WAN1
Physical Mode: SFP+
Internet Access: Static IP

settings and restart the Vigor router.

Click Back to meodify changes if necessary. Otherwise, click Finish to save the current

| <Back |

| Finish | | Cancel |

Click Finish. A page of Quick Start Wizard Setup OK!!l will appear. Then, the system

status of this protocol will be shown.

Quick Start Wizard Setup OK!

Now, you can enjoy surfing on the Internet.
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Ethernet WAN1 - DHCP

1. Choose WANL1 as the WAN Interface. Click the Next button. The following page will be
open for you to specify Internet Access Type.

Quick Start Wizard

Connect to Internet

WAN 1

Select one of the following Internet Access types provided by your ISP.
O ppPoE
O static 1P
@® DHCP

| <Back | | MNext> | | Cancel |

2. Click DHCP as the Internet Access type to get the following page.

Quick Start Wizard

DHCP Client Mode

WAN 1
If vour ISP requires you to enter a specific host name or specific MAC address, please
enter it in.

Host Name “igor (optional)

MAC 14 |49 [-BC |02 |-37 | -EZ (optional)

= Back Next = Finish Cancel
Available settings are explained as follows:
Item Description
Host Name Enter the name of the host.

Note: The maximum length of the host name you can set is
39 characters.

MAC Some Cable service providers specify a specific MAC address
for access authentication. In such cases you need to enter
the MAC address.

Back Click it to return to previous setting page.

Next Click it to get into the next setting page.
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3.

4.

5.

Cancel Click it to give up the quick start wizard.

After finished the settings above, click Next for viewing summary of such connection.

Quick Start Wizard

Please confirm your settings:

WAMN Interface: WANL
Physical Mode: SFP+
Internet Access: DHCP

Click Back to medify changes if necessary. Otherwise, click Finish to save the current
settings and restart the Vigor router.

| <Back | | Finish | | Cancel |

Click Finish. A page of Quick Start Wizard Setup OK!!l will appear. Then, the system
status of this protocol will be shown.

Quick Start Wizard Setup OK!

Now, you can enjoy surfing on the Internet.
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1-6-2 For WANS3 (Ethernet - 2.5G)

WANS3 shall be used for connection with rate 2.5G.

Wizards >> Quick Start Wizard

Select WAN Interface

Select WAN Interface: WAN3 w
Display Name: | |
Physical Mode: Ethernet
Physical Type:
2 5G full duplex
| <Back | | Next> | [ Cancel |

Available settings are explained as follows:

Item

Description

Display Name

Enter a name for the router.

Physical Type

This setting will vary based on the Physical Mode.
In general, Auto negotiation is suggested.

On the next page as shown below, please select the appropriate Internet access type
according to the information from your ISP. For example, you should select PPPoE mode if the
ISP provides you PPPOE interface. Then click Next for next step.

Ethernet WANS3 - PPPoE

1. Choose WANS3 as the WAN Interface. Click the Next button. The following page will be
open for you to specify Internet Access Type.

Quick Start Wizard

Connect to Internet

WAN 3

Select one of the following Internet Access types provided by your ISP.

® ppPoE
O static 1P
O DHCP

Vigor3912 Series User’s Guide
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2.

Click PPPOE as the Internet Access Type to get the following page.

Quick Start Wizard

PPPoE Client Mode

Password

WAN 3

Enter the user name and password provided by your ISP.
Service Name [Optional) |CHT
Username |8400565?@hinet.nel

Confirm Password

| <Back | | Next> | | Cancel |

Available settings are explained as follows:

Item Description

Service Name Enter the description of the specific network service.

(Optional)

Username Assign a specific valid user name provided by the ISP.
Note: The maximum length of the user name you can set is
63 characters.

Password Assign a valid password provided by the ISP.

Note: The maximum length of the password you can set is 62
characters.

Confirm Password

Re-enter the password.

Back

Click it to return to previous setting page.

Next

Click it to get into the next setting page.

Cancel

Click it to give up the quick start wizard.
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3.  Please manually enter the Username/Password provided by your ISP. Click Next for
viewing summary of such connection.

Quick Start Wizard

Please confirm your settings:

WAN Interface: WANZ
Physical Mode: Ethernet
Internet Access: PPPoE

Click Back to modify changes if necessary. Otherwise, click Finish to save the current
settings and restart the Vigor router.

| Finish | | Cancel |

4.  Click Finish. A page of Quick Start Wizard Setup OK!!! will appear. Then, the system

status of this protocol will be shown.

Quick Start Wizard Setup OR!

5.  Now, you can enjoy surfing on the Internet.

Vigor3912 Series User’s Guide
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Ethernet WAN3 - Static IP

1. Choose WANS3 as the WAN Interface. Click the Next button. The following page will be
open for you to specify Internet Access Type.

Quick Start Wizard

Connect to Internet

WAN 3

Select one of the following Internet Access types provided by your ISP,
) PPPGE
@® static 1P
) DHCP

< Back | | MNext =

2.  Click Static IP as the Internet Access type to get the following page.

Quick Start Wizard

Static IP Client Mode

WAN 3
Enter the Static IP configuration provided by your ISP.
WAN IP [172.16.21.77 |
Subnet Mask |255.255.255.0 |
Gateway [172.16.211 |
Primary DNS |B.B.B.B |
Secondary DNS |B.B.4.4 | (optional)
| < Back | | Next >
Available settings are explained as follows:
Item Description
WAN IP Enter the IP address.
Subnet Mask Enter the subnet mask.
Gateway Enter the IP address of gateway.
Back Click it to return to previous setting page.
Next Click it to get into the next setting page.
Cancel Click it to give up the quick start wizard.
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3. Please enter the IP address information originally provided by your ISP. Then click Next
for next step.

Quick Start Wizard

Please confirm your settings:

WAN Interface: WAN3
Physical Mode: Ethernet
Internet Access: Static IP

Click Back to modify changes if necessary. Otherwise, click Finish to save the current
settings and restart the Vigor router.

Finish | | Cancel

4.  Click Finish. A page of Quick Start Wizard Setup OK!!! will appear. Then, the system
status of this protocol will be shown.

Quick Start Wizard Setup OK!

5. Now, you can enjoy surfing on the Internet.
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Wireless WAN3 - DHCP

1. Choose WANS3 as the WAN Interfac. Click the Next button. The following page will be
open for you to specify Internet Access Type.

Quick Start Wizard

Connect to Internet

WAN 3

Select one of the following Internet Access types provided by your ISP.

) PRPOE
) static IP
® pHcP

| <Back | | MNext> | | Ccancel |
2.  Click DHCP as the Internet Access type to get the following page.
Quick Start Wizard
DHCP Client Mode
WAN 3
If your ISP requires you to enter a specific host name or specific MAC address, please
enter it in.
Host Name |\figor |(0ptiona|)
mac 00 {1D] -[AA] {48] J3€] {83 optionai
| <Back | | Next> | | Cancel |

Available settings are explained as follows:

Item Description

Host Name Enter the name of the host.

Note: The maximum length of the host name you can set is
39 characters.

MAC Some Cable service providers specify a specific MAC address
for access authentication. In such cases you need to enter
the MAC address.

Back Click it to return to previous setting page.

Next Click it to get into the next setting page.

32

Vigor3912 Series User’s Guide



Cancel Click it to give up the quick start wizard.

3.  After finished the settings above, click Next for viewing summary of such connection.

Quick Start Wizard

Please confirm your settings:

WAN Interface: WAN3
Physical Mode: Ethernet
Internet Access: DHCP

settings and restart the Vigor router.

Click Back to modify changes if necessary. Otherwise, click Finish to save the current

| <Back |

Finish

| | cancel |

4.  Click Finish. A page of Quick Start Wizard Setup OK!!! will appear. Then, the system

status of this protocol will be shown.

Quick Start Wizard Setup OK!

5. Now, you can enjoy surfing on the Internet.
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1-6-3 For WAN5~WANS (Etherent)

WAN5~WANS can be configured for physical mode of Ethernet.

Wizards >> Quick Start Wizard

Select WAN Interface

Select WAN Interface:
Display Name:
Physical Mode:
Physical Type:

Ethernet

1G full duplex
100M full duplex
10M full duplex

| <Back | | Next> | | Cancel |

Available settings are explained as follows:

Item

Description

Display Name

Enter a name for the router.

Physical Type

This setting will vary based on the Physical Mode.
In general, Auto negotiation is suggested.

On the next page as shown below, please select the appropriate Internet access type

according to the information from your ISP. For example, you should select PPPoE mode if the
ISP provides you PPPOE interface. Then click Next for next step.

Ethernet WANS - PPPoE
1.

Choose WANS as the WAN Interface. Click the Next button. The following page will be

open for you to specify Internet Access Type.
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Quick Start Wizard

Connect to Internet

WAN 5

Select one of the following Internet Access types provided by your ISP,
@® pppoE
O static 1P
O DHCP

| <Back | | Next> | | cancel |

2.  Click PPPoE as the Internet Access Type to get the following page.

Quick Start Wizard

PPPoE Client Mode

Confirm Password

WAN 5
Enter the user name and password provided by your ISP.
Service Name (Optional) |CHT |
Username |84005E>5?@hinet.nel |
Password | -------- |
|

| <Back | | Next> | | Cancel |
Available settings are explained as follows:
Item Description
Service Name Enter the description of the specific network service.
(Optional)
Username Assign a specific valid user name provided by the ISP.

Note: The maximum length of the user name you can set is
63 characters.

Password Assign a valid password provided by the ISP.
Note: The maximum length of the password you can set is 62
characters.

Confirm Password Re-enter the password.

Back Click it to return to previous setting page.

Next Click it to get into the next setting page.
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4.

5.

Item Description

Cancel Click it to give up the quick start wizard.

Please manually enter the Username/Password provided by your ISP. Click Next for

viewing summary of such connection.

Quick Start Wizard

Please confirm your settings:

WAN Interface: WANS
Physical Mode: Ethernet
Internet Access: PPPoE

settings and restart the Vigor router.

Click Back to modify changes if necessary. Otherwise, click Finish to save the current

| <Back |

| Finish | | Cancel |

Click Finish. A page of Quick Start Wizard Setup OK!!l will appear. Then, the system

status of this protocol will be shown.

Quick Start Wizard Setup OR!

Now, you can enjoy surfing on the Internet.
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Ethernet WANS - Static IP

1. Choose WANS5 as the WAN Interface. Click the Next button. The following page will be
open for you to specify Internet Access Type.

Quick Start Wizard

Connect to Internet

WAN 5

Select one of the following Internet Access types provided by your ISP.
) PPPoE
® static 1P
) DHCP

< Back | | Next =
2.  Click Static IP as the Internet Access type to get the following page.
Quick Start Wizard
Static IP Client Mode
WAN 5
Enter the Static IP configuration provided by your ISP.
WAaN IP |
Subnet Mask | |
Gateway | |
Primary DNS |8.8.8.8 |
Secondary DNS |B.B.4.4 | (optional)
| < Back | | MNext =
Available settings are explained as follows:
Item Description
WAN IP Enter the IP address.
Subnet Mask Enter the subnet mask.
Gateway Enter the IP address of gateway.
Back Click it to return to previous setting page.
Next Click it to get into the next setting page.
Cancel Click it to give up the quick start wizard.
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3. Please enter the IP address information originally provided by your ISP. Then click Next
for next step.

Quick Start Wizard

Please confirm your settings:

WAN Interface: WANS
Physical Mode: Ethernat
Internat Access: Static IP

Click Back to modify changes if necessary. Otherwise, click Finish to save the current
settings and restart the Vigor router.

Finish | | Cancel

4.  Click Finish. A page of Quick Start Wizard Setup OK!!! will appear. Then, the system
status of this protocol will be shown.

Cluick Start Wizard Setup OK!

5. Now, you can enjoy surfing on the Internet.
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Wireless WANS - DHCP

1. Choose WANS5 as the WAN Interfac. Click the Next button. The following page will be
open for you to specify Internet Access Type.

Quick Start Wizard

Connect to Internet

WAN 5

Select one of the following Internet Access types provided by your ISP.
O PRPOE
O static Ip
® pHcP

| <Back | | Next> | | Cancel |

2. Click DHCP as the Internet Access type to get the following page.

Quick Start Wizard

DHCP Client Mode

WAN 5
If your ISP requires you to enter a specific host name or specific MAC address, please
enter it in.

Host Name |\figor |(optiona|]

o 00| [10] {AA] {28] {3€] {2 optiona

| <Back | | Next> | | Cancel |
Available settings are explained as follows:
Item Description
Host Name Enter the name of the host.

Note: The maximum length of the host name you can set is
39 characters.

MAC Some Cable service providers specify a specific MAC address
for access authentication. In such cases you need to enter
the MAC address.

Back Click it to return to previous setting page.

Next Click it to get into the next setting page.
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Cancel Click it to give up the quick start wizard.

After finished the settings above, click Next for viewing summary of such connection.

Quick Start Wizard

Please confirm your settings:

WAN Interface: WANS
Physical Mode: Ethernet
Internet Access: DHCP

settings and restart the Vigor router.

Click Back to modify changes if necessary. Otherwise, click Finish to save the current

| <Back |

| Finish | | Cancel |

Click Finish. A page of Quick Start Wizard Setup OK!!! will appear. Then, the system

status of this protocol will be shown.

Cluick Start Wizard Setup OK!

Now, you can enjoy surfing on the Internet.
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|-7 Service Activation Wizard

Service Activation Wizard can guide you to activate WCF service (Web Content Filter) with a
quick and easy way. For the Service Activation Wizard is only available for admin
operation, therefore, please type “admin/admin” on Username/Password while Logging
into the web user interface.

Service Activation Wizard is a tool which allows you to use trial version of WCF directly
without accessing into the server (MyVigor) located on http://myvigor.draytek.com. For
using Web Content Filter Profile, please refer to later section Web Content Filter Profile for
detailed information.

Now, follow the steps listed below to activate WCF feature for your router.

1)

Info Such function is available only for Admin Mode.

1. Open Wizards>>Service Activation Wizard.

l Service Activation Wizard -

2. The screen of Service Activation Wizard will be shown as follows. You can activate the
Web content filter services, APPE service and/or DDNS service at the same time or
individually. When you finish the selection, please click Next.

Service Activation Wizard

Select the service type that you want to activate

Activation Date : 2024-01-11
Web Content Filter(WCF) Service :

[ BI'M License Agreement

Trs is a web content filter that is provided by the German government. It is a free service without any guarantee and will expire
orfe year after activation. You may re-activate the service after expiry.

URL Reputation 30-Day Free Trial License Agreement

Tofactivate the 30-day trial license, you will need a MyVigor account and register the router to the MyVigor account first. How To.,

IAPP Enfprcement{APPE) Service :

DJ-APPE License Agreement

fdorade APPE Signature automatically,

c

Dynamig DNS{DDNS) Service @

D}J-DDNS License Agreement

This Dynamic Domain Name service is provided by DrayTek Corporation. To active the DrayDDNS (Global) service, please select this
option to active the license. This Is a 1-year free license key. For re-activation after expiry, you have to obtain a new license from
MyVigor website (https://myvigor.draytek.com).

I agree to let the MyVigor server record the WAN or Internet IP address of this router in order to activate the
DrayDDNS service.
You can stop this service and clear your IP address at any time.

Domain Name :  2024011114392101 .drayddns.com

[ ! 1 have read and accept the above Agreement. (Please check this box). ]
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4.

Info ® BPjM is web content filter (WCF) for German Speaking users. It is
ideal for your family to provide more Internet security for
youngsters.

® DT-DDNS, developed by DrayTek, offers one year free charge
service of dynamic DNS service for internal use.

Setting confirmation page will be displayed as follows, please click Activate.

Service Activation Wizard

Please confirm your settings

Sevice Type : Trial version

Sevice Activated : Web Content Filter ( URL Reputation )

Please click Back to re-select service type you to activate.

< Back ] iActivate I'I Cancel

Info The service will be activated and applied as the default rule configured in
Firewall>>General Setup.

The web page will display the service that you have activated according to your
selection(s).
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|-8 Registering Vigor Router

You have finished the configuration of Quick Start Wizard and you can surf the Internet at any
time. Now it is the time to register your Vigor router to MyVigor website for getting more
service. Please follow the steps below to finish the router registration.

1 Please login the web configuration interface of Vigor router by typing “admin/admin” as
User Name / Password.

Username

admin

Password

Dr ay Tek -

Language

Vigor3912 English -

Copyright © 2023 DrayTek Corp

2 Click Support Area>>Production Registration from the home page.

Product Registration

Service Status

3 ALogin page will be shown on the screen. Please type the account and password that
you created previously. And click Login.

jon with the exception of your IP Address which is recorded after login for security purposes.

-

Usemame

carrieni

Pagsword

DrayTek

\ - /

8Ly e g o

Terms of Service / Privacy Policy

(1)
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Info If you haven’t an accessing account, please refer to section Creating an
Account for MyVigor to create your own one. Please read the articles
on the Agreement regarding user rights carefully while creating a user
account.

The following page will be displayed after you logging in MyVigor. Type a nickname for
the router, then click Submit.

Product register ( Add Device)

Device Name
Madel Vigor3a12
MAC 1440BC340BC8

Serial Number 202401111439210

When the following page appears, your router information has been added to the
database. Your router has been registered to myvigor website successfully.

My Preduct Vigor3a2 Service Status

More Details..,

License Status [ ]

rand fticn

License History

Today

Product Registration
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6 Clicking MYPRODUCT for viewing the general information of the registered router on
MyVigor website.

My Product

& : C o

Device Name Model Register Date + MAC Serlal Number Service Status

Vigor3912 Series User’s Guide
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1-9 VPN Client Wizard

The VPN Client Wizard will configure the router as a client to connect to a remote VPN server
using a LAN-to-LAN VPN tunnel. The wizard will guide you through the setup process.

1. On the menu bar, click on Wizards, and then VPN Client Wizard.

VPN Client Wizard

Choose VPN Establishment Environment

Please choose a LAN-to-LAN Profile: 1 = 277 w
| Next> | | Cancel |
Available settings are explained as follows:

Item Description

Please choose a The profile used to store this tunnel configuration.

LAN-to-LAN Profile Selecting an index that has already been setup previously
will result in the existing setup getting overwritten by the
wizard.
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2.

page.
VPN Client Wizard

VPN Connection Setting

Security Ranking:
Very High
IPsec XAuth
IPsec IKEv2 EAP (only for NAT Mode)
L2TP over IPSec
OpenVPN (AES256)

High
IPSec IKEV1/IKEVZ
SS5L
OpenWPN (AES128)

Medium
PPTP (Encryption)

Low
L2TP / PPTP (None Encryption)
OpenVPN (Mone Encryption)

LAN-to-LAN VPN Client Mode Selection:
Select VPN Type:
Note:

NAT Mode.

Throughput Ranking:
Very High
L2TF { PPTP (None Encryption)

High
IPSec IKEv2/EAP/IKEV1/XAuth
OpenVPN (UDP None Encryption)

Medium
L2TF aver IPSec / PPTP (Encryption)
OpenVPN (UDP)
OpenVPN (TCP None Encryption)

Low
S5L/0penVPN (TCP)

Route Mode v

[PPTP (Encryption) v

1. Please use Route Mode for typical LAN-to-LAN tunnels.
2. If the remote network is only expecting a single client or IP and is not configured to route the subnet then select

3. If you are unsure of your configuration select Route Mode.

| <Back || Next> | | Cancel |

Available settings are explained as follows:

When you finish the mode and profile selection, please click Next to open the following

Item

Description

LAN-to-LAN Client
Mode Selection

Route Mode - All traffic between the local network and the
remote network bear the originating IP addresses. Select
this if the VPN server can establish routes to handle
inter-LAN traffic routing.

NAT Mode - The VPN client (local router) uses a single IP
address assigned by the VPN server (remote router) and
uses NAT to keep track of the connections. Select this if the
VPN server expects only one IP address on the local
network to communicate with the remote network.

Select VPN Type

Select a VPN protocol for the LAN-to-LAN tunnel. Different
VPN protocols offer different levels or security and
performance.

o

Info

Vigor3912 Series User’s Guide
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If you have selected PPTP (None Encryption) or PPTP (Encryption), the following

configuration screen appears.

VPN Client Wizard

VPN Client PPTP Encryption Settings

Profile Name
VPN Dial-Out Through

[J always on

Server IP/Host Name for VPN
(e.g. draytek.com or 123.45.67.89)

Username

Password

Remote Network IP
Remote Network Mask
Local Network IP
Local Network Mask

[272

[WANT First v

[272

[00.00

[255.265.2550/24 _~]

[192.168.1.

1 |

[255.255.255.0/24  +|

| < Back || Next = |

Cancel

If you have selected IPsec, the following configuration screen appears.

VPN Client Wizard

VPN Client IPsec Settings

Profile Mame
WPN Dial-Out Through

[ Always on

Server IP/Host Name for VPN
(e.g. draytek.com or 123.45.67.89)

IKE Authentication Method
® Pre-Shared Key
Confirm Pre-Shared Key
) Digital Signature (X.509)
Peer ID
Local ID

Subject Name First
Local Certificate

IPsec Security Method
) Medium (AH)
® High (ESP)
Remote Network IP
Remote Metwork Mask
Local Network IP
Local Network Mask

Alternative Subject Name First

[727

[ WAN1 First M

m

m

| AES with Authentication |

[0.0.0.0

[255.355.065.0/24 |

[192.168.1.1 |

[255.255.2550/24 |

< Back | | Next >

Cancel
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If you have selected SSL/L2TP, the following configuration screen appears.

VPN Client Wizard

VPN Client L2ZTP Settings

Profile Mame
WPN Dial-Out Through

[ Always on

Servar IP/Host Name for VPN
(e.g. draytek.com or 123.45.67.89)

Username

Password

Remote Network IP
Remote Network Mask
Local Network IP
Local Network Mask

[772

[WAN1 First

[772

[0.0.00

[265.255.265.0/24 |

[192.168.1.1

(2552562550124 ~|

| < Back || Next > |

Cancel

If you have selected L2TP over IPsec (Nice to Have) or L2TP over IPsec (Must), the

following configuration screen appeatrs.

VPN Client Wizard

VPN Client L2TP over IPsec (Nice to Have) Settings

Profile Name
VPN Dial-Out Through

[J always on

Server IP/Host Mame for VPN
(e.g. draytek.com or 123.45.67.89)

IKE Authentication Method
@® pre-Shared Key
Confirm Pre-Shared Key
() Digital Signature (X.509)
Peer ID
Local ID

Subject Name First
Local Certificate

IPsec Security Method
O Medium (&H)
® High (ESP)
Username
Passwaord
Remote MNetwork IP
Remote Network Mask
Local Network IP
Local Network Mask

Alternative Subject Name First

[772

[WAN1 First

[AES with Authentication

[722

[0.0.0.0

(255.265.2550/24 v|

[192.168.1.1

[255.255.255.0/24 |

If you have selected OpenVPN, the following configuration screen appears.
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VPN Client Wizard

VPN Client OpenVPN Encryption Settings

Profile Name

VPN Dial-Out Through
Import OpenPN config file
[J Abways on

Username

Password

Local Network IP

Local Network Mask

[772 |
[WAN1 First v
| zmE= |semcars

[772 |

|'-.-Ia:<: 128 characters |
[192.168.1.1 |
[255.255.255.0/24 |

| <Back || MNext> | | cancel |

Available settings are explained as follows:

Item

Description

Profile Name

Name that identifies this profile. The maximum length of the
Profile Name is 10 characters.

VPN Dial-Out Through

The WAN interface to be used for dialing out to establish the
VPN tunnel.

WANX First - The Router first attempts to establish the VPN
tunnel using this WAN interface. When that is unsuccessful,
it will attempt to use other WAN interfaces.

WANXx Only - The Router will establish the VPN tunnel using
this WAN interface only.

Always On

If selected, the router will maintain the VPN connection.

Server IP/Host Name
for VPN

Enter the IP address or hostname of the server of the remote
VPN server.

IKE Authentication
Method

IKE Authentication Method to be used. Choose between
Pre-shared Key and Digital Signature (X.509).

Pre-shared Key

®  Pre-Shared Key- Specify a key for IKE authentication.
®  Confirm Pre-Shared Key-Confirm the pre-shared key.
Digital Signature (X.509)

® Peer ID - Select Peer ID from the dropdown list. Peer
IDs are managed using VPN and Remote Access >> IPsec
Peer Identity.

® Local ID - Select Alternative Subject Name First or
Subject Name First.

® Local Certificate - Select a certificate from the
dropdown list. Local certificates are managed using
Certificate Management >> Local Certificate.

IPsec Security Method

Medium - Authentication Header (AH) means data will be
authenticated, but not be encrypted. By default, this option
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is active.

High - Encapsulating Security Payload (ESP) means payload

(data) will be encrypted and authenticated. You may select
encryption algorithm from Data Encryption Standard (DES),

Triple DES (3DES), and AES.

Import OpenVPN Select to import an OpenVPN configuration file from a
config file specified OpenVPN server (e.g., Vigor router, PC, other VPN
provider and etc.) onto to Vigor router.

Later, as a VPN client, this router can access into VPN server
via the username and password.

Username This field is used to authenticate for connection when you
select PPTP or L2TP with or without IPsec policy above.

The length of the user name is limited to 11 characters.

Password This field is used to authenticate for connection when you
select PPTP or L2TP with or without IPsec policy above.

The length of the password is limited to 11 characters.

Remote Network IP Please enter one LAN IP address (according to the real
location of the remote host) for building VPN connection.
Remote Network Please enter the network mask (according to the real
Mask location of the remote host) for building VPN connection.
Local Network IP Enter the local network IP for TCP / IP configuration.

Local Network Mask Enter the local network mask for TCP / IP configuration.

3.  After you have entered all the required information, click Next to proceed to the
confirmation page. The confirmation page shows a summary of all the settings. If you
need to make adjustments to the settings, click Back to return to the previous page.
Otherwise, select one of the following actions and click Finish to save the changes to
the LAN-to-LAN VPN profile.

VPN Client Wizard

Please confirm your settings

LAN-to-LAN Index: 1

Profile Mame: Marketing1

VPN Connection Type: L2TP over IPsec (Nice to Have)
WPN Dial-Out Through: WAN1L First

Always on: Yes

Server IP/Host Name: 172.16.32.8

IKE aAuthentication Method: Pre-Shared Key

IPsec Security Method: AES with Authentication
Remote Metwork IP: 172.16.32.100

Remote MNetwork Mask: 255.255.255.0

Local Network IP: 192.168.1.1

Local Network Mask: 255.255.255.0

Click Back to modify changes if necessary. Otherwise,click Finish to save the current settings
and proceed to the following action:

® Go to the VPN Connection Management.
L) Do another VPN Client Wizard setup.
L View more detailed configurations.

[ <Back | [ Finish | | Cancel |
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Available settings are explained as follows:

Item Description

Go to the VPN Proceed to VPN and Remote Access>>Connection
Connection Management to manage VPN sessions.
Management

Do another VPN
Client Wizard Setup

Rerun the VPN Client Wizard to configure another
LAN-to-LAN VPN profile.

View more detailed
configuration

Open this profile in VPN and Remote Access>>LAN to LAN
to make additional configuration changes.
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1-10 VPN Server Wizard

The VPN Server Wizard can be used to set the router up as a server that accepts inbound VPN
connections from a VPN server using a LAN-to-LAN VPN tunnel.

Site-to-Site (LAN-to-LAN)
® A connection between two router's LAN networks.

® Allows employees in branch offices and head office to share the same network resources.

I{g;al QISEEV\E)C;;I; Remote Network
) T 172.16.2.0/24

B e

Remote Access (Remote Dial-in)

® A connection between the remote host and router's LAN network. The host will use an IP
address in the local subnet.

® Allows employees to access the company's internal resources when they are traveling.

Local Network
192.168.1.0/24

= : e Remote Host
—— 192.168.1.100
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The wizard will guide you step by step through the setup process.

1.

2.

3.

On the menu bar, click on Wizards, and then VPN Server Wizard.

VPN Server Wizard

Choose VPN Establishment Environment

WPN Server Mode Selection:

Allowed Dial-in Type:

Please choose a LAN-to-LAN Profile:

Please choose a Dial-in User Accounts:

[ Site to Site VPN (LAN-o-LAN)  +|

| [Index] [Status] [Name] v

PPTP

IPsec

IPsec XAuth

L2TP with IPsec Policy
SSL Tunnel

OpenVPN Tunnel

| Next> | | Cancel |

Available settings are explained as follows:

Item Description
VPN Server Mode Type of VPN Server to be configured.
Selection

Site to Site VPN (LAN-to-LAN) - Configures the VPN server
for inbound connections from other routers.

Remote Dial-in User (Teleworker) - Configures VPN server
for inbound connections from remote users.

Please choose a
LAN-to-LAN Profile

If the VPN Server Mode selected was Site to Site VPN
(LAN-to-LAN), choose a LAN-to-LAN profile to store this
configuration.

Please choose a
Dial-in User Accounts

If the VPN Server Mode selected was Remote Dial-in User
(Teleworker), choose a Dial-in user profile to store this
configuration.

Allowed Dial-in Type

Select all VPN protocols that are allowed for this LAN-to-LAN
Profile or Dial-in User Account.

Different Dial-in Type will lead to different configuration
page. In addition, adjustable items for each dial-in type will
be changed according to the VPN Server Mode (Site to Site
VPN and Remote Dial-in User) selected.

After making the choices for the server profile, please click Next.

The following dialog box appears, reminding you to not configure IPsec fields if the
remote location has a dynamic IP address.
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192.168.1.1

If you are using IPsec Main mode and the remote VPN gateway has
a dynamic IF address please don't setup " PeerlP" or "Peer ID" fislds,
and don't tick "IPsec Authentication”. Instead, please go to the VPN
and Remote Access = = [Psec General Setup page to setup a
commaon preshared key.

Click OK to dismiss the dialog box and proceed to the next page.
If you have chosen to configure a LAN-to-LAN VPN profile, proceed to step 4.

If you have chosen to configure a Remote Dial-in User VPN profile, proceed to step 5.

4.  The Site to Site VPN (LAN-to-LAN) configuration page appears as follows if you have
selected PPTP/SSL.

VPN Server Wizard

VPN Authentication Setting

Profile Mame |’??? |
PPTP / SSL Tunnel Authentication
Username |’??? |
Password | |
Peer IP/VPN Client IP | |
Site to Site Information
Remote Metwork IP |0.0.D.D |
Remote Network Mask [255.256.255.0/24  ~|
Local Metwork IP [192.188.1.1 |
Local Metwork Mask [2552562550/24 |

< Back | | Next =
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If you have selected PPTP & IPsec & L2TP (three types) or PPTP & IPsec (two types) or
L2TP with Policy (Nice to Have/Must), the following configuration screen appears.

VPN Server Wizard

VPN Authentication Setting

Profile Mame

PPTP / IPsec / L2TP with IPsec Authentication

Username
Password
Pre-Shared Key
Confirm Pre-Shared Key
[J pigital Signaturs (X.500)
Peer ID
Local ID
Alternative Subject Name First
O subject Name First
Peer IF/VPN Client IP
Peer ID
Site to Site Information
Remote Metwork IP
Remote Network Mask
Local Metwork IP
Local Network Mask

[0.0.0.0

[255.255.2550/24  ~|

[192.168.1.1

[255.255285.0/24 |

VPN Server Wizard

| < Back || Next = |

If you have selected IPsec, the following configuration screen appears.

Cancel

VPN Authentication Setting

Profile Name
IPsec Authentication
Pre-Shared Key
Confirm Pre-Shared Key
[J Digital Signature (X.509)
Peer ID
Local ID
Alternative Subject Mame First
) subject Name First
Peer IP/VPN Client IP
Peer ID
Site to Site Information
Remote Metwork IP
Remote Metwork Mask
Local Metwork IP
Local Metwork Mask

[0.0.0.0 |
(2552652550124  ~|
[192.168.1.1 |
(2552652550124  ~|

| < Back || Next = |
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If you have selected OpenVPN, the following configuration screen appears.

VPN Server Wizard

VPN Authentication Setting

Profile Name

OpenVPN Tunnel Authentication
Username

Password

Peer IPAVPN Client IP

Site to Site Information

Remote Metwork IP

Remote Metwork Mask

Local Network IP

Local Network Mask

[0.0.0.0 |
[2552552550/24  ~|
[192.168.1.1 |
[2552552550/24  ~|

OpenVPN General Setup

Certificates Setup

Generated certificates

Note:
OpenVPN authentication

fellowing path:

You may either generate new (by clicking "Generate” butten) or upload existing certificates to the

1. Upload Server Certificate to Certificate Management == L ocal Certificate.
2. Upload Trusted Certificate to Certificate Management => Trusted CA Certificate.

Root Certificate: Mone
Server Certificate:  None
Client Certificate: Mone
Trust Certificate: Mone

| Generate |

is based on certificates.

| <Back || MNext> | | Cancel |

Available settings are explained as follows:

Item

Description

Profile Name

Name to identify this VPN profile.

User Name Used by the remote LAN to establish a VPN connection.
The length of the user name is limited to 11 characters.
Password Used by the remote LAN to establish a VPN connection.

The length of the password is limited to 11 characters.

IPsec / IPsec XAuth / L2TP with IPsec / SSL Tunnel Authentication

Pre-Shared Key

For PPTP / IPsec / IPsec XAuth / L2TP with IPsec / SSL Tunnel
authentication, you have to configure a pre-shared key
and/or digital signature.

Note that, if the remote client has a dynamic IP address, do
not enable any of the settings (PSK / Digital Signature) in this
section. Instead, configure the global IPsec settings by using
VPN and Remote Access>>IPsec General Setup.

Pre-Shared Key - Select to enter an IPsec Pre-shared Key
specific to this profile. The length of the PSK is limited to 64
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characters.

Confirm Pre-Shared Key - Re-enter the Pre-shared Key again
to confirm.

Digital Signature
(X.509)

Digital Signature (X.509) - Select to enable X.509 digital
signature.

Peer ID - Select a predefined X.509 digital signature as the
Peer ID. Peer IDs must be configured first using VPN and
Remote Access>>IPsec Peer Identity.

Local ID - Specifies whether the Subject Name or the
Alternative Subject Name of the X.509 Peer ID is to be
checked first. Select either Alternative Subject Name First
or Subject Name First.

Peer IP/VPN Client IP

Enter the WAN IP address or VPN client IP address for the
remote client.

If values are specified, only connections coming from the
specified IP address and/or having the specified Peer ID will
be accepted.

Peer ID

Enter the ID name for the remote client.
The maximum length of the peer ID is 47 characters.

If the values are specified, only connections coming from the
specified IP address and/or having the specified Peer ID will
be accepted.

Site to Sit Information

Remote Network IP

Enter the IP address of the remote network.

Remote Network
Mask

Enter the subnet mask of the remote network.

Local Network IP

Enter the local network IP for TCP / IP configuration.

Local Network Mask

Enter the local network mask for TCP / IP configuration.

OpenVPN General
Setup

Generate - Click to generate certificate for OpenVPN
authentication. Or upload an existing certificate from Local
Certificate or Trusted CA Certificate page.
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5. The Remote Dial-in User (Teleworker) VPN configuration page appears as follows if you
have selected PPTP/SSL.

VPN Server Wizard

VPN Authentication Setting

PPTP / SSL Tunnel Authentication
Username |’??? |
Password |r--1ax: 128 characters |
Peer IPA/PN Client IP | |
Subnet LAN 1w
| < Back | | Next = |

If you have selected IPsec XAuth/L2TP with IPsec Policy (None), the following
configuration screen appeatrs.

VPN Server Wizard

VPN Authentication Setting

IPsec XAuth / L2TP with IPsec Authentication
Username |’?'??

Password |r-.-1ax: 128 characters
Pre-Shared Key |
Confirm Pre-Shared Key |

Peer IPVPN Client IP |
|

Peer D

Subnet LAN 1

< Back || Next =
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If you have selected IPsec XAuth/L2TP with IPsec Policy (Nice to Have)/L2TP with

IPsec Policy (Must), the following configuration screen appears.

VPN Server Wizard

VPN Authentication Setting

IPsec XAuth / L2TF with IPsec Authentication
Username |’???

Password |I-.-1ax: 128 characters I
Pre-Shared Key | |
Confirm Pre-Shared Key | |

[ Digital Signature (X.509)

Peer ID MNone bt
Peer IP/VPN Client IP | |
Peer 1D | |
Subnet

[<Baok ] o> ]

If you have selected OpenVPN Tunnel, the following configuration screen appears.

VPN Server Wizard

VPN Authentication Setting

OpenVPN Tunnel Authentication

Username |’?'?? |
Password |I-.-1ax: 128 characters |
Peer IP/VPN Client IP | |
Subnet

OpenVPN General Setup

Certificates Setup

Generated certificates Root Certificate: Naone
Server Certificate:  None
Client Certificate: Nane
Trust Certificate: None

Generate

Note:

OpenVPN authentication is based on certificates.
You may either generate new (by clicking "Generate” button) or upload existing certificates to the
following path:

1. Upload Server Certificate to Certificate Management == | ocal Certificate.
2. Upload Trusted Certificate to Certificate Management >= Trusted CA Certificate.

< Back || Next = |
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Available settings are explained as follows:

Item Description

User Name Used by the remote LAN to establish a VPN connection.
The length of the user name is limited to 11 characters.

Password Used by the remote LAN to establish a VPN connection.

The length of the password is limited to 11 characters.

IKEV1/IKEV2 / IPsec XAuth / L2TP with IPsec /SSL Tunnel Authentication

Pre-Shared Key

For IKEV1/IKEV2 / IPsec / IPsec XAuth / L2TP with IPsec / SSL
Tunnel authentication, you have to configure a pre-shared
key and/or digital signature.

Note that, if the remote client has a dynamic IP address, do
not enable any of the settings (PSK / Digital Signature) in this
section. Instead, configure the global IPsec settings by using
VPN and Remote Access>>IPsec General Setup.

Pre-Shared Key - Select to enter an IPsec Pre-shared Key
specific to this profile. The length of the PSK is limited to 64
characters.

Confirm Pre-Shared Key - Re-enter the Pre-shared Key again
to confirm.

Digital Signature
(X.509)

Digital Signature (X.509) - Select to enable X.509 digital
signature.

Peer ID - Select a predefined X.509 digital signature as the
Peer ID. Peer IDs must be configured first using VPN and
Remote Access>>IPsec Peer Identity.

Peer IP/VPN Client IP

Enter the WAN IP address or VPN client IP address for the
remote client.

If values are specified, only connections coming from the
specified IP address and/or having the specified Peer ID will
be accepted.

Peer ID

Enter the ID name for the remote client.
The maximum length of the peer ID is 47 characters.

If the values are specified, only connections coming from the
specified IP address and/or having the specified Peer ID will
be accepted.

Subnet

Select an interface.

OpenVPN General
Setup

Generate - Click to generate certificate for OpenVPN
authentication. Or upload existing certificates from Local
Certificate or Trusted CA Certificate page.

6.  After finishing the configuration, click Next to proceed to the confirmation page.
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VPN Server Wizard

Please Confirm Your Settings

WPN Environment: Site to Site WPMN (LAN-to-LAN)
Index: 1

Profile Name: test

Username: ppendss

Allowed Service: IPsec XAuth+L2TP+L2TP with IPsec Paolicy
Peer IP/VPN Client IP: 172.16.2.99

Feer ID: testfor

Remote Network IP: 172.16.3.190

Remote Metwork Mask: 255.255.255.0

Local Metwork IP: 192.168.1.1

Local Network Mask: 255.255.255.0

Click Back to modify changes if necessary. Otherwise, click Finish to save the current settings
and proceed to the following action:

® Go to the VPN Connection Management.
Do another VPN Server Wizard setup.
O wiew more detailed configurations.

| <Back | | Finish | | Cancel |

Available settings are explained as follows:

Item Description

Go to the VPN Proceed to VPN and Remote Access>>Connection
Connection Management to manage VPN sessions.
Management

Do another VPN Rerun the VPN Server Wizard to configure another

Server Wizard Setup LAN-to-LAN VPN profile.

View more detailed Open this profile in VPN and Remote Access>>LAN to LAN
configuration to make additional configuration changes.

7.  Click Finish to save the profile, or Back to make changes, or Cancel to exit the wizard
without saving.
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Part Il Connectivity
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Q)

WAN

®

LAN

NAT

o

Applications

Routing

It means wide area network. Public IP will be used in
WAN.

It means local area network. Private IP will be used in
LAN.

Local Area Network (LAN) is a group of subnets
regulated and ruled by router. The design of network
structure is related to what type of public IP addresses
coming from your ISP.




-1 Port Setup

This page is used for configuring tranmission rate for LAN and WAN ports respectively.

Port Setup

muddleadal " aa

P11 P12
WAN1 LAN WANZ LAN WANS WANE WAN7 WANS LAN

Security VPN Router

Mio/100M H1iG M2.5G H1i0G

port P1 P2 P2 P4 PS P& P7 P8 PO P10 P11 P12
Function [WANw]| [LAN v| |[WANw| [LAN v| [WANv| [WANw]| [WANv| [WAN~]| LAN LAN LAN LAN
Speed |Auto v | [Auto v | [Aute v | [Auto v | [Auto v | [Auto v | [Auto v | [Auto v | [Aute v | [Auto v | [Aute v | [Auto v
Auto Auto
106G FD 25GAN 1GAN — 1GAN
2.5G FD 1GAN 100MAN [ ok | 100M AN
16 FD 100M AN 100M FD 100M FD
100MFD | 10MAN 10M AN
10M AN 10M FD 10M FD

10M FD

Available settings are explained as follows:

Item Description

Port Display the physical ports on Vigor router.

Function P1 ~ P8 - These ports are switchable between WAN and LAN
ports.

Speed Pé~ P2 - Available options include Auto, 10G FD, 2.5G FD and
1G FD.

P3 ~ P4 - Available options include Auto, 2.5G AN, 1G AN,
100M AN, 100M FD, 10M AN and 10M FD.

P5 ~ P12- Available options include Auto, 1G AN, 100M AN,
100M FD, 10M AN and 10M FD.
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-2 WAN

It allows users to access Internet.

Basics of Internet Protocol (IP) Network

IP means Internet Protocol. Every device in an IP-based Network including routers, print
server, and host PCs, needs an IP address to identify its location on the network. To avoid
address conflicts, IP addresses are publicly registered with the Network Information Centre
(NIC). Having a unique IP address is mandatory for those devices participated in the public
network but not in the private TCP/IP local area networks (LANs), such as host PCs under the
management of a router since they do not need to be accessed by the public. Hence, the NIC
has reserved certain addresses that will never be registered publicly. These are known as
private IP addresses, and are listed in the following ranges:

From 10.0.0.0 to 10.255.255.255
From 172.16.0.0 to 172.31.255.255
From 192.168.0.0 to 192.168.255.255

What are Public IP Address and Private I[P Address

As the router plays a role to manage and further protect its LAN, it interconnects groups of
host PCs. Each of them has a private IP address assigned by the built-in DHCP server of the
Vigor router. The router itself will also use the default private IP address: 192.168.1.1 to
communicate with the local hosts. Meanwhile, Vigor router will communicate with other
network devices through a public IP address. When the data flow passing through, the
Network Address Translation (NAT) function of the router will dedicate to translate
public/private addresses, and the packets will be delivered to the correct host PC in the local
area network. Thus, all the host PCs can share a common Internet connection.

Get Your Public IP Address from ISP

In ADSL deployment, the PPP (Point to Point)-style authentication and authorization is
required for bridging customer premises equipment (CPE). Point to Point Protocol over
Ethernet (PPPOE) connects a network of hosts via an access device to a remote access
concentrator or aggregation concentrator. This implementation provides users with
significant ease of use. Meanwhile it provides access control, billing, and type of service
according to user requirement.

When a router begins to connect to your ISP, a serial of discovery process will occur to ask for
a connection. Then a session will be created. Your user ID and password is authenticated via
PAP or CHAP with RADIUS authentication system. And your IP address, DNS server, and other
related information will usually be assigned by your ISP.
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lI-2-1 General Setup

This section will introduce some general settings of Internet and explain the connection

modes for WAN1~WANS in deta

ils.

This router supports multiple-WAN function. It allows users to access Internet and combine
the bandwidth of the multiple WANSs to speed up the transmission through the network. Each
WAN port can connect to different ISPs, Even if the ISPs use different technology to provide
telecommunication service (such as DSL, Cable modem, etc.). If any connection problem
occurred on one of the ISP connections, all the traffic will be guided and switched to the
normal communication port for proper operation. Please configure WAN# settings.

This webpage allows you to set

WAN == General Setup

general setup for WAN# respectively.

Physical

Index Enable Mode/Type

Bandwidth(Kbps)

DownlLink/UpLink Latency Jitter Pkt.Loss Active Mode Load Balance

WAN1 Fiber/Auto negotiation / P1 -/ - - - - Always On
WAN3 Ethernet/Auto negotiation / P3 4/28 18.2ms 1.8 ms 0% Always On
WANS Ethernet/Auto negotiation / P5 =)= = = = Always On
WANG Ethernet/Auto negotiation / P6 -/ - - - - Always On
WANT Ethernet/Auto negotiation / P7 -/ - = - - Always On
WANS Ethernet/Auto negotiation / P8 -f/- - - - Always On

Load Balance Setup ‘ Advanced |

Mode IF Based e

Line Speed

Load Balance Weights Bandwidth-Based v

Note:

Latency, jitter,and packet-loss require setting Link Condition Detection in each WAN setting page.

Available settings are explained as follows:

Item

Description

Index (WAN1 ~WANS)

Click the WAN interface link under Index to access into the
WAN configuration page.

Enable

Check the box to enable this WAN interface.

Physical Mode / Type

Display the physical mode, physical type, and LAN port of
this WAN interface.

Line Speed(Kbps)
DownLink/UpLink

Display the downstream and upstream rate of this WAN
interface.

Active Mode

Display whether this WAN interface is Active device or
backup device.

Always On - WAN is always enabled.
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Backup (WAN#)- Display the backup WAN interface for this
WAN when it is disabled.

Load Balance

V means the function of load balance for such WAN interface
is enabled.

Load Balance Setup

Advanced - Load Balance for the traffic of STUN, google
STUN, and SIP are disabled in default to prevent from
conflict. The following dialog allows you to define protocol,
port and name for the traffic not to be applied with load
balance. That is, when an item is enabled (checked), it might
not be affected by load balance.

1 alance for followng traffc

ndex Enable Pratecol From Destination To

CRUDP v T A v 3478
TC ¥ v 19302 Ay w 19307

3 TCPUDP | (5060 Any v 5080

4 80 80 I

g

7

&

18 816 | 1024 | 2432 Next
OK Clear Al Cloge

Mode

IP Based - The same source / destination IP pair will select
the same WAN interface as policy. It is the default setting.

Session Based- All of the WAN interfaces will be used (as
out-going WAN) for passing through new sessions to get
better transmission speed. Though good speed test result for
throughput might be reached; however, some web site may
not open smoothly, especially the site need authentication,
e.g., FTP.

If you have no strong demand about speed test result, keep
default settings as IP based.

Line Speed

This option is available for multiple-WAN for getting enough
bandwidth for each WAN port. If you know the practical
bandwidth for your WAN interface, please choose the setting
of According to Line Speed. Otherwise, please choose Auto
Detect to let the router reach the best load balance.

Load Balance Weights

There are four weight types for choosing to meet your
request.

Custom - You can distribute the usage ratio for each WAN
interface by setting weights for bandwidth, latency, jitter,
and packet loss respectively.

Load Balance weights Custom s
Upload Bandwidth
Weight: Low i) High
Download Bandwidth
Weight: Loy ) High
Low Latency
Weight: Loy ) High
Low Jitter
Weight: Low ) High
Less Packet Loss
Weight: Loy ) High
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® Upload / Download Bandwidth - The higher the weight
is, the WAN interface with higher bandwidth will get
higher usage.

® |ow Latency - It defines the time taken by Vigor router
when sending the packets to the IP set in Link Condition
Detection. The higher the weight is, the WAN interface
with lower latency will get higher usage.

® | ow Jitter - It defines the change rate of latency. For
stable session, small jitter value will be better. The
higher the weight is, the WAN interface with lower
jitter will get higher usage.

®  Less Packet Loss - It defines the proportion that
packets will be discarded before arriving at the IP set in
Link Condition Detection. The higher the weight is, the
WAN interface with lower packet loss will get higher
usage.

Bandwidth-Based - The load balance weight for each WAN
will be executed according to line speed setting
(DownLink/UpLink Rate). This is default setting.

Quality-Based - The load balance weight for each WAN will
be executed according to the transmission rate, latency time
and the jitter time.

Reliabiltiy-Based - The load balance weight for each WAN
will be executed according to line speed and packet loss
value. Usually, the WAN interface with low packet loss will
have the higher ratio to be used.

o

Info In default, each WAN port is enabled.

After finished the above settings, click OK to save the settings.

To configure WAN interface settings, click the WAN# link to open the following page.
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WAN == General Setup

WAN 3
Enable: Yes v
Display Name: | |
Physical Mode: Ethernet
Physical Type(Ethernet):
Line Speed(Kbps):
DownLink 0
UpLink 0
VLAN Tag insertion :
Tag value: 0 (0~4095)
Priority: 0 (0~7)
Link Condition Detection
Mode Ping Detect v
Primary Ping IP |8.8.8.8 |
Secondary Ping IP [8.8.4.4 |
Ping Interval 10 Seconds(s)
Active Mode:
Backup For Clwan 11 wan 30 wan 5 Owan 6 Cwan 7 CJwan s
Active When of the WAN selected above
! Fails to connect:
Meet of the following conditions:
[J upload traffic reaches 0 Kbps
) Download traffic reaches 0 Kbps
[J Latency over O ms
[ Jitter over 0 ms
[ packet loss over 0 %

Note:

The line speed setting of WAN interface is available only when According to Line Speed is selected as the Lead

Balance Mode.

| oK | | Cancel |

Available settings are explained as follows:

Item Description

Enable Choose Yes to invoke the settings for this WAN interface.
Choose No to disable the settings for this WAN interface.

Display Name Type the description for such WAN interface.

Physical Mode

Display the physical mode of such WAN interface.

Physical Type

You can change the physical type for WAN or choose Auto
negotiation for determined by the system.

Line Speed

If your choose According to Line Speed as the Load
Balance Mode, please type the line speed for downloading
and uploading for such WAN interface. The unit is kbps.

VLAN Tag insertion

Such feature is offered to the user with the environment
supporting IEEE_802.1ad. In which, service is used for outer
tag; customer is used for inner tag.

It is available only when Ethernet is selected as Physical
Mode.

Disable - Disable the function of VLAN with tag.
Enable -Enable the function of VLAN with tag.

The router will add specific VLAN number to all packets on
the WAN while sending them out.

Please Enter the tag value and specify the priority for the
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packets sending by WANL1.

® Tag value - Enter the value as the VLAN ID number.
The range is form 0 to 4095.

®  Priority - Enter the packet priority number for such
VLAN. The range is from 0 to 7.

Link Condition Detection In order for the system to detect the latency, jitter, and
packet-loss status for each WAN interface, you have to
specify the IP transmitting data through the interface.

Mode - Choose Ping Detect, Http Detect, or Disable as
detection mode. If Ping Detect or Http Detect is selected,
you have to configure the following option.

® Primary Ping IP - Enter an IP address.
® Secondary Ping IP - Enter an IP address.

® Ping Interval - Set a time interval (unit:second) for the
system to ping the IP address specified above.

Active Mode Always On - Choose Always On to make this WAN
connection being activated always.

Backup - Choose it to make this WAN connection as a
backup connection.

Backup For - Specify the WAN interface by checking the
WAN box. This WAN will be the backup WAN for the selected
WAN interface(s).

Active When - Set the condition for backup connection.
Any/All - This WAN will be activated when any/all master
WAN interface(s),

® Fails to connect

® Meet All/Any of the following conditions - When the
upload traffic, download traffic, latency, jitter and/or
packet loss of active WAN reaches the traffic threshold
(specified here), the backup WAN will be enabled
automatically to share the overloaded data traffic.

After finished the above settings, click OK to save the settings.
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[I1-2-2 Internet Access

For the router supports multi-WAN function, the users can set different WAN settings for
Internet Access. Due to different Physical Mode for WAN interface, the Access Mode for these
connections also varies. Refer to the following figures.

WAN == Internet Access

Internet Access

Index Display Name Physical Mode / Port Access Mode

WAN1 Fiber / P1 | Static or Dynamic IP v| | Details Page || IPv6 |
WAN3 Ethernet / P3 [PPPoE v| | Details Page || IPv6 |
WANS5 Ethernet / P5 | Static or Dynamic IP v| | Details Page || IPv6 |
WANG Ethernet / F6 ‘Static or Dynamic IP V| | Details Page || IPv6 |
WAN7 Ethernet / P7 | Static or Dynamic IP v| | Details Page || IPv6 |
WANS Ethernet / P8  Static or Dynamic IP v| | Details Page || IPv6 |

| DHCP Client Option |

Available settings are explained as follows:

Item Description
Index Display the WAN interface.
Display Name It shows the name of the WAN1 ~ WANS that entered in

general setup.

Physical Mode / Port

It shows the physical connection for WAN(Ethernet) /port
number according to the real network connection.

Access Mode

Use the drop down list to choose a proper access mode. The
details page of that mode will be popped up. If not, click
Details Page for accessing the page to configure the settings.

Details Page This button will open different web page (based on 1Pv4)
according to the access mode that you choose in WAN
interface.

Note that Details Page will be changed slightly based on
physical mode.

IPv6 This button will open different web page (based on Physical

Mode) to setup IPv6 Internet Access Mode for WAN interface.

If IPv6 service is active on this WAN interface, the color of
“IPv6” will become green.

DHCP Client Option

This button allows you to configure DHCP client options.

DHCP packets can be processed by adding option number and
data information when such function is enabled and
configured.
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Enable | tntertace Gption Type Data

Enable - Check the box to enable the function of DHCP
Option. Each DHCP option is composed by an option number
with data. For example,

Option number:100

Data: abcd
When such function is enabled, the specified values for DHCP
option will be seen in DHCP reply packets.
Interface - Specify the WAN interface(s) that will be
overwritten by this function. WAN13 ~ WAN52 can be located
under WAN>>Multi-VLAN.
Option Number - Type a number for such function.
DataType - Choose the type (ASCII or Hex) for the data to be
stored.
Data - Type the content of the data to be processed by the
function of DHCP option.

Info If you choose to configure option 61 here, the detailed settings in
WAN>>Interface Access will be overwritten.
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I-2-2-1 Details Page for PPPoE

To choose PPPoE as the accessing protocol of the Internet, please select PPPoE from the
WAN>>Internet Access >>WAN3 page. The following web page will be shown.

WAN == Internet Access

WAN 1
PPPoE Static or Dynamic IP IPv6
O Enzble @ Disable PPPIMP Setup
PPP Authentication | PAP/CHAPI/MS-CHAPIMS-CHAP2 Vl

ISP Access Setup Idle Timeout -1 second(s)

Username |T.lsx : | IP Assignment (IPCP) O static  ® Dynamic

Password |ME" e | Fixed IP Address I:I

More Optionsesd | WAN IP Alias |

WAN Connection Detection Dial.Out Schedule

Mode Index(1-15) in Schedule Setup:
[None ~|=> [None ~|
n =[N v]=>[None ]
(Max:1492) | Path MTU Discovery | e - e
TTL

B change the TTL value

@ Default MAC Address
O specify a MAC Address
00 1D [AA [{9C D3 [|F1

| OK | | Cancel |

Note:

VPN feature may be affected when the value of MTU is changed, please also check your value of VPN MSS in VPN and Remote Access
>> PPP General Setup or VPN and Remote Access => |IPsec General Setup page.

We recommend to put the same decreased value on VPN MSS. For example, reducing the MTU from 1500 -> 1400, then it will need
to reduct 100 from MSS value.

Available settings are explained as follows:

Item Description

Enable/Disable Enable or disable PPPoE access mode.

ISP Access Setup Enter your allocated username, password and authentication
parameters according to the information provided by your
ISP.

Username - Username provided by the ISP for PPPoE
authentication.

Password - Password provided by the ISP for PPPoE
authentication.

More Options -

® Service Name (Optional) - Sets the PPP service hame
tag. Required by some ISPs. Leave blank unless
instructed otherwise by your ISP.

WAN Connection Configures how the WAN connection is monitored.

Detection Mode - Choose ARP Detect or Ping Detect for the system to
execute for WAN detection.

® ARP Detect - The router broadcasts an ARP request
every 5 seconds. If no response is received within 30
seconds, the WAN connection is deemed to have failed.

®  Ping Detect - The router sends an ICMP (Internet
Control Message Protocol) echo request every second to
the host, whose address is specified in the Ping IP field,
to verify the WAN connection. If the remote host does
not respond within 30 seconds, the WAN connection is
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deemed to have failed.

If you choose Ping Detect as the detection mode, you have
to enter required settings for the following items.

® Primary/Secondary Ping IP - Enter Primary or
Secondary IP address in this field for pinging.

® Ping Gateway IP - Enable this setting to use current
WAN gateway IP address for pinging.

®  With the IP address(es) pinging, Vigor router can check
if the WAN connection is on or off.

® TTL (Time to Live) - Time To Live, the maximum
allowed number of hops to the ping destination. Valid
values range from 1 to 255.

® Ping Interval - Enter the interval for the system to
execute the PING operation.

®  Ping Retry - Enter the number of times that the system
is allowed to execute the PING operation before WAN
disconnection is judged.

MTU

Maximum Transmission Unit, the size of the largest packet,
in bytes, that can be transmitted to the WAN. The maximum
value is 1500. For PPPoE connections, there is always an
8-byte overhead, so the maximum valid MTU value for PPPoE
is 1492.

Path MTU Discovery - Use this feature to determine the
optimal MTU size for the WAN.

Click Path MTU Discovery to open the following dialog.

@ WAN1 Choose IP - Goagle Chrome =@ = |
A T2 | 182.168.1.1/doc/pathmtu.htm
Path MTU to: [ IPv4 Host + | [ |
MTU size start from 1500 (1000~1500)

| Detect |
Note: Path MTU discovery will reduce the MTU size for 3 times.

| Accept | | Cancel |

) Path MTU to - Select Host / IP, for an IPv4 address or
Host / IPv6, for an IPv6 address, and then enter the IP
address in the textbox.

® MTU size start from - Determine the starting point
value of the packet.

® MTU reduce size by - Number of octets by which to
decrease the 1500-byte MTU. Start with a 0 value for
the reduce size and click the Detect button. If the
message Fail is returned, increase the MTU reduce size
and try again. Repeat until you see the message
Success, indicating that the optimal MTU size has been
reached.

() Detect - Click it to detect a suitable MTU value.

®  Accept - After clicking it, the detected value will be
displayed in the field of MTU.

PPP/MP Setup

PPP Authentication - The protocol used for PPP
authentication.

® PAP only - Only PAP (Password Authentication Protocol)
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is used.

® PAP/CHAP/MS-CHAP/MS-CHAPvV2 - Both PAP and CHAP
(Challenge-Handshake Authentication Protocol) can be
used for PPP authentication. Router negotiates with the
PPTP or L2TP server to determine which protocol to
use.

Idle Timeout - Set the timeout for breaking down the
Internet after passing through the time without any action.
Assignment (IPCP) - Configure the router according to how
your ISP allocates WAN IP address(es) to you.

®  Static - ISP has assigned a fixed WAN IP address, which
is to be entered below in Fixed IP Address.

® Dynamic - WAN IP address is dynamically allocated.

Fixed IP Address - Enter a fixed IP address.

WAN IP Alias - Click to enter multiple WAN IP addresses
assigned by your ISP.

6 WANL1 IP Alias - Google Chrome |E|E|il

A F== | 172.16.2.191/doc/wipalias.htm

WAN1 IP Alias ( Multi-NAT )
Index Enable Aux. WAN IP
1. [—

0.0.0.0

0.0.0.0

0.0.0.0

0.0.0.0

0.0.0.0

0.0.0.0

0.0.0.0

0.0.0.0

-
=]

0.0.0.0

[ury
=

0.0.0.0

-
[

0.0.0.0

[
L

0.0.0.0 &

Dial-Out Schedule

Specify up to 4 time schedule entries to enable or disable the
WAN. All the schedules can be set previously in Applications
>> Schedule web page and you can use the number that you
have set in that web page.

TTL Change the TTL value - Enable or disable the TTL (Time to
Live) for a packet transmitted through Vigor router.
® |[f enabled - TTL value will be reduced (-1) when it
passess through Vigor router. It will cause the client,
accessing Internet through Vigor router, be blocked by
certain ISP when TTL value becomes “0”.
® If disabled - TTL value will not be reduced. Then, when
a packet passes through Vigor router, it will not be
cancelled. That is, the client who sends out the packet
will not be blocked by ISP.
MAC Default MAC Address - Use the default MAC address for the
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WAN Ethernet port.

Specify a MAC Address - Specify a MAC address for the WAN
Ethernet port. Select this option if your ISP authenticates by
MAC addresses.

After finishing all the settings here, please click OK to activate them.

lI-2-2-2 Details Page for Static or Dynamic IP

For static IP mode, you usually receive a fixed public IP address or a public subnet, namely
multiple public IP addresses from your DSL or Cable ISP service providers. In most cases, a
Cable service provider will offer a fixed public IP, while a DSL service provider will offer a
public subnet. If you have a public subnet, you could assign an IP address or many IP address

to the WAN interface.

To use Static or Dynamic IP as the accessing protocol of the internet, please click the Static
or Dynamic IP tab. The following web page will be shown.

WAN == Internet Access

WAN 3
PPPoE

Static or Dynamic IP IPvE

(O Enable  ® Disable
IP Network Settings

More Options.d

Specify an IP address
IP Address

Subnet Mask
Gateway IP Address
[WAN TP Alias |

DNS Server IP Address
Primary Server

Secondary Server

WAN Connection Detection
Mode

MTU

Note:

) Obtain an IP address automatically

Keep WAN Connection
[J Enable PING to keep alive

PING Interval [0 Jminute(s)
TTL
1 Change the TTL value
1 RIP Routing
[C] Enable RIP
MAC Address
@® Default MAC Address
8588 - )
(_) Use the following MAC Address
8.8.44 . Cap ap - .
00 1D :AA [;9C D3 F3

ARP Detect v

| Path MTU Discovery |

VPN feature may be affected when the value of MTU is changed, please also check your value of VPN MSS in VPN and Remote Access
>> PPP General Setup or VPN and Remote Access >> |Psec General Setup page.
We recommend to put the same decreased value on VPN MSS. For example, reducing the MTU from 1500 - 1400, then it will need

to reduct 100 from MSS value.

Available settings are explained as follows:

Item

Description

Enable/Disable

Enable or disable Static or Dynamic IP access mode.

IP Network Settings

Obtain an IP address automatically - The router receives IP
configuration information from a DHCP server.

More Options - Click to set more options.

® Router Name - Used by some ISPs. Contact your ISP for
the appropriate values.

® Domain Name -Used by some ISPs. Contact your ISP for
the appropriate values.

® Enable DHCP Client Identifier* - Used by some ISPs
that authenticates using DHCP Client Identifier (Option
61). To enable, tick this box and fill out the Username
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and Password fields below.

Specify an IP address -Use the IP address, Subnet Mask and
Gateway values specified below.

® |P Address -WAN IP address assigned by the ISP.
®  Subnet Mask -WAN subnet mask.
®  Gateway IP Address - IP address of the WAN Gateway.

WAN IP Alias - Click to enter multiple WAN IP addresses
assigned by your ISP.

6 WANL1 IP Alias - Google Chrome == & |
A F£= | 172.16.2.191/doc/wipalias.htm
WAN1 IP Alias ( Multi-NAT )
Index Enable Aux. WAN IP
L. [—
2. O 0.0.0.0
Z O 0.0.0.0
4. O 0.0.0.0
5. O 0.0.0.0
&. O 0.0.0.0
s O 0.0.0.0
8. O 0.0.0.0
9. O 0.0.0.0
10. O 0.0.0.0
11. O 0.0.0.0
12. O 0.0.0.0
13. O 0.0.0.0 &

DNS Server IP Address

Primary IP Address - IP address of primary DNS server.
Secondary IP Address - IP address of secondary DNS server.

WAN Connection
Detection

Configures how the WAN connection is monitored.

Mode - Choose ARP Detect, Ping Detect, Always On or Strict
ARP Detect for the system to execute for WAN detection.

® ARP Detect - The router broadcasts an ARP request
every 5 seconds. If no response is received within 30
seconds, the WAN connection is deemed to have failed.

® Ping Detect - The router sends an ICMP (Internet
Control Message Protocol) echo request every second to
the host, whose address is specified in the Ping IP field,
to verify the WAN connection. If the remote host does
not respond within 30 seconds, the WAN connection is
deemed to have failed.

®  Always On- The router assumes the WAN connection is
always active.

If you choose Ping Detect as the detection mode, you have
to enter required settings for the following items.

®  Primary/Secondary Ping IP - Enter Primary or
Secondary IP address in this field for pinging.

® Ping Gateway IP - Enable this setting to use current
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WAN gateway IP address for pinging.

With the IP address(es) pinging, Vigor router can check
if the WAN connection is on or off.

® TTL (Time to Live) - Time To Live, the maximum
allowed number of hops to the ping destination. Valid
values range from 1 to 255.

® Ping Interval - Enter the interval for the system to
execute the PING operation.

®  Ping Retry - Enter the number of times that the system
is allowed to execute the PING operation before WAN
disconnection is judged.

MTU

Maximum Transmission Unit, the size of the largest packet,
in bytes, that can be transmitted to the WAN. The maximum
value is 1500. For PPPOE connections, there is always an
8-byte overhead, so the maximum valid MTU value for PPPoE
is 1492.

Path MTU Discovery - Use this feature to determine the
optimal MTU size for the WAN.

Click Path MTU Discovery to open the following dialog.

@ WAN1 Choose IP - Google Chrome == = |
A F2= | 192.168.1.1/doc/pathmtu.htm
Path MTU to: [IPv4 Host v | [ |
MTU size start from 1500 (1000~1500)

| Detect |
Note: Path MTU discovery will reduce the MTU size for 2 times.

| Accept | | Cancel |

) Path MTU to - Select Host /7 IP, for an IPv4 address or
Host / IPv6, for an IPv6 address, and then enter the IP
address in the textbox.

® MTU size start from - Determine the starting point
value of the packet.

® MTU reduce size by - Number of octets by which to
decrease the 1500-byte MTU. Start with a 0 value for
the reduce size and click the Detect button. If the
message Fail is returned, increase the MTU reduce size
and try again. Repeat until you see the message
Success, indicating that the optimal MTU size has been
reached.

() Detect - Click it to detect a suitable MTU value.

®  Accept - After clicking it, the detected value will be
displayed in the field of MTU.

Keep WAN Connection

Enable PING to keep alive - If selected, ping a WAN host to
maintain the connection. If unselected, ping to keep WAN
alive is disabled.

PING to the IP - IP address of host to be pinged.

PING Interval - Number of minutes to wait before sending a
ping request to the WAN host.

TTL

Change the TTL value - Check the box to enable the TTL
(Time to Live) for a packet transmitted through Vigor router.

® [f enabled - TTL value will be reduced (-1) when it
passess through Vigor router. It will cause the client,
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accessing Internet through Vigor router, be blocked by
certain ISP when TTL value becomes “0”.

® If disabled - TTL value will not be reduced. Then, when
a packet passes through Vigor router, it will not be
cancelled. That is, the client who sends out the packet
will not be blocked by ISP.

RIP Protocol Routing Information Protocol is abbreviated as RIP(RFC1058).
If selected, the router can exchange routing information
with other routers.

MAC Address Default MAC Address - Use the default MAC address for the

WAN Ethernet port.

Specify a MAC Address - Specify a MAC address for the WAN
Ethernet port. Select this option if your ISP authenticates by
MAC addresses.

After finishing all the settings here, please click OK to activate them.
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I-2-2-3 Details Page for IPv6 — Offline in Ethernet WAN

When Offline is selected, the IPv6 connection will be disabled.

WAN >> Internet Access a
WAN 1
PPPoE Static or Dynamic IP IPv6
Internet Access Mode
Connection Type
[ ok | | Cancel |

I-2-2-4 Details Page for IPv6 — PPP

IPv6 WAN address is assigned along with the IPv4 WAN address during PPPOE negotiation. This
IPv6 access mode requires that the IPv4 uses PPPOE.

WAN >> Internet Access d

WAN 1
PPPoE Static or Dynamic IP IPv6

Internet Access Mode
Connection Type PPP v

WAN Connection Detection

Mode
RIPng Protocol
(JEnable

Note: IPv4 WAN setting should be PPPoE / PPPoA client.

[ ok | | Cancel |

Available settings are explained as follows:

Item Description
WAN Connection Configures how the WAN connection is monitored.
Detection Mode - Choose Ping Detect or Always On for the system to

execute for the WAN detection.

® Ping Detect - The router sends an ICMP (Internet
Control Message Protocol) echo request every second to
the host, whose address is specified in the Ping IP field,
to verify the WAN connection. If the remote host does
not respond within 30 seconds, the WAN connection is
deemed to have failed.

® Always On - The router assumes the WAN connection is
always active.

If you choose Ping Detect as the detection mode, you have

to enter required settings for the following items.

® Ping IP/Hostname - Enter IP address in this field for
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pinging.

® TTL (Time to Live) - Time To Live, the maximum
allowed number of hops to the ping destination. Valid
values range from 1 to 255.

RIPng Protocol RIPng (RIP next generation) offers the same functions and
benefits as IPv4 RIP v2.

Below shows an example for successful IPv6 connection based on PPP mode.

Online Status

Physical Connection System Uptime: 0:2:32
IPvd IPviG

LAMN Status
IP Address

2001:B010:7300:201:210 A4FF:FEAGS: 2568/54 (Global)
FEBO::210:AAFFIFEAS: 2568/84 (Link)

TX Packets RX Packets TX Bytes RX Bytes
T 4 690 328
WANZ IPvG Status =2 Drop PPP
Enable Mode Up Time
Yes PPP 0:02:08
IP Gateway IP

2001:B010:7300:201: 210 AAFFFEAG: 2564/128 (Global) FESD::90:14A00:242:AD52
FEBD:: 1D:AAFFIFEAG: 2564/128 (Link)

DNS IP

2001:B000:168::1
2001:B000:168::2

T Packets BX Packets TX Bytes R Bytes
7 2 44 1126
Info At present, the IPv6 prefix can be acquired via the PPPOE mode connection which is

available for the areas such as Taiwan (hinet), the Netherlands, Australia and UK.

I-2-2-5 Details Page for IPv6 — TSPC

Tunnel setup protocol client (TSPC) is an application which could help you to connect to IPv6
network easily.

Please make sure your IPv4 WAN connection is OK and apply one free account from hexago
(http://gogonet.gogo6.com/page/freenet6-account ) before you try to use TSPC for network
connection. TSPC would connect to tunnel broker and requests a tunnel according to the
specifications inside the configuration file. It gets a public IPv6 IP address and an IPv6 prefix
from the tunnel broker and then monitors the state of the tunnel in background.

After getting the IPv6 prefix and starting router advertisement daemon (RADVD), the PC
behind this router can directly connect to IPv6 the Internet.
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WAN >> Internet Access

WAN 1
PPPoE Static or Dynamic IP IPv6
Internet Access Mode
Cannection Type [TSPC v
TSPC Configuration
Username |r.1:—:>< 63 characters |
Password |[.1ex 63 characters |
Tunnel Broker | |
WAN Connection Detection
Mode

Ping IP/Hostname
TTL(1-255,0:Auto)

T

[ ok | | Cancel |

Available settings are explained as follows:

Item

Description

Username

Type the name obtained from the broker. It is suggested for
you to apply another username and password for
http://gogonet.gogo6.com/page/freenet6-account.

The maximum length of the name you can set is 63
characters.

Password

Enter the password assigned with the user name.

Tunnel Broker

Enter the address for the tunnel broker IP, FQDN or an
optional port number.

WAN Connection
Detection

Configures how the WAN connection is monitored.

Mode - Choose Ping Detect or Always On for the system to
execute for the WAN detection.

® Ping Detect - The router sends an ICMP (Internet
Control Message Protocol) echo request every second to
the host, whose address is specified in the Ping IP field,
to verify the WAN connection. If the remote host does
not respond within 30 seconds, the WAN connection is
deemed to have failed.

® Always On - The router assumes the WAN connection is
always active.

If you choose Ping Detect as the detection mode, you have

to enter required settings for the following items.

®  Ping IP/Hostname - Enter IP address in this field for
pinging.

® TTL (Time to Live) - Time To Live, the maximum

allowed number of hops to the ping destination. Valid
values range from 1 to 255.

After finished the above settings, click OK to save the settings.
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I-2-2-6 Details Page for IPv6 — AICCU

WAN == Internet Access o

WAN 1
PPPoE Static or Dynamic IP IPv6

Internet Access Mode

Connection Type AlICCU v

AICCU Configuration
[J Always on

Username |I‘-.-'ls:< 5

Password |I‘-.-'ls:c 5

Tunnel ID |

|
|
Tunnel Broker |tic.sixxs.net |
|
|

Subnet Prafix |

WAN Connection Detection

Mode

Ping IP/Hostname
TTL(1-255,0:Auto)

T

Note: If "Always On" is not enabled, AICCU connection would only retry three times.

| OK | | Cancel |

Available settings are explained as follows:

Item Description
Always On If selected, always attempt to reconnect if connection is
lost.

If unselected, reconnect up to 3 times if connection is lost.

Username Login Username.

Enter the name obtained from the broker. Please apply new
account at http://www.sixxs.net/. It is suggested for you to
apply another username and password.

Password Login Password.
Enter the password.

Tunnel Broker Address of the tunnel broker. The server can provide IPv6
tunnels to sites or end users over IPv4.

Enter the address for the tunnel broker IP, FQDN or an
optional port number.

Tunnel ID One user account may have several tunnels. And, each
tunnel shall have one specified tunnel ID (e.g., T115394).

Type the ID offered by Tunnel Broker.

Subnet Prefix Type the subnet prefix address obtained from service
provider.

The maximum length of the prefix you can set is 128
characters.
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WAN Connection Configures how the WAN connection is monitored.

Detection Mode - Choose Ping Detect or Always On for the system to
execute for the WAN detection.

® Ping Detect - The router sends an ICMP (Internet
Control Message Protocol) echo request every second to
the host, whose address is specified in the Ping IP field,
to verify the WAN connection. If the remote host does
not respond within 30 seconds, the WAN connection is
deemed to have failed.

®  Always On - The router assumes the WAN connection is
always active.

If you choose Ping Detect as the detection mode, you have

to enter required settings for the following items.

®  Ping IP/Hostname - Enter an IP address in this field for
pinging.

® TTL (Time to Live) - Time To Live, the maximum

allowed number of hops to the ping destination. Valid
values range from 1 to 255.

After finished the above settings, click OK to save the settings.

Vigor3912 Series User’s Guide



I-2-2-7 Details Page for IPv6 — DHCPv6 Client

DHCPv6 client mode would use DHCPv6 protocol to obtain IPv6 address from server.

WAN == Internet Access d
WAN 3
PPPoE Static or Dynamic IP IPv6
Internet Access Mode
Connection Type DHCPvE Client  w
DHCPv6 Client Configuration
IAID (Identity Association ID) |1539?91862
DUID (DHCP Unique ID) 000300011449bc39be89
Authentication Protocol

WAN Connection Detection

Mode
RIPng Protocol
E Enable
| OK | | Cancel |

Available settings are explained as follows:

Item Description

DHCPv6 Client IAID - Type a number as IAID.

Configuration DUID - Display the DHCP unique ID used by such WAN
interface.

Authentication Protocol - Such protocol will be used for the
client to be authenticated by DHCPv6 server before
accessing into Internet. There are three types can be
specified, Reconfigure Key, Delayed and None. In general,
the default setting is None.

® Reconfigure Key - During the connection process,
DHCPv6 server will authenticate the client automatically.

@ Delayed - During the connection process, DHCPv6 server
will authenticate and identify the client based on the key
ID, realm and secret information specified in these fields.

Key ID - Type a value (range from 1 to 65535) which will
be used to generate HMAC-MD5 value.

Realm - The name (1 to 31 characters) typed here will
identify the key which generates HMAC-MD5 value.

Secret - Type a text (1 to 31 characters) as s a unique
identifier for each client on each DHCP server.

WAN Connection Configures how the WAN connection is monitored.

Detection Mode - Choose Always On, Ping Detect or NS Detect for the
system to execute for WAN detection.

® Ping Detect - The router sends an ICMP (Internet
Control Message Protocol) echo request every second to
the host, whose address is specified in the Ping IP field,
to verify the WAN connection. If the remote host does
not respond within 30 seconds, the WAN connection is
deemed to have failed.

® Always On - The router assumes the WAN connection is
always active.

® NS Detect - The router verifies connectivity by issuing
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Neighbor Solicitation packets.
If you choose Ping Detect as the detection mode, you have
to enter required settings for the following items.
® Ping IP/Hostname - Enter an IP address in this field for
pinging.
® TTL (Time to Live) -Time To Live, the maximum

allowed number of hops to the ping destination. Valid
values range from 1 to 255.

RIPng Protocol

RIPng (RIP next generation) offers the same functions and
benefits as IPv4 RIP v2.

After finished the above settings, click OK to save the settings.

I-2-2-8 Details Page for IPv6 — Static IPv6

This type allows you to setup static IPv6 address for WAN interface.

WAN == Internet Access

WAN 3

PPPoE Static or Dynamic IP IPvG
Internet Access Mode
Connection Type Static IPv6 A

Static IPv6 Address Configuration
1PvE Address

J Prefix Length

| /| | [ Add | [Update | [ Delete |

Current IPv6 Address Table

Inder IPvEé Address/Prefix Length

Scope

Static IPv6 Gateway configuration
IPv6 Gateway Address

WAN Connection Detection
Mode

RIPng Protocol
Enable

NS Detect

| ok | | Cancel |

Available settings are explained as follows:

Item

Description

Static IPv6 Address
Configuration

IPv6 Address - WAN IPv6 address assigned by the ISP.
Prefix Length - Length of the IPv6 prefix.

Add - Click this button to add the values in the IPv6 Address
and Prefix Length fields to the IPv6 address table.

Update - Click it to modify an existed entry.

Delete - To remove an IPv6 address, select it by clicking on
the entry in the Current IPv6 Address Table, then click the
Delete button.

Current IPv6 Address
Table

Display current interface IPv6 address.
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Static IPv6 Gateway
Configuration

IPv6 Gateway Address - IPv6 address of the ISP gateway.

WAN Connection
Detection

Configures how the WAN connection is monitored.

Mode - Choose Always On, Ping Detect or NS Detect for the
system to execute for WAN detection.

Ping Detect - The router sends an ICMP (Internet
Control Message Protocol) echo request every second to
the host, whose address is specified in the Ping IP field,
to verify the WAN connection. If the remote host does
not respond within 30 seconds, the WAN connection is
deemed to have failed.

Always On - The router assumes the WAN connection is
always active.

NS Detect - The router verifies connectivity by issuing
Neighbor Solicitation packets.

If you choose Ping Detect as the detection mode, you have
to enter required settings for the following items.

Ping IP/Hostname - Enter an IP address in this field for
pinging.
TTL (Time to Live) -Time To Live, the maximum

allowed number of hops to the ping destination. Valid
values range from 1 to 255.

RIPng Protocol

RIPng (RIP next generation) offers the same functions and
benefits as IPv4 RIP v2.

After finished the above settings, click OK to save the settings.

I-2-2-9 Details Page for IPv6 — 6in4 Static Tunnel

This type allows you to setup 6in4 Static Tunnel for WAN interface.

Such mode allows the router to access IPv6 network through IPv4 network.

However, 6in4 offers a prefix outside of 2002::0/16. So, you can use a fixed endpoint rather
than anycast endpoint. The mode has more reliability.
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WAN == Internet Access

WAN 1
PPPoE

Static or Dynamic IP IPvé

Internet Access Mode
Connection Type

6in4 Static Tunnel
Remote Endpoint IPv4 Address

6in4 IPvE Address
LAMN Routed Prefix
Tunnel TTL

WAN Connection Detection
Mode

Ping IP/Hostname

TTL(1-255,0:Auto)

Gind Static Tunnel v

| | /(54 |(default:64)
| | /|84 |(default:e4)
255 |(default:255)

|
o]

| ok | | Cancel |

Available settings are explained as follows:

Item

Description

6in4 Static Tunnel

Remote Endpoint IPv4 Address - WAN IPv6 address assigned
by the tunnel provider.

6in4 IPv6 Address - WAN IPv6 address and prefix length
assigned by the tunnel provider.

LAN Routed Prefix - LAN IPv6 address prefix and prefix
length.

Tunnel TTL - Time to live value, which is the maximum
number of hops allowed to the endpoint.

WAN Connection
Detection

Configures how the WAN connection is monitored.

Mode - Choose Always On or Ping Detect for the system to
execute for WAN detection.

® Ping Detect - The router sends an ICMP (Internet
Control Message Protocol) echo request every second to
the host, whose address is specified in the Ping IP field,
to verify the WAN connection. If the remote host does
not respond within 30 seconds, the WAN connection is
deemed to have failed.

® Always On - The router assumes the WAN connection is
always active.

If you choose Ping Detect as the detection mode, you have

to enter required settings for the following items.

® Ping IP/Hostname - Enter an IP address in this field for
pinging.

® TTL (Time to Live) -Time To Live, the maximum

allowed number of hops to the ping destination. Valid
values range from 1 to 255.

After finished the above settings, click OK to save the settings.

Below shows an example for successful IPv6 connection based on 6in4 Static Tunnel mode.
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Online Status

Physical Connection
IPv4 IPvé

System Uptime: Oday 0:4:16

LAN Status
IP Address

2001:4DD0:FF00:83E4:21D:AAFF:FE83:11B4/64 (Global)
FEB0::21D:AAFF:FE83:11B4/64 (Link)

TX Packets RX Packets TX Bytes RX Bytes

14 80 1244 6815
WAN1 IPv6 Status

Enable Mode Up Time

Yes 6in4 Static Tunnel 0:04:07

IP Gateway IP

2001:4DD0:FF10:83E4::2131/64 (Global) =
FEB0::COA8:651D/128 (Link)

TX Packets RX Packets TX Bytes RX Bytes
3 26 211 2302
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I-2-2-10 Details Page for IPv6 — 6rd

This type allows you to setup 6rd for WAN interface.

WAN == Internet Access

WAN 1
PPPoE Static or Dynamic IP IPv6
Internet Access Mode
Connection Type 6rd v

6rd Settings
&6rd Mode

Static 6rd Settings
IPv4 Border Relay:

IPv4 Mask Length:
6rd Prefix:
&rd Prefix Length:

WAN Connection Detection
Mode

Ping IP/Hostname
TTL(1-255,0:Auto)

O auto 6rd @ Static 6rd

T

| QK | | Cancel

Available settings are explained as follows:

Item

Description

6rd Settings

Auto 6rd - Used in conjunction with DHCPv4, the router
automatically provisions IPv6 using option 212.

Static 6rd - IPv6 configuration information is manually
entered.

Static 6rd Settings

IPv4 Border Relay - Enter the IPv4 addresses of the 6rd
Border Relay for a given 6rd domain.

IPv4 Mask Length - Number of high-order bits that are
identical in the IPv4 addresses within the 6rd domain. These
bits are excluded when constructing the 6rd delegated
prefix.

It may be any value between 0 and 32.

6rd Prefix - Enter the 6rd IPv6 address.

6rd Prefix Length - Enter the IPv6 prefix length for the 6rd
IPv6 prefix in number of bits.

WAN Connection
Detection

Configures how the WAN connection is monitored.

Mode - Choose Always On or Ping Detect for the system to
execute for WAN detection.

® Ping Detect - The router sends an ICMP (Internet
Control Message Protocol) echo request every second to
the host, whose address is specified in the Ping IP field,
to verify the WAN connection. If the remote host does
not respond within 30 seconds, the WAN connection is
deemed to have failed.

® Always On - The router assumes the WAN connection is
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always active.
If you choose Ping Detect as the detection mode, you have
to enter required settings for the following items.
® Ping IP/Hostname - Enter an IP address in this field for
pinging.
® TTL (Time to Live) -Time To Live, the maximum

allowed number of hops to the ping destination. Valid
values range from 1 to 255.

After finished the above settings, click OK to save the settings.

Below shows an example for successful IPv6 connection based on 6rd mode.

Online Status

Physical Connection System Uptime: Oday 0:9:15
IPv4 IPvé
LAN Status
IP Address
2001:E41:A865:1D00:21D:AAFF:FE83:11B4/64 (Global)
FE80::21D:AAFF:FE83:11B4/64 (Link)
TX Packets RX Packets TX Bytes RX Bytes
15 113 1354 18040
WAN1 IPvE Status
Enable Meode Up Time
Yes ord 0:09:06
IP Gateway IP
2001:E41:A865:1D01:21D:AAFF:FEB3:11B5/128 S
(Global)
FE80::C0A8:651D/128 (Link)
TX Packets RX Packets TX Bytes RX Bytes
i3 29 967 2620
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lI-2-3 Multi-VLAN

Multi-VLAN lets you configure multiple VLAN groups.

Channel 1 to 8 have the following fixed assignments and cannot be altered.

Channels 13 through 52 can be configured as virtual WANs.

General

The system allows you to set up to eight channels used as multi-VLAN.

‘WAN >> Multi-VLAN

Multi-VLAN

General
Channel Display Name Enable WAN Type VLAN Tag Port-based Bridge
1 Fiber{WAN1) None
3 Ethernet{WAN3) None
5 Ethernet({WANS) None
6 Ethernet{WANG) MNone
7 Ethernet{WAN7) None
8 Ethernet{WANS) None
13. WAN13 O Fiber(WAN1) None Enable P2/ P4/ P9 P10 P11l P12
14. waN14 (] Fiber{WAMN1) None Enable P2 P4 PO P10 /P11 P12
15, WAN15 O Fiber{WAN1) Noneg Enable /P2! 'P4! P9l P10/ P11 P12
16. WAN16 O Fiber(WAN1) None Enable 'P2' P4 P9l P10/ P11 P12
7. WAN17 O Fiber(WAN1) None Enable /P2 pal Pl lp10 P11/ P12
18. wWAN1g O Fiber{WAN1) None Enable ‘P2 P4 P9 P10 P11 P12
19. WAN19 (] Fiber{WAN1) None Enable ‘P2 P4 P9 P10 P11 P12
20. WAN20 ] Fiber{WAN1) None Enable P2 P4 P9 P10 P11l P12
21. WAN21 (] Fiber{WAN1) MNone Enable /P2 ‘P4 P9 /P10 P11 P12
22. WANZ2 O Fiber(WAN1) None Enable P2/ P4! 'Pg| P10 P11l P12
23. WAN23 O Fiber(WAN1) None Enable P2/ P4/ P9 P10 P11l P12
24. WAN24 O Fiber(WAN1) None Enable /P2 P4 P9 P10 Pt1l P12
25. WAN2S O Fiber{WAN1) None Enable /P2 /p4| 'pol 'p10 P11/ P12
26. WANZG6 O Fiber{WAN1) None Enable P2 P4 PO P10 /P11’ P12
27, WAN27 O Fiber{WAN1) None Enable /P2 ‘P4l P9l P10/ P11 P12
28, WAN28E O Fiber(WAN1) None Enable P2/ P4l P9l P10 P11 P12
29. WAN29 (0] Fiber{WAN1) None Enable P2 P4 Pol 'p10! P11 /P12

Available settings are explained as follows:

Item Description
Channel Display the number of each channel.
Channels 1~8 are used by the Internet Access web user
interface and can not be configured here.
Channels 13 ~ 52 are configurable.
Enable Display whether the settings in this channel are enabled
(checked) or not (unchecked).
WAN Type Displays the physical medium that the channel will use.
VLAN Tag Displays the VLAN tag value that will be used for the packets

traveling on this channel.

Port-based Bridge

The network traffic flowing on each channel will be
identified by the system via their VLAN Tags. Channels using
the same WAN type may not configure the same VLAN tag
value.

Enable - Check this box to enable the port-based bridge
function on this channel.

P2 ~ P12 - Check the box(es) to build bridge connection on
LAN.
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Click any index (13~52) to get the following web page:

WAN => Multi-WVLAN == Channel 13

Enable Channel13 :

Physical Members

MNote:

WAN Setup:

Display Name: | |
WAN Type Fiber{WAN1) w
SFiber(WANT) B
. Ethernet(\WAN3)
G | Sett
R Ethemnet{WANS)
VLAN Header Ethernet{WANE)
VLAN Tag: | Ethernet(WANT)
Priority: | Ethemet(V/ANS)
Note:

Tag value must be set between 1~4095 and unique for each channel.
Only one channel can be untagged (equal to 0) at a time.

_l Open Port-based Bridge Connection for this Channel

P2 P4 L P9 L P10 P11 P12

1.P12 is reserved for NAT use,and cannot be configured for bridge mode.
2.If the port be configured for bridge mode, the setting of the port in LAN ==
VLAN Configuration will not work.

] Open WAN Interface for this Channel
WAN Application: Management IPTV

Load Balance:

ISP Access Setup
ISP Name
Username
Password
PPP Authentication
Always On

Idle Timeout

IP Address From ISP

Fixed IP Address

Fixed IP Yes Mo (Dynamic IP) Gateway IP Address

WARN IP Network Settings
Obtain an IP address automatically
Router Name Vigor
Domain Name
*: Required for some ISPs
Specify an IP address
second(s) IP Address
Subnet Mask

DNS Server IP Address
Primary IP Address 2388
Secondary IP Address 2844

[ ok | [ cancel |

Available settings are explained as follows:

Item

Description

Enable Channel 13~52

Enable - Click it to enable the configuration of this channel.
Disable -Click it to disable the configuration of this channel.

WAN Type

The connections and interfaces created in every channel may
select a specific WAN type to be built upon. In the
Multi-VLAN application, only the Ethernet WAN type is
available. The user will be able to select the physical WAN
interface the channel shall use here.

General Settings

VLAN Tag - Type the value as the VLAN ID number. Valid

settings are in the range from 1 to 4095. The network traffic
flowing on each channel will be identified by the system via
their VLAN Tags. Channels using the same WAN type may not
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configure the same VLAN tag value.

Priority - Choose the number to determine the packet
priority for such VLAN. The range is from 0 to 7.

Open Port-based Bridge
Connection for this
Channel

If selected, bridge this channel to one or more LAN ports.

Physical Members - If selected, a channel is bridged to this
LAN port.

Note: LAN port P1 is reserved for NAT use and cannot be
selected for bridging.

Open WAN Interface for
this Channel

If selected, NAT (Network Address Translation) will be
applied to this channel to create a virtual WAN. The virtual
WAN carries the same number as the channel itself.

WAN Application - The intended usage of this channel.

® Management - The router can be managed using the
web-based configuration, telnet and TR-069 via this
channel.

® [PTV - IGMP packets can be sent to IPTV servers on this
channel.

WAN Setup - The WAN access method of this channel.
Available options are PPPOE/PPPoA and Static or Dynamic IP.

® PPPoOE/PPPOA - When PPPOE/PPPOA is selected, the ISP
Access Setup and IP Address From ISP settings are
available for configuration, and will be used to establish
the WAN connection.

® Static or Dynamic IP - When Static or Dynamic IP is
selected, the WAN IP Network Settings and DNS Server IP
Address settings are available for configuration, and will
be used to establish the WAN connection.

ISP Access Setup

Enter your allocated username, password and authentication
parameters according to the information provided by your
ISP.

Username - Name provided by the ISP for PPPOE/PPPOA
authentication. Maximum length is 62 characters.

Password - Password provided by the ISP for PPPOE/PPP0OA
authentication. Maximum length is 62 characters.

PPP Authentication -The protocol used for PPP
authentication.

® PAP only- Only PAP (Password Authentication Protocol)
is used.

® PAP or CHAP- Both PAP and CHAP (Challenge-Handshake
Authentication Protocol) can be used for PPP
authentication. Router negotiates with the PPTP or L2TP
server to determine which protocol to use.

Always On - If selected, the router will maintain the
PPPOE/PPPOA connection.
Idle Timeout - Maximum length of time, in seconds, of idling
allowed (no traffic) before the connection is dropped.
IP Address from ISP - Specifies how the WAN IP address of
the channel configured.
® FixedIP
Yes - IP address entered in the Fixed IP Address field
will be used as the IP address of the virtual WAN.

No - Virtual WAN IP address will be assigned by the
ISP’s PPPOE/PPPOA server.
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® Fixed IP Adderss - Enter an IP address.

WAN IP Network Settings

Obtain an IP address automatically - Select this option if the
router is to receive IP configuration information from a DHCP
server.

® Router Name - Sets the value of DHCP Option 12, which
is used by some ISPs.

® Domain Name - Sets the value of DHCP Option 15, which
is used by some ISPs.

Specify an IP address - Select this option to manually enter
the IP address.

® |P Address - Enter the IP address.
® Subnet Mask - Enter the subnet mask.
® Gateway IP Address - Enter gateway IP address.

DNS Server IP Address - Enter the primary IP address for the
router if you want to use Static IP mode. If necessary, Enter
secondary IP address for necessity in the future.

After finished the above settings, click OK to save the settings and return to previous page.
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II-2-4 WAN Budget

This function is used to determine the data traffic volume for each WAN interface
respectively to prevent overcharges for data transmission by the ISP. Please note that the
Quota Limit and Billing cycle day of month settings will need to be configured correctly first
in order for some period calculations to be performed correctly.

The WAN Budget feature allows you to conveniently keep track of Internet traffic volume.
You can:

- set up calendar cycles to monitor;
- limit your Internet usage according to your ISP's quota;

- set up action(s) to take when the quota is exceeded.

lI-2-4-1 General Setup

WAN == WAN Budget

General Setup Status

Index Enable Quota When quota exceeded Time cycle Duration

WAN1 [l OMEB/OMB 0/00/00 00:00~0/00/00 00:00
WAN2 0 OMB/OMB 0/00/00 00:00~0/00/00 00:00
WAN3 0 OMB/OMB 0/00/00 00:00~0/00/00 00:00
WAN4A O OME/OMB 0/00/00 00:00~0/00/00 00:00
WANS5 O OMB/OMB 0/00/00 00:00~0,/00/00 00:00
WANG O oMB/OMB 0/00/00 00:00~0,/00/00 00:00
WANT O OMB/OMB 0/00/00 00:00~0/00/00 00:00
WANS O OMB/OMB 0/00/00 00:00~0/00/00 00:00

Note:

1. The budget traffic information provided here is for reference only, please consult your ISP for the actual
traffic usage and charges.

2_When hardware acceleration function is used, the monitored WAN traffic of Ethernet WAN interfaces may be
slightly inaccurate.

| QK | | Cancel |
Item Description
Index The WAN port.
Click to configure WAN Budget for a particular WAN.
Enable v - WAN Budget is enabled on this WAN.

X - WAN Budget is disabled on this WAN.

Quota The current cycle’s Internet usage is expressed as x/y where
x is the cumulative usage and y is the upper limit. For
example, 100MB/200MB means the usage thus far in this
cycle is 100MB, and the upper limit is 200MB.

When quota exceeded Actions to be taken once the quota is reached.
Shutdown - WAN will be disabled.
Mail Alert - Email will be sent to the administrator.

Time cycle Reset frequency of the usage data.

Monthly - The Monthly option in the Criterion and Action
tab was used to set up the usage quota.

User Defined: The User Defined option in the Criterion and
Action tab was used to set up the usage gota.
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Duration Start and end timestamps of the current cycle.

Click WAN1 (to WANS) link to open the following web page.
WAN == WAN Budget

WAN 1

Enable
Criterion and Action

Quota Limit: 0 [MB |
When quota exceeded : [Jshutdown WAN interface

Using Notification Object

Set Mail Alert or SMS message.

Monthly Custom

Select the day of a month when your (cellular) data resets.

Data quota resets on day at

Note:
1. Please make sure the Time and Date of the router is configured.
2. SMS message and mail will be sent when the usage reaches 95% and 100% of quota.

| OK | | Cancel |

Available settings are explained as follows:

Item Description
Enable When selected, WAN Budget is enabled for this WAN.
Quota Limit Enter the data traffic quota allowed for such WAN interface.

There are two unit (MB and GB) offered for you to specify.

When quota exceeded Check the box(es) as the condition(s) for the system to
perform when the traffic has exceeded the budget limit.

Shutdown WAN interface - All the outgoing traffic through
such WAN interface will be terminated.

®  Using Notification Object - The system will send out a
notification based on the content of the notification
object.

®  Set Mail Alert - The system will send out a warning
message to the administrator when the quota is running
out. However, the connection charges will be
calculated continuously.

® Set SMS message - The system will send out SMS
message to the administrator when the quota is running
out.

Monthly Some ISP might apply for the network limitation based on the
traffic limit per month. This setting is to offer a mechanism
of resetting the traffic record every month.

Monthly Custom

Select the day of 3 month when your (cellular) data resets.
Data quota resets on day |1 | at|00:00 v |

Data quota resets on day ... - You can determine the starting
day in one month.

Custom This setting allows the user to define the billing cycle
according to his request. The WAN budget will be reset with

Vigor3912 Series User’s Guide 97



98

an interval of billing cycle.

Monthly is default setting. If long period or a short period is
required, use Custom. The period of cycle duration is
between 1 day and 60 days. You can determine the cycle
duration by specifying the days and the hours. In addition,
you can specify which day of today is in a cycle.

Use Cycle in hours -
Monthly Custom

@® use Cycle in hours
() Use Cycle in days
Usage counter resets at the beginning of each cycle.

Cycle duration : days and hours
Today is day in the cycle.

® Cycle duration: Specify the days and hours to reset the
traffic record. For example, 7 means the whole cycle is 7
days; 20 means the whole cycle is 20 days. When the time
is up, the router will reset the traffic record
automatically.

@ Today is day - Specify the day in the cycle as the starting
point which Vigor router will reset the traffic record. For
example, “3” means the third day of the cycle duration.

Use Cycle in days -
Monthly Custom

) use Cycle in hours
® use Cycle in days
Usage counter resets at the beginning of each cycle.

Cycle duration : days.
Today is day in the cycle and data quota resets at |00:00 v

® Cycle duration: Specify the days to reset the traffic
record. For example, 7 means the whole cycle is 7 days;
20 means the whole cycle is 20 days. When the time is up,
the router will reset the traffic record automatically.

® Today is day - Specify the day and time for data quota
rest in the cycle as the starting point which Vigor router
will reset the traffic record. For example, “3” means the
third day of the cycle duration.

After finished the above settings, click OK to save the settings.
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[I-2-4-2 Status
The status page displays the status WAN budget, including the duration and the usage.

WAN >>WAN Budget
General Setup Status
Refresh Min(s) ;|1 » | Refresh |
Interface: WaN2 Duration: [2014/0748 11:00~201 40807 11:00 |
1000MB

If the WAN budget is exhausted, a lock will be displayed on the page if Shutdown WAN
interface is selected. Which means no data transmission will be carried out. Moreover, the
system will send out a warning message to the administrator if Mail Alert is selected. Or, the
system will send out SMS message to the administrator if SMS message is selected.

WAN =>WAN Budget

General Setup Status
Refresh Minis) |1 | Refresh |
Interface: WANZ2 Duration: [2014/07419 11:00~201408/07 11:00 |
2500MB
SMBE
250%
~
[+ |
1000MB
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-3 LAN

100

A LAN(Local Area Network) comprises a collection of LAN clients, which are networked
devices on your premises. A LAN client can be a computer, a printer, a Voice-over-IP (VolIP)
phone, a mobile phone, a gaming console, an Internet Protocol Television (IPTV), etc, and can
have either a wired (using Ethernet cabling) or wireless (using Wi-Fi) network connection.

LAN clients within the same LAN are normally able to communicate with one another directly,
as they are peers to one another, unless measures, such as firewalls or VLANs, have been put
in place to restrict such access. Nowadays the most common LAN firewalls are implemented
on the LAN client itself. For example, Microsoft Windows since Windows XP and Apple OS X
have built-in firewalls that can be configured to restrict traffic coming in and going out of the
computer. VLANs, on the other hand, are usually set up using network switches or routers.

To communicate with the hosts outside of the LAN, LAN clients have to go through a network
gateway, which in most cases is a router that sits between the LAN and the ISP network,
which is the WAN. The router acts as a director to ensure traffic between the LAN and the
WAN reach their intended destinations.

IP Address

On most broadband networks, the ISP assigns a single WAN IP address to the subscriber. All
LAN clients have to share this WAN IP address when accessing the Internet. To achieve this, a
technique called Network Address Translation (NAT) is used. Under NAT, a private block of
IP addresses is assigned to the LAN clients, which communicate with WAN hosts through the
router, also known as the gateway.

On outgoing traffic to the WAN, the router makes note that a LAN client has attempted to
reach a WAN host, and forwards the request to the intended WAN recipient.

On traffic incoming to the LAN from a WAN host, the router checks its records to see if a
matching outstanding request from a LAN client to this WAN host exists, and if so, forwards it
to the LAN client. Otherwise, the traffic is dropped.

There are 3 distinct blocks of IPv4 address that are reserved for use as private IP addresses on
a LAN.

Name IP Address Range Number of Available Largest Subnet Mask
Addresses

24-bit Block | 10.0.0.0 to 16,777,216 255.0.0.0
10.255.255.255

20-bit Block | 172.16.0.0 to 1,048,576 255.240.0.0
172.31.255.255

16-bit Block | 192.168.0.0 to 65,536 255.255.0.0
192.168.255.255

The default beginning IP Address of LAN 1 is 192.168.1.1, and the Subnet Mask is
255.255.255.0, for a total of 254 assignable IP addresses, from 192.168.1.1 to 192.168.1.254.
The final IP address of the selected range is reserved for routing and cannot be assigned to a
LAN client.

In most cases, the default IP address block should work satisfactorily. However, there are
situations where you need to select a different address block, such as when you need to
communicate with other LANs that already use the same address block.

Private IP addresses can be assigned automatically to LAN clients using Dynamic Host
Configuration Protocol (DHCP), or manually assigned. The DHCP server can either be the
router (the most common case), or a separate server, that hands out IP addresses to DHCP
clients.
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Alternatively, static IP addresses can be manually configured on LAN clients as part of their
network settings. No matter how IP addresses are configured, it is important that no two
devices get the same IP address. If both DHCP and static assignment are used on a network, it
is important to exclude the static IP addresses from the DHCP IP pool. For example, if your
LAN uses the 192.168.1.x subnet and you have 20 DHCP clients and 20 static IP clients, you
could configure 192.168.1.10 as the Start IP Address, 50 as the IP Pool Counts (enough for the
current number of DHCP clients, plus room for future expansion), and use addresses greater
than 192.168.1.100 for static assignment.
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Web User Interface

To begin configuring the LAN settings, select LAN>>General Settings from the menu bar of the
Web UI.

lI-3-1 General Setup

This page provides you the general settings for LAN. Click LAN to open the LAN settings page
and choose General Setup.

There are several subnets provided by the router which allow users to divide groups into
different subnets (LAN2 - LAN100). In addition, different subnets can link for each other by
configuring Inter-LAN Routing. At present, LAN1 setting is fixed with NAT mode only. LAN2 -
LAN50 can be operated under NAT or Route mode. IP Routed Subnet can be operated under
Route mode.

LAN 1 is always enabled and is used as the default subnet. LANs 2 to 100 are subnets to be
used in conjunction with Virtual LANs (VLANSs). Each VLAN can be configured to allow or
disallow communication with other VLANs using the Inter-LAN Routing matrix.

To configure a subnet, select its Details Page button to bring up the LAN Details Page.

LAN >> General Setup

General Setup

Index Description Enable DHCP IP Address
LAN 1 v v 192.168.1.1
IP Routed Subnet 0 182.168.0.1
DHCP Server Option

Note:
1.Please enable LAM 2 - 100 on LAN »> VLAN page before configure them.

[JForce router to use "DNS server IP address" settings spacified in LANT
Inter-LAN Routing

Subnet LAN LAN LAN LAN LAN LAN LAN LAN LAN LAN LAN LAN LAN LAN LAN LAN LAN LAN
1 2 3 4 5 6 7 8 9 10 11 12 13 14 15 16 17 18

LAN1

LAN2

LAN3

LANA

LANS

LANG

Available settings are explained as follows:

Item Description

General Setup Allow to configure settings for each subnet respectively.
Index - Display all of the LAN items.
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Enable - Basically, LAN1 status is enabled in default.
LAN2 -LAN100 and IP Routed Subnet can be configured after
enabling via LAN>>VLAN.

DHCP- LAN1 is configured with DHCP in default. If required,
please check the DHCP box for each LAN.

IP Address - Display the IP address for each LAN item. Such
information is set in default and you can not modify it.

Details Page - Click it to access into the setting page. Each
LAN will have different LAN configuration page. Each LAN
must be configured in different subnet.

IPv6 - Click it to access into the settings page of IPv6.

DHCP Server Options

DHCP packets can be processed by adding option number and
data information when such function is enabled.

For detailed information, refer to later section.

Force router to use “DNS
Server IP address”...

Force Vigor router to use DNS servers configured in LAN port
instead of DNS servers given by the Internet Access server
(PPPOE, PPTP, L2TP or DHCP server).

Inter-LAN Routing

Check the box to link two or more different subnets (LAN and
LAN).

Inter-LAN Routing allows different LAN subnets to be
interconnected or isolated.

It is only available when the VLAN functionality is enabled.
Refer to section II-3-2 VLAN on how to set up VLANSs.
In the Inter-LAN Routing matrix, a selected checkbox means

that the 2 intersecting LANs can communicate with each
other.

When you finish the configuration, please click OK to save and exit this page.

1)

Info To configure a subnet, select its Detials Page button to bring up the LAN

Details Page.

|I-3-1-1 Details Page for LAN1 - Ethernet TCP/IP and DHCP Setup

This page has two tabs, LAN Ethernet TCP/IP and DHCP Setup, which sets up the IPv4 LAN
environment, and LAN IPv6 Setup, which sets up the IPv6 environment.
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LAN == General Setup

LAN 1 Ethernet TCP / IP and DHCP Setup LAN 1 IPv6 Setup

Network Configuration

DHCP Server Configuration

Description: |

| () Disable @ Enable Server ) Enable Relay

For NAT Usage Agent
IP Address |192_153.1UD‘.1 | Start [P Address |192.153.1UD.10 |
Subnat Mask [2552552550/24 | IP Pool Counts 200 (max. 4093)

LAN IP Alias

RIP Protocol Control

Gateway IP Address |192.168.100.1 |
Lease Time |86400 Its)

Clear DHCP lease for inactive clients
pericdically

DNS Server IP Address
Primary IP Address | |
Secondary IP Address | |

Note: Change IP Address or Subnet Mask in Network Configuration will also change HA LAN1 Virtual IP

to the same domain IP.

Available settings are explained as follows:

Item

Description

Network Configuration

For NAT Usage,

IP Address - This is the IP address of the router. (Default:
192.168.1.1).

Subnet Mask - The subnet mask, together with the IP Address
field, indicates the maximum number of clients allowed on
the subnet. (Default: 255.255.255.0/ 24).

LAN IP Alias -Such feature allows specifying multiple
gateways (under a switch) with different WAN interfaces for
accessing the Internet via the Vigor router.

6 LAN 1 1P Alias - Google Chrome (=]3] 3% |
A == | 192168.1.1/doc/lanipalias.htm B
LAN 1 IP Alias
Index Enable LANIP Qutput Interface
1. O MNone w
2 O
3. O MNone
a0
5 O MNone w
Note:

1.LAM IP Alias only applies to muti-gateway usage. When a LAN
host set its gateway as LAN IP Alias, Vigor Router will route the
host's packets through the specified Output Interface.

2. Route Policy has a higher priority than the LAN IP Alias Output
Interface setting.

OK | | ClearAll | [ Cancel

RIP Protocol Control,
Enable -When Enabled, the router will attempt to exchange
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routing information with neighbouring routers using the
Routing Information Protocol.

DHCP Server
Configuration

DHCP stands for Dynamic Host Configuration Protocol. The
router by factory default acts a DHCP server for your network
so it automatically dispatches related IP settings to any local
user configured as a DHCP client. It is highly recommended
that you leave the router enabled as a DHCP server if you do
not have a DHCP server for your network.

If you want to use another DHCP server in the network other
than the Vigor Router’s, you can let Relay Agent help you to
redirect the DHCP request to the specified location.

Disable - Disables the built-in DHCP server on the router.

Enable Server - Enables the built-in DHCP server on the
router.

®  Start IP Address - The beginning LAN IP address that is
given out to LAN DHCP clients.

® [P Pool Counts - The maximum number of IP addresses
to be handed out by DHCP. The default value is 200.
Valid range is between 1 and 1021. The actual number
of IP addresses available for assignment is the IP Pool
Counts, or 1021 minus the last octet of the Start IP
Address, whichever is smaller.

®  Gateway IP Address - The IP address of the gateway,
which is the host on the LAN that relays all traffic
coming into and going out of the LAN. The gateway is
normally the router, and therefore the Gateway IP
Address should be identical to the IP Address in the
Network Configuration section above.

® |ease Time - The maximum duration DHCP-issued IP
addresses can be used before they have to be renewed.

® Clear DHCP lease for inactive clients periodically - If
selected, the router sends ARP requests recycles IP
addresses previously assigned to inactive DHCP clients
to prevent exhaustion of the IP address pool.

Note: When Clear DHCP lease for inactive clients
periodically is enabled, router will do the following:

B Check activities of DHCP clients by ARP requests
every minute when the available DHCP IP
addresses are less than 30

[ | Clear DHCP lease when the client is not
responding ARP replies.

Enable Relay Agent - When selected, all DHCP requests are
forwarded to a DHCP server outside of the LAN subnet, and
whose address is specified in the DHCP Server IP Address
field.

[ DHCP Server IP Address - IP Address of the DHCP server
to which DHCP requests from LAN clients are
forwarded.

DNS Server IP Address

DNS stands for Domain Name System. Every Internet host
must have a unique IP address, also they may have a
human-friendly, easy to remember name such as
www.yahoo.com. The DNS server converts the user-friendly
name into its equivalent IP address.

When these fields are populated, they will be used as the IP
addresses of the DNS server information in DHCPv6
responses, overriding the ISP-supplied DNS server addresses.
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Primary IP Address -You must specify a DNS server IP address
here because your ISP should provide you with usually more
than one DNS Server.

Secondary IP Address - You can specify secondary DNS server
IP address here because your ISP often provides you more
than one DNS Server.

The default DNS Server IP address can be found via Online
Status:

Online Status

Physical Connection
IPv4 IPv6
LAN Status Primary DNS: 8.8.8.8
IP Address TX Packets RX Packets
192.168.1.1 o] 41533

System Uptime: 22:22:45

Secondary DNS: 8.8.4.4

If both the Primary IP and Secondary IP Address fields are left
empty, the router will assign its own IP address to local users
as a DNS proxy server and maintain a DNS cache.

If the IP address of a domain name is already in the DNS
cache, the router will resolve the domain name immediately.
Otherwise, the router forwards the DNS query packet to the
external DNS server by establishing a WAN (e.g. DSL/Cable)
connection.

When you finish the configuration, please click OK to save and exit this page.

lI-3-1-2 Details Page for IP Routed Subnet

LAN == General Setup

TCP/IP and DHCP Setup for IP Routed Subnet

Network Configuration

DHCP Server Configuration

C Enable @ pisable Start 1P Address I:I
Description: | | 1P Pool Counts D (max. 32)
For Routing Usage Lease Time (s)
IP Address [192.168.0.1 | [J Use LAN Port P11 P12
Subnet Mask Use MAC Address
RIP Protocol Control Index Matched MAC Address given IP Address

MAC Address : |-- FF:FF:FF:FF:FF

| Add | |Delete | | Edit| | Cancel |

L ok |

Available settings are explained as follows:

Item

Description

Network Configuration

Enable/Disable - Click Enable to enable such configuration;
click Disable to disable such configuration.

For Routing Usage,

IP Address - This is the IP address of the router. (Default:
192.168.1.1).

Subnet Mask - The subnet mask, together with the IP Address
field, indicates the maximum number of clients allowed on
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the subnet. (Default: 255.255.255.0/ 24).
RIP Protocol Control,

Enable - When Enabled, the router will attempt to exchange
routing information with neighbouring routers using the
Routing Information Protocol.

DHCP Server
Configuration

DHCP stands for Dynamic Host Configuration Protocol. The
router by factory default acts a DHCP server for your network
so it automatically dispatch related IP settings to any local
user configured as a DHCP client. It is highly recommended
that you leave the router enabled as a DHCP server if you do
not have a DHCP server for your network.

Start IP Address - Enter a value of the IP address pool for the
DHCP server to start with when issuing IP addresses. If the
1st IP address of your router is 192.168.1.1, the starting IP
address must be 192.168.1.2 or greater, but smaller than
192.168.1.254.

IP Pool Counts - Enter the maximum number of PCs that you
want the DHCP server to assign IP addresses to. The default is
50 and the maximum is 253.

Lease Time - Enter the time to determine how long the IP
address assigned by DHCP server can be used.

Use LAN Port - Specify an IP for IP Route Subnet. If it is
enabled, DHCP server will assign IP address automatically for
the clients coming from P11 and/or P12. Please check the
box of P11 and P12.

Use MAC Address - Check such box to specify MAC address.
MAC Address: Enter the MAC Address of the host one by one
and click Add to create a list of hosts which can be assigned,
deleted or edited from above pool. Set a list of MAC Address
for 2" DHCP server will help router to assign the correct IP
address of the correct subnet to the correct host. So those
hosts in 2" subnet won’t get an IP address belonging to 1%
subnet.

Add - Enter the MAC address in the boxes and click this
button to add.

Delete - Click it to delete the selected MAC address.
Edit - Click it to edit the selected MAC address.

Cancel - Click it to cancel the job of adding, deleting and
editing.

When you finish the configuration, please click OK to save and exit this page.
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I-3-1-3 Details Page for LANT — IPv6 Setup

There are two configuration pages for LAN1, Ethernet TCP/IP and DHCP Setup (based on IPv4)

and IPv6 Setup. Click the tab for each type and refer to the following explanations for
detailed information. Below shows the settings page for IPv6.

LAN == General Setup

LAN 1 Ethernet TCP / IP and DHCP Setup LAN 1 IPv6 Setup

Enable IPv6
WAN Primary Interface |WANT «

Static IPv6 Address
IPvE Address

/ Prefix Length
| r—
Delete

Unique Local Address(ULA) configuration

| Off IRE / 64
Current IPv6 Address Table

Index IFvé Lddress/Frefix Length Scope

1 FEEQ::Z1D:AR :FE4B:3EE0/64 Link

DNS Server IPv6 Address
Primary DNS Server

Secondary DNS Server

| Deploy when WAN is up w |
[2001:4860:4860::8558 |
|2001:4860:4860::8844

Management SLAAC stateless) v

[Jother option(0-bit)
DHCPv6 Server
® Enable Server

() Disable Server
[ IPv6 Address Random Allocation
Auto IPv6 range

Start IPvS Address
End IPv6 Address

Advance setting

advance setting

It provides 2 daemons for LAN side IPv6 address configuration. One is SLAAC(stateless) and
the other is DHCPv6 Server (Stateful).
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Available settings are explained as follows:

Item Description

Enable IPv6 Enables or disables IPv6 on the LAN.

WAN Primary Interface Select the WAN to be used for IPv6 traffic.

Static IPv6 Address Enter IPv6 Address and Prefix length to be added, or click an

existing IPv6 address to be deleted in the Current IPv6
Address Table below and the values will be automatically
copied over.

IPv6 Address -Type static IPv6 address for LAN.

Prefix Length - Enter the fixed value for prefix length.
Add - Click it to add a new entry.

Delete - Click it to remove an existed entry.

Unique Local Address Unique Local Addresses (ULAs) are private IPv6 addresses
(ULA) configuration assigned to LAN clients.

Off - ULA is disabled.

Manually ULA Prefix - LAN clients will be assigned ULAs
generated based on the prefix manually entered.

Auto ULA Prefix - LAN clients will be assigned ULAs using an
automatically-determined prefix.

Current IPv6 Address Display current used IPv6 addresses.
Table

DNS Server IPv6 Address Deploy when WAN is up - The RA (router advertisement)
packets will be sent to LAN PC with DNS server information
only when network connection by any one of WAN interfaces
is up.

Enable - The RA (router advertisement) packets will be sent
to LAN PC with DNS server information no matter WAN
connection is up or not.

® Primary DNS Sever - Enter the IPv6 address for Primary
DNS server.

® Secondary DNS Server -Type another IPv6 address for
DNS server if required.

Disable - DNS server will not be used.

Management Configures the Managed Address Configuration flag (M-bit) in
Route Advertisements.

®  Off - No configuration information is sent using Route
Advertisements.

®  SLAAC(stateless) - M-bit is unset.

® DHCPv6(stateful) - M-bit is set, which indicates to LAN
clients that they should acquire all IPv6 configuration
information from a DHCPv6 server. The DHCPv6 server
can either be the one built into the Vigor2860, or a
separate DHCPvVG server.

Other Option (O-bit) - When selected, the Other
Configuration flag is set, which indicates to LAN clients that
IPv6 configuration information besides LAN IPv6 addresses is
available from a DHCPv6 server.

Setting the M-bit (see Management above) has the same
effect as implicitly setting the O-bit, as DHCPv6 supplies all
IPv6 configuration information, including what is indicated as
available when the O-bit is set.
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Other Option(O-bit)

When selected, the Other Configuration flag is set, which

indicates to LAN clients that IPv6 configuration information
besides LAN IPv6 addresses is available from a DHCPv6
server.

Setting the M-bit (see Management above) has the same
effect as implicitly setting the O-bit, as DHCPv6 supplies all
IPv6 configuration information, including what is indicated as
available when the O-bit is set.

DHCPv6 Server

Enable Server -Click it to enable DHCPv6 server. DHCPv6

Server could assign IPv6 address to PC according to the

Start/End IPv6 address configuration.

Disable Server -Click it to disable DHCPv6 server.

IPv6 Address Random Allocation - Check it to assign the

DHCPv6 IP address randomly to prevent the attacks from the

IPv6 reconnaissance techniques.

Auto IPv6 range - When selected, the router’s built-in

DHCPv6 server decides the LAN IPv6 address range to be

used. When deselected, LAN IPv6 addresses given out will be

within the range as specified in the Start IPv6 Address and

End IPv6 Address.

®  Start IPv6 Address / End IPv6 Address -Enter the start
and end address for IPv6 server.

Advance setting - Click the Edit button to bring up the IPv6

Advanced Settings page.

LAN => General Setup

DHCPv6 Server

Authentication Protocol

Prefix Delegation OEnable ® Disable

Prefix /

DHCPv6 Prefix Delegation

New Prefix - : : /64
Suffix :| ‘: ‘ H |

Client Link Local Address l:

Client DUID{option) [

[(Add |
| Prefix Prefix Length Link Local DUID

[ OK | [ cancel |

Advance setting

The Advanced Settings page has additional settings for
Router Advertisement and enabling multiple WANs for IPv6
traffic.

Vigor3912 Series User’s Guide



—
@ https//172.16 2 191/doc/enetedit htm - Google Chrome [=[=] 5 |
A F== | 172.16.2.191/doc/enetedit.htm 7]

Router Advertisement Configuration
® Enable O Disable
Min Interval Time(sec)
Max Interval Time(sec)
3 - il .
Default Lifetime(sec) (High Availability secondary is
Default Preference
MTU M auto
0
RIPng Protocol
EEnable
Extension WAN
Available WAN Selected WAN
WAN3
WANS
WANG
[» ] {wan7
WANE
[« |
»

Router Advertisement Configuration - Click Enable to
enable router advertisement server. The router
advertisement daemon sends Router Advertisement
messages, specified by RFC 2461, to a local Ethernet LAN
periodically and when requested by a node sending a Router
Solicitation message. These messages are required for IPv6
stateless auto-configuration.

Disable - Click it to disable router advertisement server.

Hop Limt - The value is required for the device behind the
router when IPv6 is in use. Default value of hop limit field in
Route Advertisement messages.

Min/Max Interval Time (sec) - Minimum/ Maximum time, in
seconds, between unsolicited multicast route advertisement
messages sent by the RA server.

Default Lifetime (sec) - Time, in seconds, that the router is
to be used as the default router.

Default Preference - Default preference value (Low,
Medium, High) of the router sent in route advertisement
messages.

MTU - It means Max Transmit Unit for packet. If Auto is
selected, the router determines the MTU value to send in
route advertisement messages.

RIPng Protocol - RIPng (RIP next generation) offers the same
functions and benefits as IPv4 RIP v2.

Extension WAN - In addition to the default WAN used for
IPv6 traffic specified in the WAN Primary Interface in the LAN
IPv6 Setup page, additional WANs can be selected to carry
IPv6 traffic by enabling them in the Extension WAN section.

Available WAN - Additional WANs available but not currently
selected to carry IPv6 traffic.

Selected WAN - Additional WANSs selected to carry IPv6
traffic.

After making changes on the Advance setting page, click the OK button to retain the changes
and return to the LAN IPv6 Setup page. Be sure to click OK on the LAN IPv6 Setup page or else
changes made on the Advance setting page will not be saved.
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l1-3-1-4 DHCP Server Option

DHCP Options can be configured by clicking the Advanced button on the LAN General Setup

screen.

LAN == General Setup

DHCP Server Customized Status

IPv4 IPv6 Set to Factory Default
entries per page
Customized List
| Enable Interface Option Type | Data
Enable:
Clan

Eian: Dranz Oranz Orang Cleans Crane Ceany Crang Cleane Cianto

Ceani: Ceaniz Ceaniz Ceanis Ceants Oranie Ceantz Clianie Cleanig Ceanzo
CJranzi Cleanzz Ceanzs Cleanza Cleanes Ceanze Ceanzz Clianzs Cranze Ceanso
CJreanzt Clean3z Ceanzs Cleanza Cleanss Oeanze Ceanzz Clianzs Cianzs Ciango
COeana1 Oransz Cian4s Cianas Cianas Ciansgs Ciana7 Clianas Cands CLANSO
Cleanst Cans2 Ceansa Cianss Cranss Canse Ciansz Clianss Clianss CLANGO
Cleans1 Cransz Cianez Cliansa Clianes Clianss Ciane7 Clianss Canse ClLanzo
COeanz1 Dranzz Ceanzz Cianza Oranzs Cranze Cian7z Cianze Canze Clanso
[Jranst Cleansz [Jianes Clranga Clianss CJranss [Jians7 [Cliangs [Jranss [rango
[Jranot Cleanoz Cleangs Cleanad Cleanes CJeanos [eano7 Clianes [rangs [Jranioo

Interface:

1P Routed Subnet

Mext Server IP Address/SIAddr : :

DataType: @ ASCIT Character (EX :Option: 18, Data:/path)
O Hexadecimal Digit (Please check note 4.)
O address List (EX :Option:44, Data:172.16.2.10,172.16.2.20...)

Data: "-.Ia( 127 characters

[Add | [Update | [ Delete | [Reset |

Available settings are explained as follows:

Item

Description

Customized List

Shows all the DHCP options that have been configured in the
system.

Enable If selected, DHCP option entry is enabled.
If unselected, DHCP option entry is disabled.
Interface LAN interface(s) to which this entry is applicable.

Next Server IP
Address/SIAddr

Overrides the DHCP Next Server IP address (DHCP Option 66)
supplied by the DHCP server.

Option Number

DHCP option number (e.g., 100).

DataType

Type of data in the Data field:
ASCII Character - A text string. Example: /path.

Hexadecimal Digit - A hexadecimal string. Valid characters
are from 0 to 9 and from a to f. Example: 2f70617468.

Address List - One or more IPv4 addresses, delimited by
commas.

Data

Data of this DHCP option.

Add

To add a DHCP option entry modeled after an existing entry,
click the model entry in Customized List. The data entry
fields will be populated with values from the model entry.
After making all necessary changes for the new entry, click
Add to create it.

Update

To modify an existing DHCP option entry, click on it in
Customized List. The data entry fields will be populated
with the current values from the entry. After making all
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necessary changes, click Update to save the changes.

Delete To delete a DHCP option entry, click on it in Customized
List, and then click Delete.
Reset Clear the current settings.
l1-3-2 VLAN

Virtual Local Area Networks (VLANS) allow you to subdivide your LAN to facilitate
management or to improve network security.

Select LAN>>VLAN from the menu bar of the Web Ul to bring up the VLAN Configuration page.

Tagged VLAN

The tagged VLANs (802.1qg) can mark data with a VLAN identifier. This identifier can be
carried through an onward Ethernet switch to specific ports. The specific VLAN clients can
also pick up this identifier as it is just passed to the LAN. You can set the priorities for
LAN-side QoS. You can assign each of VLANs to each of the different IP subnets that the router
may also be operating, to provide even more isolation. The said functionality is tag-based
multi-subnet.

LAN => VLAN Configuration

VLAN Configuration

[JEnable
LAN Port VLAN Tag
P2 P4 P9 P10 P11 P12  Subnet Enable VvID Priority
VLANO 0
VLAN1 0
VLAN2 0
VLAN3 0
VLAN4 0
VLANS5 0
VLANG 0
VLAN7 0
VLANS 0
VLANS 0
o
Info Settings in this page only applied to LAN port but not WAN port.

Available settings are explained as follows:

Item Description

Enable Enables or disables VLAN functionality.

VLAN# Virtual LANs.

LAN Port P2 - P12 - Physical Ethernet ports on the router. Select the
LAN port(s) to group them under the selected VLAN.
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Subnet Select a LAN subnet from LAN 1 to LAN 100 to make the
selected VLAN mapping to the specified subnet only.

VLAN Tag Enable - Select to enable 802.1Q tagging on this VLAN.

The router will add specific VLAN number to all packets on
the LAN while sending them out.

Please enter the tag value and specify the priority for the
packets sending by LAN.

VID - VLAN Identifier. Valid values are form 0 to 4095. VIDs
must be unique.

Priority - Valid values are from 0 to 7, where 1 has the
lowest priority, followed by 0, and finally from 2 to 7 in
increasing order of priority.

Permit untagged device in | Select to allow untagged hosts connected to LAN port P12 to
P12 to access router access the router. In case you have incorrectly configured
VLAN functionality, you will still be able to access the router
via the Web Ul, and telnet and SSH shells to adjust the
configuration.

Inter-LAN Routing

The Vigor router supports up to 99 VLANs. Each VLAN can be set up to use one or more of the
Ethernet ports and wireless LAN Service Set Identifiers (SSIDs). Within the grid of VLANs
(horizontal rows) and LAN interfaces (vertical columns),

®  all hosts within the same VLAN (horizontal row) are visible to one another

® all hosts connected to the same LAN or WLAN interface (vertical column) are visible to
one another if
- they belong to the same VLAN, or
- they belong to different VLANs, and inter-LAN routing (LAN>>General Setup) between
them is enabled (see below).

LAN => General Setup

General Setup

Index Description Enable DHCP IP Address
LAN 1 v v 192.168.100.1 [ Details Page

3
&

IP Routed Subnet (] 192.168.0.1 \ Details Page

| DHCP Server Option |

Note:
Please enable LAN 2 - 100 on LAN == VLAN page before configure them.

[JForce router to use "DNS server IP address" settings specified in
Inter-LAN Routing

LAN LAN LAN LAN LAN LAN LAN LAN LAN LAN LAN LAN LAN LAN LAN LAN LAN LAN
1 2 3 4 5 6 7 8 9 10 11 12 13 14 15 16 17 18

Subnet

LAN 1

LAN 2

LAN 3

LAN 4

LAN 5

LAN 6 -

Lok |

Inter-LAN Routing allows different LAN subnets to be interconnected or isolated. It is only
available when the VLAN functionality is enabled. In the Inter-LAN Routing matrix, a selected
checkbox means that the 2 intersecting LANs can communicate with each other.
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Vigor router features a hugely flexible VLAN system. In its simplest form, each of the Gigabit
LAN ports can be isolated from each other, for example to feed different companies or
departments but keeping their local traffic completely separated.

1I-3-3 Bind IP to MAC

This function is used to bind the IP and MAC address in LAN to have a strengthening control in
network. With the Bind IP to MAC feature you can reserve LAN IP addresses for LAN clients.
Each reserved IP address is associated with a Media Access Control (MAC) address.

Click LAN and click Bind IP to MAC to open the setup page.

LAN == Bind IP to MAC

Bind IP to MAC

) Enable ® Disable
Strict Bind
Apply Strict Bind to Subnet

ARP Table

| Select All | Sort | Refresh | Add/Update to IP Bind List

IF Rddress MAC Rddress

HOST ID 1P Address | |
MAC Address | FF-FF-FF-FF-FF-FF |

Comment |I‘-.-'lax 31 characters |

| Add | | Update | | Delete |

IP Bind List (Limit: 2048 entries)

| SelectAll | Sort |

Index IP Address MAC

Rddress HOST ID Comment

Backup IP Bind List: | Backup |

Upload From File: | BERE |R%?§Eﬂi§;’i | Restore

Available settings are explained as follows:

Item Description

Enable MAC addresses that have an IP address assigned on this page
will receive that IP address through DHCP.

Disable MAC address-to-IP address bindings configured on this page
are ignored by the DHCP server when assigning IP addresses
through DHCP.

Strict Bind Check the box to block the connection of the IP/MAC which is

not listed in IP Bind List.

LAN clients will be assigned IP addresses according to the
MAC-to-IP address associations on this page. LAN client
whose MAC address has not been bound to an IP address will
be denied network access.
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Note: Before selecting Strict Bind, make sure at least one
valid MAC address has been bound to an IP address.
Otherwise no LAN clients will have network access, and it
will not be possible to connect to the router to make changes
to its configuration.

Apply Strict Bind to Subnet - Choose the subnet(s) for
applying the rules of Bind IP to MAC.

€ Service Type Edit - Google Chrome [=[=] = ]
@® F=Z==Z= | 192.168.1.1/doc/lansubedt.htm
Apply Strict Bind to Subnet:
Select All || Clear All
Subnet IP Address
LAM1 192.168.1.1
LAM2 192.188.2.1
LAM3 192.168.3.1
LAMN4 192.168.4.1
LAMS 192.188.5.1
LAME 192.168.6.1
LAMT 192.188.7.1
LAMS 192.168.8.1
LAMS 192.188.9.1
LAM1O 192.168.10.1
LAMIL 192.168.11.1
LAMN1Z 192.168.12.1
LAM1Z 192.168.13.1
LAM14 192.168.14.1 -
ARP Table This table is the LAN ARP table of this router. The
information for IP and MAC will be displayed in this field.
Each pair of IP and MAC address listed in ARP table can be
selected and added to IP Bind List by clicking Add below.
Select All Select all entries in the ARP Table for manipulation.
Sort Sort the entries in the ARP Table by IP address.
Refresh Refresh the screen to reflect the current state of the ARP

table.

Add / Update to IP Bind
List

IP Address - Enter the IP address to be associated with a
MAC address.

Mac Address - Enter the MAC address of the LAN client’s
network interface.

Comment - Optional comment field to identify this IP
Address - MAC Address pair.

Add

It allows you to add the one you choose from the ARP table or
the IP/MAC address typed in Add and Edit to the table of IP
Bind List.

Update

It allows you to edit and modify the selected IP address and
MAC address that you create before.

Delete

You can remove any item listed in IP Bind List. Simply click
and select the one, and click Delete. The selected item will
be removed from the IP Bind List.

IP Bind List

It displays a list for the IP bind to MAC information.

Backup IP Bind List

Click Backup and enter a filename to back up IP Bind List to a
file.

Upload From File

Click Browse:--- to select an IP Bind List backup file. Click
Restore to restore the backup and overwrite the existing
list.
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Info Before you select Strict Bind, you have to bind one set of IP/MAC address for
one PC. If not, no one of the PCs can access into Internet. And the web user
interface of the router might not be accessed.

When you finish the configuration, click OK to save the settings.
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lI-3-4 Port Mirror/Packet Capture

The LAN Port Mirror function allows network traffic of select LAN ports to be forwarded to
another LAN port for analysis. This is useful for enforcing policies, detecting unauthorized
access, monitoring network performance, etc.

Select LAN>>LAN Port Mirror from the menu bar of the Web Ul to bring up the LAN Port
Mirror configuration page.

If selecing "Continuously Send All Packets to Mirror Port", the setting page will be shown as
follows:

LAN == Port Mirror/Packet Capture

® continuously Send All Packets to Mirror Port
) Download .pcap

@ Enable O Disable
P1 P2 P3 P4 PS5 Po P7 P8 P9 P10 P11 P12
WAN1 LAN WAN3 LAN WAN5 WANG6 WAN7 WANS LAN LAN LAN LAN
Mirror Port @) O o O O @
Mirrored Tx Port ] O O O O ] O O O O 0O
Mirrored Rx Port O O O O O O O O O O O
Il
Mirrored VPN [J LAN to LAN profile
[J remote Dail-in User
L OK |
Available settings are explained as follows:
Item Description
Continuously Send All Select to send all packets to mirror port.
Packets to Mirror Port
Enable/Disable Select Enable to activate the function.

Select Disable to cancel the function.

Mirror Port One and only one port is selected as the mirror port, to
which traffic is to be forwarded.

Mirrored Tx Port Port(s) whose outbound traffic will be forwarded to the
mirror port.

Mirrored Rx Port Port(s) whose inbound traffic will be forwarded to the mirror
port.

Mirrored VPN VPN(s) that the incoming and outgoing packets will be

forwarded to the mirror VPN.

All - The packets within all VPN tunnels will be forwarded to
the mirror port selected above.

LAN to LAN - The packets within the selected LAN to LAN
VPN tunnel will be forwarded to the mirror port selected
above.

Remote Dial-in User - The packets passing through the
specified remote dial-in account will be forwarded to the
mirror port selected above.

OK Save the settings.
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If selecing "Download .pcap”, the setting page will be shown as follows:

LAN == Port Mirror/Packet Capture

(O continuously Send All Packets to Mirror Port

® pownload .pcap

P1

Mirror Port
Mirrored Tx Port
Mirrored Rx Port

O an
Mirrored VPN

P2

WAN1 LAN WAN3 LAN WANS WANG6 WAN7 WANS LAN LAN

[J LAN to LAN profile
[ remote Dail-in User

P3 P4 P5 P& P7 P8 P9 P10 P11 P12

LAN LAN

Status: IDLE

Setting O Capture All Packets

Duration {seconds)

Filter Settings

1p Address Ay V]

Port

@® Capture with Filter

| START | | Download |

Available settings are explained as follows:

Item

Description

Download .pcap

Packets coming from the mirrored Tx/Rx Port(s), mirrored
VPN can be captured and downloaded periodically
(duration).

Mirror Port

One and only one port is selected as the mirror port, to
which traffic is to be forwarded.

Mirrored Tx Port

Port(s) whose outbound traffic will be forwarded to the
mirror port.

Mirrored Rx Port

Port(s) whose inbound traffic will be forwarded to the mirror
port.

Mirrored VPN

VPN(s) that the incoming and outgoing packets will be
forwarded to the mirror VPN.

All - Capture the packets within all VPN tunnels.

LAN to LAN - Capture the packets within the selected LAN to
LAN VPN tunnels.

Remote Dial-in User - Capture the VPN packets within the
specified remote dial-in account.

Setting Capture All Packets - All packets will be captured for
analysis.
Capture with Filter - Only the packets filtered by ICMP, TCP,
UDP, or TCP/UDP will be captured for analysis.

Duration Set a period of time for Vigor router to capture the packets.

Filter Settings

It is available only when Capture with Filter is selected.

Protocol - Filter the packet by using Any, ICMP, TCP, UDP,
and TCP/UDP.
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IP Address - Filter the packet by IP address. If Customized IP
is selected, please enter an IP address in the entry box.

Port - It is available when TCP, UDP, or TCP/UDP is selected
as the Protocol. Select Any or Customize Port. If Customize
Port is selected, please enter a port number in the entry box.

Start Click to begin the packet capturing.

Diagnostics >= Port Mirror/Packet Capture

Continuously Send All Packets to Mirror Port
Download .pcap

P1 P2
WAN1 WAN2
Mirror Port
Mirrored Tx Port
Mirrored Rx Port
Status: Capturing
Setting Capture All Packets Capture with Filter
Duration (seconds)
[ Stop |
Stop Click to terminate the scanning job.
Download Click to download the packet capture result as a file with the

file format,.pcap.

After finishing all the settings here, please click OK to save the configuration.
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[I-3-5 Wired 802.1X

Wired 802.1X provides authentication for clients wishing to connect to the LAN by Ethernet.
Only one client can be authenticated on each LAN port.

Select LAN>>Wired 802.1X from the menu bar of the Web Ul to bring up the Wired 802.1X
configuration page.

LAN == Wired 802.1X

Wired 802.1X
LAN BO2.1X:
[JEnable
Authentication Type:
802.1X ports:
Po P10 P11 P12

Note:

1.802.1X enabled LAN ports only support a single attached device using EAPOL authentication. To
authenticate multiple devices through a LAN port you need an 802.1X-capable switch.Then configure
802.1X on the attached switch instead.

2. Please configure External RADIUS or Local 802.1X for authentication.
3. Authentication by External RADIUS supports PEAP, EAP-TLS and EAP-TTLS.

L oK |
Available settings are explained as follows:
Item Description
Enable Check the box to enable LAN 802.1x function.
Authentication Type External RADIUS - An external RADIUS server is to be used

for 802.1X authentication. Go to Applications >> RADIUS /
TACACS+>>External RADIUS to specify the RADIUS server.

Local 802.1X - Use the user database on the router to
authenticate clients. Go to User Management >> User
Profile to set up users by entering user names, passwords
and ensure that Local 802.1X service is enabled for the
profiles.

802.1X ports 802.1X authentication will be available for the selected LAN
ports.

After finishing all the settings here, please click OK to save the configuration.
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[I-3-6 PPPoE Server

LAN users can access into Internet through built-in PPPoE server on Vigor router. PPPOE server
is a mechanism which can authenticate LAN users (configured in User Management>>User
Profile) and prevent ARP attack completely.

LAN == PPPoE Server

PPPoE Server

PPPCE Server: ® pisable ) Enable

Primary DNS: |D.U.D.D |

Secondary DNS: |0.0.EI.D |
L Ok |

Available settings are explained as follows:

Item Description

PPPOE Server Enable - Activate the built-in PPPoE Server.
Disable - Disable the built-in PPPoE Server.

Primary DNS / Secondary Type the IP address(es) of Primary /Secondary DNS server for
DNS PPPOE Client(s) in LAN.
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I1-4 NAT

Most ISPs allocate one WAN IP address to each subscriber. In order to simultaneously connect
multiple devices to the Internet, a technique called Network Address Translation is
employed.

Usually, the router serves as an NAT (Network Address Translation) router. NAT is a
mechanism that one or more private IP addresses can be mapped into a single public one.
Public IP address is usually assigned by your ISP, for which you may get charged. Private IP
addresses are recognized only among internal hosts.

When the outgoing packets destined to some public server on the Internet reach the NAT
router, the router will change its source address into the public IP address of the router,
select the available public port, and then forward it. At the same time, the router shall list an
entry in a table to memorize this address/port-mapping relationship. When the public server
response, the incoming traffic, of course, is destined to the router’s public IP address and the
router will do the inversion based on its table. Therefore, the internal host can communicate
with external host smoothly.

The benefit of the NAT includes:

® Save cost on applying public IP address and apply efficient usage of IP address. NAT
allows the internal IP addresses of local hosts to be translated into one public IP address,
thus you can have only one IP address on behalf of the entire internal hosts.

® Enhance security of the internal network by obscuring the IP address. There are
many attacks aiming victims based on the IP address. Since the attacker cannot be
aware of any private IP addresses, the NAT function can protect the internal network.

Info On NAT page, you will see the private IP address defined in RFC-1918.
Usually we use the 192.168.1.0/24 subnet for the router. As stated before,
the NAT facility can map one or more IP addresses and/or service ports into
different specified services. In other words, the NAT function can be
achieved by using port mapping methods.
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Web User Interface

lI-4-1 Port Redirection

Port Redirection is usually set up for server related service inside the local network (LAN),
such as web servers, FTP servers, E-mail servers etc. Most of the case, you need a public IP
address for each server and this public IP address/domain name are recognized by all users.
Since the server is actually located inside the LAN, the network well protected by NAT of the
router, and identified by its private IP address/port, the goal of Port Redirection function is
to forward all access request with public IP address from external users to the mapping
private IP address/port of the server.

Most ISPs allocate one WAN IP address to each subscriber. In order to simultaneously connect
multiple devices to the Internet, a technique called Network Address Translation is
employed.

Destined to
220.135.240.207
Port 213

P NAT

DMZ FTP Server Web Server
192.168.1.22 192.168.1.11 192.168.1.12 192.168.1.13
Port 21 Port 80

The port redirection can only apply to incoming traffic.

To use this function, please go to NAT page and choose Port Redirection web page. The Port
Redirection Table provides 520 port-mapping entries for the internal hosts.
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NAT == Port Redirection

Port Redirection rules per page Smmimrrs[::;z;g; |
Index Enable Service Name WAN Interface Protocol P:;)::c Source IP Private IP Select
1. test536 ALL TCP 2780 Any 192.168.13.10 O
2. (] ALL Any (]
3. (] ALL Any (]
4. (] ALL Any (]
5 (] ALL Any (]
6. O ALL Any O
1. O ALL Any O
8. O ALL Any [
9. O ALL Any O
10. (] ALL Any (]
1. (] ALL Any (]
12 (] ALL Any M

Each item is explained as follows:

Item Description
Index Click to view and edit details of the rule.
Enable Select to enable the port redirection rule.

Service Name

User-entered name that identifies the rule.

WAN Interface

WAN interface(s) to which this rule applies. A particular WAN
interface or ALL interfaces.

Protocol The protocol to which this rule applies, TCP or UDP.

Public Port The port or range of WAN ports that is redirected by this rule.

Source IP The IP object of the source IP.

Private IP The LAN IP address(es) to which the traffic is redirected.

Backup CIicI_< it to backup the configuration of port redirection
settings.

Restore Click it to restore the configuration of port redirection

settings. Before clicking, make sure upload the configuration
file onto Vigor router.

Press any number under Index to access into next page for configuring port redirection.
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NAT == Port Redirection

Index No. 1
Enable

Mode
Service Name |ACS
Protocol
WAN Interface
Public Port
Source IP [IP Object »| [None w|
Private IP [192.168.100.10 |
Private Port

Note:

In "Range" Mode the End IP will be calculated automatically once the Public Port and Start IP have

been entered.

OK

| Clear | | Cancel |

Available settings are explained as follows:

Item Description
Enable Select to enable the port redirection setting.
Mode Allows a single port or a range of ports to be redirected.

Single - redirects one single port.
Range - redirects a contiguous range of ports.

Service Name

Enter the description of the specific network service.

Protocol

The protocol to which this rule applies, TCP or UDP.

WAN Interface

WAN interface(s) to which this rule applies.

WAN # - Traffic from the selected WAN interface will be
redirected.

ALL - Traffic from all WAN interfaces will be redirected.

Public Port

Specify which port can be redirected to the specified Private
IP and Port of the internal host. If you choose Range as the
port redirection mode, you will see two boxes on this field.
Enter the required number on the first box (as the starting
port) and the second box (as the ending port).

Source IP

IP Object - Use the drop down list to specify an IP object
profile.

IP Group - Use the drop down list to specify an IP group
profile.

Private IP

The LAN IP address or range of IP addresses to which the
traffic is redirected. In the case of a range, only the
beginning IP address needs to be entered. The ending IP
address will automatically be derived from the number of
public ports.

Private Port

The port on each LAN client to which the traffic will be
directed to.

After finishing all the settings here, please click OK to save the configuration.

Note that the router has its own built-in services (servers) such as Telnet, HTTP and FTP etc.
Since the common port numbers of these services (servers) are all the same, you may need to
reset the router in order to avoid confliction.
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For example, the built-in web user interface in the router is with default port 80, which may
conflict with the web server in the local network, http://192.168.1.13:80. Therefore, you
need to change the router’s http port to any one other than the default port 80 to avoid
conflict, such as 8080. This can be set in the System Maintenance >>Management Setup. You
then will access the admin screen of by suffixing the IP address with 8080, e.g.,
http://192.168.1.1:8080 instead of port 80.

System Maintenance == Management o
IPv4 Management Setup IPv6 Management Setup LAN Access Setup
Router Name Marketing3910 |
[J Default:Disable Auto-Logout Management Port Setup
[ Enable validation Code in Internet/LAN Access ® user Define Ports () Default Ports
Telnet Port (Default: 23)
Internet Access Control HTTE Port (Default: 80)
3
B Allow management from the Internet WTTPS Port (Default: 443)
Domain name allowed |
. £TP Port [21 | (pefault: 21)
FTP Server
TROG9 Port 8069 (Default: 8069)
HTTP Server EEnforce HTTPS Access ( ol )
S5H Port Default: 22
HTTPS Server

Note:

Telnet S
einet server Ports 8001 and 8043 are used for Hotspot Web Portal.

TROE9 Sarver

[J 5SH server Brute Force Protection
[J SNMP Server [J Enable brute force login protection
[J Disable PING from the Internet [J FTP Server
Access List from the Internet U HTTP Server
[ Apply Access List to PING LJ HTTPS Server
List Type Index Description [ Telnet Server
1 [IP Object v|[None ~] [ TROB9 Server
2 [IP Object v|[None v| [l sSH server
3 [IP Object | [None v L vpN Server
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lI-4-2 Server Load Balance

This function can avoid excessive load on a single server by distributing the load, optimizing
resource usage, and preventing a single server failure.

With this feature enabled, the Vigor router can distribute the inbound NAT sessions among
the servers with the configured load balance weight.

NAT == Server Load Balance

Server Load Balance | Set to Factory Default |
Index Enable Service Name WARN Interface Protocol Public Port
1 O ALL - -
2. O ALL -
3. O ALL - -
4. O ALL -
5. O ALL - -
6. O ALL -
i O ALL = =
8. O ALL -
a4, O ALL = =
10. O ALL -
11. O ALL = -
12. O ALL -
13. O ALL - =
14. O ALL -
15. O ALL - -
16. O ALL -
17. O ALL - -
18. O ALL -
19. O ALL - -
20. O ALL -
| oK | | Cancel |

Available settings are explained as follows:

Item Description

Index Clicl_< the link below the number to configure detailed
settings.

Enable Select to enable the profile.

Service Name Display the name of the profile.

WAN Interface Display the WAN interface used for accessing the server.

Protocol Display TCP or UDP used for this profile.

Public Port Display the port number for the selected WAN interface.
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Press any number under Index to access into next page for configuring the profile.

MNAT == Server Load Balance

Index No. 1
[J Enable
Service Name |
Protocol
WAN Interface ALL W
Public Port D
Scheduler Source IP Based v
Private 1 IP/Port/Weight | | | | [0 v]
Private 2 IP/Port/Weight | || | [0 ~]
Private 3 IP/Port/Weight | | | | [0 ]
Private 4 IP/Port/Weight | | | | [0 ]
Private 5 IP/Port/Weight | || | [0 ~]
Private 6 IP/Port/Weight | | | | [0 ]
Private 7 IP/Port/Weight | | | | [0 ]
Private 8 IP/Port/Weight | || | [0 ~]
| oKk || Clar | | Cancel |
Available settings are explained as follows:
Item Description
Enable Select to enable the profile.
Service Name Enter a profile name for identification.
Protocol Select TCP or UDP.
WAN Interface The client can access the server via this interface (All WAN
interfaces or individual WAN#).
Public Port Enter a port number for the selected WAN interface.
Scheduler Source IP Based - For ensuring the consistency of user

sessions, this function will lead the requests from a specific
client (listed on Private# IP/Port/Weight) to the same
server. However, it may not distribute traffic evenly once
many requests come from the same client.

Session Based - This option offers more evenly and
effectively distributed traffic by considering IP address, full
session details and current load conditions.

Priviate # IP/Port/Weight | Enter the IPv4 address (x.x.x.Xx) and port number (1~65535).
Select the weight value (0 to 10) for this entry.

After finishing all the settings here, please click OK to save the configuration.
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l1-4-3 DMZ Host

As mentioned above, Port Redirection can redirect incoming TCP/UDP or other traffic on
particular ports to the specific private IP address/port of host in the LAN. However, other IP
protocols, for example Protocols 50 (ESP) and 51 (AH), do not travel on a fixed port. Vigor
router provides a facility DMZ Host that maps ALL unsolicited data on any protocol to a single
host in the LAN. Regular web surfing and other such Internet activities from other clients will
continue to work without inappropriate interruption. DMZ Host allows a defined internal user
to be totally exposed to the Internet, which usually helps some special applications such as
Netmeeting or Internet Games etc.

Destined to
220.135.240.207
Protocol: Any
Port: Any

DMZ FTP Server Web Server
192.168.1.22 192.168.1.11 192.168.1.12 192.168.1.13
Port 21 Port 80

The security properties of NAT are somewhat bypassed if you set up DMZ host. We suggest
you to add additional filter rules or a secondary firewall.

Click DMZ Host to open the following page. You can set different DMZ host for each WAN
interface. Click the WAN tab to switch into the configuration page for that WAN.

NAT == DMZ Host Setup

DMZ Host Setup

WAN1 WAN3 WANS5 WANG WANT7 WANS
WAN 1
Private IP
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Available settings are explained as follows:

Item Description
Enables or disables DMZ host.
WAN 1 None - Disables DMZ host function.
Private IP - Allows WAN traffic to be sent to a specific LAN IP
address.
Private IP
Private IP If Private IP mode has been selected, click the Choose IP

button to select a LAN IP address.

Choose IP Click this button and then a window will automatically pop
up, as depicted below. The window consists of a list of private
IP addresses of all hosts in your LAN network. Select one
private IP address in the list to be the DMZ host.

@ch. =& =E ]

A f=2=| 192.

192.1681.9

-

When you have selected one private IP from the above dialog,
the IP address will be shown on the screen. Click OK to save
the setting.

DMZ Host for other WAN interface is slightly different with WANL1. Active True IP selection is
available for WAN1 only.

See the following figure.

NAT == DMZ Host Setup

DMZ Host Setup

WAN1 WAN3 WANS WANG WANT WANSB
WAN 3
Enable Private IP
] 0.0.0.0
[ oK |

If you previously have set up WAN Alias for PPPoE or Static or Dynamic IP mode in WAN2
interface, you will find them in Aux. WAN IP for your selection.
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NAT == DMZ Host Setup

DMZ Host Setup

WAN1 WANS5 WANG WANT7 WANS
WAN 1
Index Aux. WAN IP Private IP
1. 0.0.0.0 Choose IP
2. 192.168.1.56 0.0.0.0 Choose IP
OK Clear

Available settings are explained as follows:

Item Description

Enable Check to enable the DMZ Host function.

Private IP Enter the private IP address of the DMZ host, or click Choose
PC to select one.

Choose IP Click this button and then a window will automatically pop

up, as depicted below. The window consists of a list of
private IP addresses of all hosts in your LAN network. Select
one private IP address in the list to be the DMZ host.

@ch. [=[=] 3k ]

A fz=| 192..

192.168.1.9

-

When you have selected one private IP from the above
dialog, the IP address will be shown on the screen. Click OK
to save the setting.

After finishing all the settings here, please click OK to save the configuration.
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lI-4-4 Open Ports

The Open Ports function allows inbound traffic from specific ports on WAN interfaces to be
forwarded to LAN clients. Unlike Port Redirection, LAN client ports cannot be remapped and
must remain identical to the opened ports on the WAN interface.

It allows you to open a range of ports for the traffic of special applications.

The common application of Open Ports includes P2P application (e.g., BT, KaZaA, Gnutella,
WinMX, eMule, and others), Internet Camera, etc. Ensure that you keep the application
involved up-to-date to avoid falling victim to any security exploits.

NAT == Open Ports

Open Ports Setup

- Set to Factory Default
rules per page Clear:selected |

[ |22 (=0 | (S el N

_._._L_.
(il O = =
OO0 00D0DO0O0000O0O0o

=
[~

Index Enable Comment

WAN Interface Source IP Local IP Address select
Any ]

Any

Any

Any

Any

Any

Any

Any

Any

Any

Any

Any

Any

Any

Available settings are explained as follows:

Item Description

Index Indicate the relative number for the particular entry (1 to
260) that you want to offer service in a local host. Click to
view and edit the rule.

Enable Select the box to enable the open port rule.

Comment User-entered label that identifies the rule.

WAN Interface

The WAN port(s) whose incoming traffic will be forwarded to
a LAN client.

Aux. WAN IP Display the IP alias setting used by such index.
If no IP alias setting exists, this field will not appear.
Source IP The IP object of the source IP.

Local IP Address

LAN client to receive the forwarded WAN traffic.

To add or edit port settings, click one index number on the page. The index entry setup page
will pop up. In each index entry, you can specify 10 port ranges for diverse services.
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NAT => Open Ports »> Edit Open Ports

Index No. 1

Enable Open Ports

Comment | |
WAN Interface ALL A
Source IP
Private IP | | | Choose IP |
Protocol Start Port End Port Protocol Start Port End Port

1. [TcPuDP~| [0
3. [TCPUUDP~| |oO

| | 2. ([TcPupP~| o
| |
5. [TCPUDP~| [oO | [o |
| |
| |

| |
[TCPIUDP v| [0 | |
[TCPIUDP v| |0 | o |
| |

| |

® o &

7. [TcPUDP~| [0
9. [TcPuUDP~| [0

[TCPIUDP ~| [0

10. [TCPUDP~| [0

| oK | | Clear | | Cancel |

Available settings are explained as follows:

Item Description

Enable Open Ports Select to enable this rule.

Comment User-entered label that identifies the rule.

WAN Interface The WAN port(s) whose incoming traffic will be forwarded to

a LAN client. Select from a specific WAN interface WAN1 to
WANSG, or choose ALL to apply the rule to all WAN interfaces.

WAN IP Specify the WAN IP address that will be used for this entry.
This setting is available when WAN IP Alias is configured.

Source IP Any - Any IP can be used as the source IP.

IP Object - Use the drop down list to specify an IP object
proifle.

IP Group - Use the drop down list to specify an IP group
profile.

Private IP IP address of LAN client to receive the forwarded WAN
traffic. Click Choose IP to select.

Choose IP - Click this button and, subsequently, a window
having a list of private IP addresses of local hosts will
automatically pop up. Select the appropriate IP address of
the local host in the list.

Protocol The protocol(s) to which this rule applies.
TCP - forward only TCP traffic.

UDP - forward only UDP traffic.

TCP/UDP - forward both TCP and UDP traffic.

Start Port The port number of the starting port to be forwarded.

End Port The port number of the ending port to be forwarded. If only
one port is to be forwarded, enter the same port number as
the Start Port.
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After finishing all the settings here, please click OK to save the configuration.

NAT == Open Ports

Open Ports Setup rules per page | Set to Factory Default
Index Enable Comment WAN Interface Source IP Local IP Address
CARR_1 ALL Any 192.168.1.9

Any
Any
Any
Any

A

Any

i)

l1-4-5 Port Triggering

If you run programs that function as server applications where they expect to receive
unsolicited traffic from the WAN, you can set up rules in Port Triggering to detect
LAN-to-WAN traffic initiated by those programs, and automatically open up WAN ports to
accept incoming traffic and forward it to the LAN client running the server applications.

Port Triggering is a variation of open ports function.
The key difference between "open port" and "port triggering" is:

® Once the OK button is clicked and the configuration has taken effect, "open port" keeps
the ports opened forever.

®  Once the OK button is clicked and the configuration has taken effect, "port triggering"
will only attempt to open the ports once the triggering conditions are met.

® The duration that these ports are opened depends on the type of protocol used. The
"default” durations are shown below and these duration values can be modified via
telnet commands.

TCP: 86400 sec.
UDP: 180 sec.
IGMP: 10 sec.

TCP WWW: 60 sec.
TCP SYN: 60 sec.
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NAT => Port Triggering

Port Triggering | Setto Factory Default |
Index Enable Comment  Tpaderha  Source Tiguering pcoming  incoming
1. O Any
2. O Any
3. O Any
4. O Any
1 [} Any
6. O Any
1. [ Any
8. O Any
9. [} Any
10. O Any
1. O Any
12, O Any
13. [} Any
14. O Any
15. [ Any
16. O Any
17. [} Any
18. O Any
19. [ Any
20. O Any
== 1-20 | 21-40 Next ==
| OK | | Cancel |

Available settings are explained as follows:

Item Description

Index Rule number. Click to view or modify rule settings.

Enable Select to enable the Port Triggering rule.

Comment User-entered label that identifies the rule.

Triggering Protocol The _protocol(s) of the outgoing traffic that this rule
monitors.

TCP- monitor only TCP traffic.
UDP- monitor only UDP traffic.
TCP/UDP- monitor both TCP and UDP traffic.

Source IP The IP object of the source IP.

Triggering Port Display the port of the triggering packets.

Outgoing traffic destined for these port numbers will trigger
the opening WAN ports to incoming traffic.

Incoming Protocol Display the protocol for the incoming data of such triggering
profile.

The protocol(s) of the incoming traffic.

TCP-open port(s) to TCP traffic.

UDP- open port(s) to UDP traffic.

TCP/UDP- open port(s) to both TCP and UDP traffic.

Incoming Port Display the port for the incoming data.
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Incoming traffic from the WAN destined for these port
numbers be forwarded to the LAN client that triggered the
rule.

Click the index number link to open the configuration page.

NAT == Port Triggering

No. 1
] Enable
Service
Comment | |
Source IP

Triggering Port

Incoming Port

Note:

Triggering Protocol

Incoming Protocol

The Triggering Port and Incoming Port should be input like this :
123-456,777-789 (legal),123-456,789 (legal), but 123-456-789 (illzgal).

i

IP Object

IP Group
|

I

OK | | Clear | | Cancel |

Available settings are explained as follows:

Item Description

Enable Select to enable the rule.

Service Select from list of predefined service, or User Defined to
manually configure triggering and incoming protocols and
ports.

Comment Enter the text to memorize the application of this rule.

Source IP Any - Any IP can be used as the source IP.

IP Object - Use the drop down list to specify an IP object
proifle.

IP Group - Use the drop down list to specify an IP group
profile.

Triggering Protocol

The protocol(s) of the outgoing traffic that this rule
monitors.

TCP - monitor only TCP traffic.
UDP - monitor only UDP traffic.
TCP/UDP - monitor both TCP and UDP traffic.

Triggering Port

Outgoing traffic destined for these port numbers will trigger
the opening WAN ports to incoming traffic.

Enter the port or port range for such triggering profile.

Incoming Protocol

The protocol(s) of the incoming traffic.

TCP-open port(s) to TCP traffic.

UDP- open port(s) to UDP traffic.

TCP/UDP- open port(s) to both TCP and UDP traffic.

Select the protocol (TCP, UDP or TCP/UDP) for the incoming
data of such triggering profile.

Incoming Port

Incoming traffic from the WAN destined for these port
numbers be forwarded to the LAN client that triggered the
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rule.
Enter the port or port range for the incoming packets.

After finishing all the settings here, please click OK to save the configuration.

Open Port and Port Triggering Compared

Port Triggering Open Port

Ports are opened when the | Ports are always open on the WAN interface.
triggering condition is met.

Opened ports will be closed after predefined durations have
elapsed.

Default duration values vary depending on the protocol and

traffic content:

® TCP (all TCP ports, except those that pass HTTP and
HTTPS traffic): 86400 seconds

®  UDP: 180 seconds

® TCP WWW (TCP ports that engage in HTTP and HTTPS
communication): 60 seconds

®  TCP SYN: 60 seconds (SYN packets expire after 60
seconds)

These values can be changed by using the command line
interface (telnet or SSH).
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lI-4-6 Port Knocking

Port Redirection is one of the typical ways to allow the internal servers to be accessible from
the Internet. However, the port might be exposed to the Internet and might be scanned by

the malware if it open.

Therefore, a technology which can add an extra layer of protection to the internal servers
and protect network services from unauthorized access, Port Knocking.

This page offers up to 32 profiles to configure the server’s public IP, first port knock port and
6 digit validataion code. Later, the client’s computer can establish the network connection

securily via a Port Knock tool. After passing the authentication, the client can access the

specified server.
NAT == Port Knocking

Port Knocking

Set to Factory Default

Protocol

Initial
Knock

Public Port Private Node

Index Enable Service Name WAN
1. O ALL
2 O ALL
3. O ALL
4. d ALL
5. O ALL
6. O ALL
1. O ALL
8. d ALL
9. O ALL
10. O ALL
. O ALL
12. O ALL
13. O ALL
14. O ALL
15. O ALL
16. O ALL
17. O ALL
18. O ALL
19. d ALL
20. O ALL
21. O ALL
22. O ALL
23. O ALL
24. O ALL
25. O ALL
26. O ALL
21. O ALL
28. O ALL
29. O ALL
30. O ALL
31. O ALL
32. O ALL

| oK

Cancel

Available settings are explained as follows:
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Item Description
Index Profile number. Click to view or modify the profile settings.
Enable Select to enable the profile.

Only the open ports will be at risk of being attacked. So all
ports are disabled (closed) in default.

Service Name

Display the name of the profile.

WAN Display the interface used for accessing Vigor router.
Protocol Display the protocol for accessing Vigor router.

Initial Knock Display the initial knock port number.

Public Port Display the port number used for the selected protocol.

Private Node

Display the IP address of the server.

Click the index number link to open the configuration page.

NAT => Port Knocking

Index No. 1

] Enable

Service Name

Protocol
WAN Interface
Port Knocking Setting:
1st Knock Paort 3001 7
TOTP Key
r._ '
E‘l i '-_‘.'n
validation Code | | [ Verify |
Port Redirect Setting:
Public Port
Private Mode | : |1 |
Idle Timeout (sec) 3600
OK | | Clear | | Cancel |
Available settings are explained as follows:
Item Description
Enable Select to enable the profile.

Service Name

Set a profile name.

Protocol

Select TCP or UDP.

WAN Interfac

It allows the user accessing the server by Vigor router’s WAN
IP.

Port Knocking Setting

1%t Knock Port - Enter a value. Use the default value if you
have no idea to enter a new value. Or click the ? mark to
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have more information.
TOTP Key - Use the default value.

The key will be used for generate a number for two-factor
authentication via an Authenticator App.

Regenerate - If required, click this button to regenerate a
new TOTP Key.

Validation Code - Scan the QR code by a mobile with the
App, Google Authenticator. Later, enter the six digit code
from the mobile to this field.

Verify - Click to verify the validation code to the left.

Port Redirect Setting Public Port - Set a port number for the protocol TCP or UDP.
Private Node - Enter an IPv4 address with a port number of a
server.

Idle Timeout - The default value (usually one hour). After no
traffic within this period, the profile will lock, and you need
to do port knock again to use it.

After finishing all the settings here, please click OK to save the configuration.
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[I-4-7 Fast NAT

This function allows for establishing a network connection with a built-in acceleration engine.
Time can be saved and CPU usage can be reduced.

NAT == Fast Routing / NAT

Fast Routing / NAT

[J Fast Routing

[ Fast NAT

Level 1: Basic, ignore Session Limit.
Level 2: Include LWV1 and skip Firewall.
Level 3: Include LW2 and bypass DNS.

Enable White List {Only specific subnets are allowed)

Enable Black List (Exclude these subnets)

Usage:

1. Use hardware fast path to help establish connections with the same source and destination ip.
2. Enable this function to reduce connection time and cpu usage.

Note:

Session limit and firewall port related settings may not work properly.

| oK |
Available settings are explained as follows:
Item Description
Fast Routing If enabled, the routing connection will be accelerated.
Fast NAT If enabled, the NAT connection will be accelerated.

Level 1 to 3 - Select the type of Fast NAT. Each level

represents different limit and condition.

Enable White List - The fast NAT feature(accelerated) will

be applied to the specified IP.

® Item 1 to 8 - Enter the IP address and select the subnet
mask.

Enable Black List - Forbid to apply the fast NAT feature to

the specified IP.

® Item 1 to 8 - Enter the IP address and select the subnet
mask.

After finishing all the settings here, please click OK to save the configuration.
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11-4-8 ALG

ALG means Application Layer Gateway. There are two methods provided by Vigor router,
RTSP (Real Time Streaming Protocol) ALG and SIP (Session Initiation Protocol) ALG, for
processing the packets of voice and video.

RTSP ALG makes RTSP message, RTCP message, and RTP packets of voice and video be
transmitted and received correctly via NAT by Vigor router.

However, SIP ALG makes SIP message and RTP packets of voice be transmitted and received
correctly via NAT by Vigor router.

NAT == ALG

ALG (Application Layer Gateway)

| Setto Factory Default |

Enable ALG
] Enable Protocol Listen Port TCP UDP
O S (1~65535)
O RTSP (1~65535)
[ oK |

Available settings are explained as follows:

Item Description

Enable ALG Check to enable such function.

Listen Port Type a port number for SIP or RTSP protocol.

TCP Check the box to make correspond protocol message packet
from TCP transmit and receive via NAT.

UDP Check the box to make correspond protocol message packet

from UDP transmit and receive via NAT.
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-5 Applications

144

Dynamic DNS

Most ISPs assigns dynamic WAN IP addresses to their customers. Dynamic IP addresses
presents challenges to users who would like to accept remote connections to their LANs from
the Internet, as service could be disrupted due to the IP address changing without notice. By
setting up service with a Dynamic DNS (DDNS) provider, and configuring Dynamic DNS updates
on the Vigor router, you can have reliable access to your network by means of an
easy-to-remember domain address that resolves to the most current WAN IP address.

The Vigor router supports a wide range of DDNS providers, such as DynDNS, No-IP.com, DtDNS,
and ChangelP. Please contact the DDNS provider of your choice to set up service before
configuring DDNS on the router.

LAN DNS / DNS Forwarding

LAN DNS allows the network administrator to override standard DNS resolutions for selecting
domain addresses. The router will respond to queries on matched domain addresses with
custom IP addresses.

DNS Forwarding allows the network administrator to forward DNS queries to different DNS
servers based on the domain name.

LAN DNS and DNS Forwarding only affect DNS queries that are sent to the WAN through the
router. DNS queries that are directed to a DNS server on the LAN will not be intercepted by
the router.

Schedule

The Vigor router has a built-in clock which can update itself manually or automatically by
means of Network Time Protocols (NTP). As a result, you can not only schedule the router to
dialup to the Internet at a specified time, but also restrict Internet access to certain hours so
that users can connect to the Internet only during certain hours, say, business hours. The
schedule is also applicable to other functions.

RADIUS/TACACS+

Remote Authentication Dial-In User Service (RADIUS) is a security authentication
client/server protocol that supports authentication, authorization and accounting, which is
widely used by Internet service providers. It is the most common method of authenticating
and authorizing dial-up and tunneled network users.

The built-in RADIUS client feature enables the router to assist the remote dial-in user or a
wireless station and the RADIUS server in performing mutual authentication. It enables
centralized remote access authentication for network management.

LDAP /Active Directory Setup

Lightweight Directory Access Protocol (LDAP) is a communication protocol for using in TCP/IP
network. It defines the methods to access distributing directory server by clients, work on
directory and share the information in the directory by clients. The LDAP standard is
established by the work team of Internet Engineering Task Force (IETF).

As the name described, LDAP is designed as an effect way to access directory service without
the complexity of other directory service protocols. For LDAP is defined to perform, inquire
and modify the information within the directory, and acquire the data in the directory
securely, therefore users can apply LDAP to search or list the directory object, inquire or
manage the active directory.
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UPnP

The Vigor supports UPnP (Universal Plug and Play), which is a suite of network protocols that
simplifies network configuration. Applications and network devices on the LAN, that support
UPnP, may request the router to modify its settings to allow NAT Traversal, so that WAN hosts
can connect to them directly.

Examples of applications and devices that support UPnP include file-sharing applications such
as uTorrent, Vuze and eMule, gaming consoles such as the Sony PlayStations 3 and 4 Xbox 360
and Xbox One, media streaming applications such as Plex and XBMC, and messaging and
calling applications such as Skype. To find out if a certain application or network device
supports or requires UPnP, please consult its user manual or check with its vendor.

Wake on LAN

Using the Wake on LAN (Wol) feature, LAN clients that support WolL can be powered on or
resume from sleep over the network, without the need for physical access to the device.

In order for LAN clients to be able to woken from sleep or off states, the network interface
card must be configured to monitor Wake-on-LAN messages. Consult the documentation of
the LAN client for details on setting up its network interface for Wake on LAN.
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Web User Interface

lI-5-1 Dynamic DNS

Enable the Function and Add a Dynamic DNS Account

To begin configuring Dynamic DNS, from the main menu, navigate to Applications, and select
Dynamic DNS. The Dynamic DNS main configuration screen appears:

Applications == Dynamic DNS Setup

Dynamic DNS Setup | Setto Factory Default |
Enable Dynamic DMS Setup | View Log | | Force Update |
Auto-Update interval | 14400 Min{s) (180~14400)

Accounts:

Index Enable WAN Interface Domain Name
1. WAN1 First
2. [l WANL First
3. O WANL First
4. (] WANL First
5, O WANT1 First
6. O WANT1 First
[ oK | [ Clearal

Available settings are explained as follows:

Item Description

Enable Dynamic DNS Setup | Select to enable DDNS function.

Set to Factory Default Click to clear all profiles to factory settings.
View Log Select to display the most recent DDNS update messages.
Force Update Click to connect immediately to DDNS servers to update IP

address information.
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Auto-Update interval The frequency, in minutes, at which the router connects to
DDNS servers to update IP address information.

Index Click to bring up the configuration page of the DDNS profile.

Enable Check the box to enable such account.

WAN Interface Shows the WAN interface associated with the DDNS profile.

Domain Name Shows the domain name with which the profile is associated.

After clicking on the index number, the detail configuration screen for the DDNS profile
appears:

Applications =» Dynamic DNS Setup >*> Dynamic DNS Account Setup

Index : 1
Enable Dynamic DMNS Account
WAN Interface WAN 1 First
Service Provider [dyn.com {www.dyn.com) |
Service Type
Domain Mame 3312 |/dyndns.org [dyndns.org v
Login Name % 6 |
Password |
[ wildcards
J Backup Mx
Mail Extender [Max: 63 characters
Determine WAN IP
Let's Encry